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RISK OF ELECTRIC SHOCK
DO NOT OPEN

WARNING: TO REDUCE THE RISK OF ELECTRIC SHOCK,
DO NOT REMOVE COVER (OR BACK).
NO USER-SERVICEABLE PARTS INSIDE.
REFER SERVICING TO QUALIFIED
SERVICE PERSONNEL.

é The lightning flash with arrowhead symbol, within an equilateral triangle, is intended to alert
the user to the presence ofuninsulated "dangerous voltage" within the product’s endosure
that may be of sufficientmagnitude to constitute a risk of electric shock.

é The exclamation point within an equilateral triangle is intended to alertthe user to the presence
of importantoperating and maintenance (servicing) instructions in the literature accompanying
the appliance.

COMPLIANCE NOTICE OF FCC:

THIS EQUIPMENT HAS BEEN TESTED AND FOUND TO COMPLY WITH THELIMITS FOR A CLASS A DIGITAL
DEVICE, PURSUANT TO PART 15 OF THE FCC RULES. THESE LIMITS ARE DESIGNED TO PROVIDE
REASONABLE PROTECTIONAGAINST HARMFUL INTERFERENCE WHEN THE EQUIPMENT IS OPERATED IN
A COMMERCIAL ENVIRONMENT. THIS EQUIPMENT GENERATES, USES, AND CAN RADIATE RADIO
FREQUENCY ENERGY AND IF NOT INSTALLED AND USED IN ACCORDANCE WITH THE INSTRUCTION
MANUAL, MAY CAUSE HARMFUL INTERFERENCE TO RADIO COMMUNICATIONS. OPERATION OF THIS
EQUIPMENT IN A RESIDENTIAL AREA IS LIKELY TO CAUSE HARMFUL INTERFERENCE, IN WHICH CASE
USERS WILL BE REQUIRED TO CORRECT THE INTERFERENCE AT THEIR OWN EXPENSE.

WARNING: CHANGES OR MODIFICATIONS NOT EXPRESSLY APPROVED BY THE PARTY RESPONSIBLE FOR
COMPLIANCE COULD VOID THE USERS AUTHORITY TO OPERATE THE EQUIPMENT.

THIS CLASS OF DIGITAL APPARATUS MEETS ALL REQUREMENTS OF THE CANADIAN INTERFERENCE-
CAUSING EQUIPMENT REGULATIONS.

The information in this manual is believed to be accurate as of the date of publication. We are notresponsible for any
problems resulting fromthe use thereof. The information contained herein is subject to change without notice. Revisions
or new editions to this publication may be issued to incorporate such changes.

The softwareincluded in this productcontains some Open Sources. You may obtain the corresponding source code

w hichwehaveto distribute according to the license policy. Go to System Setup - About page for more information. This
product includes softvare developed by the University of California, Berkeley and its contributors, and sofv are developed
by the OpenSSL Project for use in the OpenSSL Toolkit (http:/Avww.openssl.org/). Also, this product includes
cryptographic software written by Eric Y oung (eay@cryptsoft.com), and software written by TimHudson
(tih@cryptsoft.com).

Covered by one or more claims of the patents listed at patentlistaccessadvance.com.




Important Safeguards

1. Read Instructions
All the safety and operating instructions should be read before the
appliance is operated.

2. Retain Instructions
The safety and operating instructions should be retained for future
reference.

3. Cleaning
Unplug this equipment fro mthe power source before cleaning it. Donot
use liquid aerosol cleaners. Use a damp soft cloth for cleaning.

4. Attachments

Never add any attachments and/or equipment without the approval of
the manufacturer as such additions may result in the risk offire, electric
shock or other personal injury.

5. Power Sources

This equipment should be operated only fromthe type of power source
indicated on the marking label. Ifyou are not sure ofthe type ofpower,
please consult your equipment dealer or local power company.

6. Power Cords
Operator or installer must remove power and other connections before
handling the equipment.

7. Lightning

For added protection for this equipment during alightning storm, or when
itisleft unattended and unused for long periods oftime, unplug it ffomthe
power source and disconnect the antenna or cable system. This will
prevent damage to the equipment due to lightning and power-line
surges.

8. Objects and Liquids

Neverpushobjects ofany kind through openings ofthis equipment as they
may touch dangerous voltage points orshort out parts that could resultin a
fire or electric shock. Never spill liquid ofany kind on the equipment.

9. Servicing
Do not attempt to service this equipment yourself Refer all servicing to
qualified service personnel.

10. Damage requiring Service

Unplug this equipment from the power source and refer servicing to

qualified service personnel under the following conditions:

A.When the power cabling has been damaged.

B. If liquid is spilled, or objects have fallen into the equipment.

C. If the electronic components have been exposed to rain or water.

D. Ifthe equipment does not operate normally by following the operating
instructions, adjust only those controls that are covered by the operating
instructions as an improper adjustment ofother controls may result in
damage and may require extensive wotk by a qualified technician to
restore the equipment to its normal operation.

E. If the equipment has been dropped or damaged.

F. When the equipment exhibits a distinct change in performance —this
indicates a need for service.

11. Replacement Parts

When replacement parts are required, be sure the service technician has
used replacement parts specified by the manufacturer. Unauthorized
substitutions may result in fire, electric shock or other hazards.

12. Safety Check

Upon completion ofany serviceor repairs to this equipment, ask theservice
technician to performsafety checks to determine that the equipment is in
proper operating condition.

13. Field Installation
This installation should be made by a qualified service person and
should conformto all local codes.

14. Elevated Operating Ambient Temperature

Ifinstalled in an enclosed space, theoperating ambient temperature ofthe
envionment may be greater than room ambient. Therefore, consideration
should be given to installing the equipment in an environment compatible
with the maximum rated ambient temperature.

15. Reduced Air Flow
Installation ofthe equipment should be such that the amount ofairflow
required for safe operation ofthe equipment is not compromised.

16. Mechanical Loading
Mounting ofthe equipment in the rack should be such that a hazardous
condition is notcaused by uneven mechanical loading.

17. Circuit Ov erloading

Consideration should be given to connection ofthe equipment to supply
circuit and the effect that ovedoading ofcircuits might have on over current
protection and supply wiring. Appropriate consideration ofequipment
nameplate ratings shouldbe used when addressing this concern.

18. Reliable Grounding
Reliable grounding ofequipment should be maintained.

19. Water/Moisture

Avoid installing in areas where water or moisture may accumulate (with
the exception of exterior-mounted cameras as resistance to exterior
moisture is part of its intended use).

WEEE (Waste Electrical & Electronic Equipment

Correct Disposal of This Product

(Applicable in the European Unionandother European countries with separate collection systems)

This marking shown on the product or its literature, indicates that it should not be disposed with other household wastes at the
end of its working life. To prev ent possible ham tothe environment or human healthfrom uncontrolled waste disposal, please
separate this from other types of wastes and recycleit responsibly to promote the sustainable reuse of material resources.

Household users should contact either the retailer where they purchased this product, or their local govemment office, for
details of where and how they can take this item for environmentally safe recycling.

Business users should contact theirsupplier and check thetems and conditions of the purchase contract. This product should
not be mixed with other commercia wastes for disposal.
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Chapter 1 — Introduction

The IDIS® I-Mobile System 4K Ultra High Definition Mobile Recorder is designed for mobile app lications and op erates
using 9 to 36 volts DC, which ensures compatibility with the typical 12 VDC and 24 VDC power sy stems found on
vehicles. The Recorder provides viewing and recording capabilities for up to 16 cameras.
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Chapter 2 — Installation

Rear Panel Connectors
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@® Power Port ® Super Cap Port ® Video In Ports @ Netw ork Ports
® eSATA Port ® Alarm Ports ® Event Port RS232 Ports
® CAN Port @ Audio In Port @ AUX Pow er Port @ WIiFi/GPS Ports
® HDMI Port

Once all necessary connections have been made, attach the rear panel cover to the Recorder. This will prevent
tampering by unauthorized persons.

WARNING: IT IS IMPORTANT THAT INSTALLATION BRACKETS AND CABLES DO NOT INTERFERE
WITH ANY OF THE VEHICLE'S CONTROLS AND ALSO DO NOT BLOCK THE DRIVER’S
VIEW OR REACH. FAILING TO HEED THES E WARNINGS COULD CAUSE AN ACCIDENT
CAUSING SERIOUS INJURY OR DEATH.

- - Connect the power connector to the Recorder.
Wﬁ\l{ﬂ# ]

CAUTION: Make sure the power supply meets the requirement (9 ~ 36VDC, 36A) during operation.

The Recorder operates on a wide range of vehicles. It accepts power inputs ranging from 9 to 36 VDC. This allows
it to operate on both 12 and 24 volt systems. The power connector has five pins.

* BATTERY: The BATTERY pin must be connected to fusesthat are connected directly tothe positive (+) battery
power terminal. (Refer to Chapter 3 — Operation and Configuration, System Setup for details).

* ACC: The ACC pinmust be connected to a fuse that is connected to the positive (+) power terminal that is
turned on when the ignition switchis in an active or on position. When this signal turns off the recorder will
continue to record video during the ignition off timeout. (Refer to Chapter 3 — Operation and Configuration,
System Setup for details).

* HEATER: Connect the heater power connector to the Recorder. If the temperature inside the Recorder or the
removable drive assembly is 32°F (0°C) or lower, thebuilt-in heater will operate to increase the temperature
until the temp erature reaches 44.6°F (7°C). The Recorder will then boot up. After boot-up, the temp erature sensor
inside the Recorder continues monitoring the temperature to ensure the temperature remains adequate for
operation.



CAUTION:

WARNING:

When the heater power supply does not meetthe requirement (9A@12VDC or
4.5A@24VDC) during operation, the Recorder and heater might be damaged. The
maximum voltage limit of the heateris 30V.

DO NOT TOUCH THE BOTTOM OR TOP OF THE REMOVABLE DRIVE WHEN REMOVING
IT AFTER THE HEATER HAS BEEN OPERATING IN LOW TEMPERATURES. DURING
OPERATION OF THE HEATER, THE TEMPERATURE OF THE DRIVE MAY INCREASE
CAUSING INJURY.

* GND: The GND (Ground) pin should be connected directly to ground (-). Although it is possibleto connect
only one of thetwo pins, it is recommended to use two wires to create a more stable current path.

B/U PWR Connection

The B/U PWR connecter provides an input for apower loss dataprotection (PLDP) unit. The PLDP
is charged to 12V in normal operatingconditions. Inthe event of apower loss, the PLDP ensures the

|
%% comp letion of the hard disk operation and the proper shutdown ofthe system. The PLDP is wired to
= J2 connector.
D DC12V
(GND]GND
Connection DC12V VDC Output
GND Chassis Ground
Vi o .

Connect network cameras to the Recorder using RJ-45 cable (Cat5e, or Cat6).

Network Connection

e
VIDEO IN

The Recorder can be networked using the 1000M b Ethernet connector. Connect a Cat5e cable
with an RJ-45 jack to the Recorder connector (on theupper side of two Ethernet connectors).
The Recorder can be networked with a computer for remote monitoring, searching,
configuration and software up grades.

eSATA Connection

An eSATA port is provided to connect external storage devices for recording video.



ALARM IN
NN ALARM OUT
12V NC1 C1 NO1
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Al 1 to 16 (Alarm-In): Useexternal devices to signal events to the Recorder. M echanical or electrical switches can
be wired to the Al (Alarm-In) and GND (Ground) connectors. The voltage range is from OV to 50V. When the electrical
switch is wired, the threshold voltage for NC (Normally Closed) is below 2.5V and for NO (Normally Open) is above
2.6V, and it should be stable at least 0.5 seconds to be detected.

GND (Ground): Connect the ground side of the Alarm input and/or alarm output to the GND connector.

NOTE: All the connectors marked GND are common.

NC 1t02 /NO1 to 2 (Relay Alarm Outputs): The Recorder can activate external devices such as buzzers or lights.
Connect the device to the C (Common) and NC (Normally Closed) or C and NO (Normally Open) connectors. NC/NO

is a relay output which sinks 0.5A@125VAC and 1A@30VDC. See Chapter 3 — Configuration for configuring alarm
output.

Connection Al (1to 16) Alarm Inputs1to 16
GND Chassis Ground
NC (1to 2) Relay Alarm Outputs | to 2
NO (1to 2) Relay Alarm Outputs 1 to 2
C(1t02) Relay Common 1 to 2
12V VDC Output
Event Connection
- The Recorder can activate external LED devices. Heartbeat (LED 1), recording status (LED 2),
alarm status (LED 3, LED 4) outputs are provided (50mA@12VDC).
12V 12V 12V GND GND GND)
- * LED 1: The heartbeat LED blinks at a constant rate as long as the Recorder is operating
U0 and stops blinking if the Recorder stops operating.
MM * LED 2: Therecording status LED blinks when the Recorder is recording on the hard
disk drive.

* LED 3: Thealarm status LED1 is lit when a configured alarm output is activated.
* LED 4:Thealarm status LED2 is lit when a configured alarm output is activated.

Connection LED 1 Heartbeat LED
LED 2 Recording Status LED
LED 3 Alarm Status LED1
LED 4 Alarm Status LED2
12V VDC Output
GND Chassis Ground




RS232 Connection

w1 wo RS232 ports are provided to connect external devices such as GPS.

12V 5V Tx
RS-232(1) -
GND__ Rx

Connection Master Unit [ Slave Unit
Rx 4 To - TX
Tx - To - RX
GND e To - GND
Rx Receive Data
Tx Transmit Data
GND Chassis Ground
12V VDC Output
5V VDC Output
CAN C .

The Recorder can be controlled remotely by an external device such as the GPS or control system
using CAN half-duplex serial communications signals.

Connection Master Unit [ Slave Unit
L i To - L
H - To - H
GND - To - GND
L CAN L Data
H CAN H Data
GND Chassis Ground
12V VDC Output
5V VDC Output
Audio G .

In addition to having audio channels with each camera connection, the recorder has two sources of
external audio. Connect the audio sources (microphone) to MIC 1 and MIC 2 as needed.

Connection MIC Microphone Input
12V VDC Output
GND Chassis Ground

NOTE: The useris responsible to determine if local law s and regulations permitaudio recording.

10



AUX Power Connection

S The Recorder has a 12 VDC output connector which provides power to
I:l AUX POWER external devices up to 2A.

@ GND GND 12V 12V

Connection 12V VDC Output
GND Chassis Ground

WIFI/GPS C .

Each connector is provided to connect WiFi and GPS antennas. The GPS antenna will be
O O connected to the Recorder in order to work with the Recorder internal GPS module.

O O

Connect a monitor to the HDMI port.




Front Panel Controls

" f I-Mobile System 4K
i

Uttra High Definition Mobile Recorder

1=

® Front Cover ® Power Switch | ® Drive Assembly | @ Netw ork Port
® USB Port ©® LED

Insert the front cover key into the keyhole and rotate it clockwise. Place the cover over the front of the recorder. Align
the slots with the pins on the recorder and slide the front cover to the right. Rotate the key counterclockwise to lock
it into place.

Power Switch

The unit can be turned on or off with the key provided with the unit.

Drive Assembly

A removable hard disk or solid-state drive is mounted in the Drive Assembly. The drive can be removed to view the

video on the personal computer or utilized in another Recorder. The Power Switch must be in the Off position to
remove the drive after the POWER LED on the recorder turns off.

Network Port

The Recorder can be networked using the 1000M b Ethernet connector. Connect a CatSe cable with an RJ-45 jack to
the Recorder connector.

USB Port

A USB port is provided for updating firmware, configurations and retrieving video files.

LED

POWER: The POWER LED is lit when the unit is On.
RECORD: The RECORD LED blinks when the Recorder is recording video on the drive.

12



Mounting the Recorder

WARNING: IT IS IMPORTANT THAT THE RECORDER IS MOUNTED IN A LOCATION WHERE IT
CANNOT BREAK LOOSE AND CAUSE INJURY IN THE EVENT OF AN ACCIDENT.

l 1 l l l Screws for Attaching and Mounting Bracket
0 | -

Mount Bracket

Vibration Isolation Mounts

CAUTION: The rubber collars of the vibration isolation mounts are between the Recorder and the
bracket as shownin the illustrations above. Attaching the bracketinany other manner
can cause the isolation mounts to fail.

13






Chapter 3— Operation and Configuration

NOTE: The Recordershould be completely installed before proceeding. Referto Chapter 2— Installation.

Turning on the Power

The Recordercan be turned on by inserting the key in the On/Off switch and rotating it clockwise. The
switch can be in the On position and the key removed. This way the Recorder will powerup when the ACC
pin on the Power Connector— J1 is enabled. The Recorderis operational in approximately60 seconds.
The Recorderwill take an additional 30 seconds to become operational ifthe “Use 30 seconds Delayed
Start” feature is enabled (Path: System menu > Power Management). The Power LED on the front panel will
illuminate andthis actionsignifies the Recorder has been turned on properly.

NOTE: The Recorderwill not powerup in the following conditions:

¢ If the temperature is 32°F (0°C) or lower. Referto Chapter 2— Installationfor details.
If the battery power voltage is outof the range set during System M enu > Power Management.
If there is 2.5V or more voltage difference between the acce ssory and battery power.
If the Recorder turns off due to an emergency shutdown or shutoffand the battery power voltage
does notremainwithinthe specified range for longer than the s pecified time (Path: System Menu>
Power M anagement). Referto Turning offthe Powerfor details aboutthe emergency shutdown or
shutoff.

NOTE: If the 30 seconds Delayed Start feature is enabled and you turn on the vehicle ignition and
then turnon therecorder using the HDD key, the recorder will have a delayed bootfor 30
seconds.

WARNING: DO NOT TOUCH THE BOTTOM OR TOP OF THE REMOVABLE DRIVE WHEN REMOVING
IT AFTER THE HEATER HAS BEEN OPERATING IN LOW TEMPERATURES. DURING
OPERATION OF THE HEATER, THE TEMPERATURE OF THE DRIVE TRAY MAY
INCREASE, CAUSING INJURY.

Turning off the Power

The Recorder can be turned off by rotating the key counter-clockwise to the Off position. The Recorder
powers off ina maximum of20 seconds when the key is turned to the Off position.

The Recorder can also be turned offbyinactivating the ACC pin on the Power Connector—J1. When using
the ACC pin, the Recorder will shut off after the ignition offtimeoutifthe ignition offtimeoutfeature is setto
On (Path: System Menu > Power Management).

NOTE: The Recorderwill automatically turn offto prevent the system from being damaged in the following
conditions:
* The battery power voltage registers between 7V to 9V or 36V to 38V for 10 seconds
* The battery power voltage is lowerthan 7V or higherthan 38V forone second
* Thereis a2.5V or more difference between the accessory inputand battery power inputonthe J1
power connector

15



Getting Started

Setting Password

1. The users must first run the sy stem and then be required to set the password for the admin user account.
2. Follow the password setup instructions that appear when you click the ? button at the bottom left of the
screen. Click theeye icon (@ or @ )next to the password input field to show or hide the password.

User - admin

You must set the administrator's password for using the system

E-mail, UPR File are required to find the Password.

User Password
User admin

rassword [ -
£

Confirm

Export UPR

Notification

E-mail -@ % Verlfication  [INot Use

NOTE: * Itdoes not allow auserto runthe system without a pas sword.
* Click the question mark button on the bottom left corner and refer to the instruction on
setting up apassword.
* An email address and UPRfiles are required to find the password. Otherwise, you may not
be able to find your password whenyou enter the incorrectinformation.

Login

Configuringthe Recorder’s settings and accessingits watchingand other functions require an authorized user login.

Bring up the Live menu and click on (Login) using the mouse.

Login

User admin -

Find PW oK Cancel

Select a user, enter the password, and then select OK.

¢ Thereisno default password forthe adminaccount. Select admin and then OK without entering a password to login.

* Leavingthe adminaccount unassigned with a password poses a security risk. Please assign a password at your earliest
convenience. A warning message will continue to be displayed until a password is assigned.

¢ Click the eye icon (®) to the right ofthe password field to showthe password.

Tolog out, bring up the Live menu and click on (Log out) using the mouse.

a8 Are you sure you want to log out?

admin

ogou TN
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Eind Password

1. Enter a user, reg'stered email and then select Get Verification Code.

Find Password

After E-mail/UPR Verification,
YYou can change the password.

User  admin v
Verification Method  E-mail v
E-mail .@

_ % Get Verification Code

2. Enter Verification Code and select OK.

Find Password

After E-mail/UPR Verification,
YYou can change the password.

Verification Method

E-mail test . @ example.com "

0K

Verification Code _ 02:55

Select the question mark button at the bottom left comer of thescreento refer to the password settings instructions.

The password must be entered only with the virtual keyboard.

3. Enter an UPR(User Password Reset) verification and then click on UPR Verification button.

Find Password

After E-mail/UPR Verification,
You can change the password.

User admin -
Verification Method UPR(User Password Reset) File -
UPR Verification

4. Select the UPR file and then click on Imgort button.

Find Password - "UPR(User Password Reset) File"...

File not found

To use UPR function, the UPR filemust be saved in advance. For more information on saving the UPR file, refer to User page.
Youcan reset thepassword using an encrypted UPR (User Password Reset; filename extension * .upr) file.
It can be used as USB flash driver on local pc, but not remotely.

Only files exported from the same device areavailable.

If youlose the UPR file and change the password of the NVR, the UPR file may not be used.

5. Toset a new password, click the question mark button in the lower left corner and follow the instructions.

User - admin

Please, enter your new password.

User  adm

Password | seeeesssssssiss
Confirm | seesssssssssssss.

Export UPR

17



Live Mode
Live Menu

NOTE: Placing the mousepointer nearthe top portion of the screen displays the Live menu.

(1] 2] ®© 0 60006 00 O
. Previous Group, )
@ Login/Logout @ Layout ® Next Group @ Display
® Freeze ® Alarm @ Panic Recording Sequence
® Status Select Camera ® Setup

@ Login/Logout

Loginto and out from accounts. If in the logged in state, the account ID is shown. If in the logged out state, the login
icon is shown.

@ Layout
Used to change the screen layout to single screen, Blank, 1x2, 2x1, 1x3, 2x2, 145, 1+7, 3x3, 4x4, 2x1, 2x3, or 1p12.

(® Previous/Next Group
Loads the previous/next screen group.

@ Display

OSD (On Screen Display): Enables/disables the OSD feature.

Full: Displays the video in full screen mode.

Aspect Ratio: Select whetherto enable the original aspect ratio of video transmitted from the camera.

® Freeze
Freezes the screen. Select Freeze again to unfreeze.

® Alarm
Pressing this button while the alarm has been activated resets all recorder outputs, including the built-in buzzer.

@ PanicRecording
Activates/deactivates Panic Recording

Sequence

Initiates Sequence in the same manner as pressing the SEQUENCE button while in Live mode. To exit, select
Sequence once more or press the SEQUENCE button on the remote control. The icon is displayed on the upper
right part ofthe screen while Sequence is in progress.

¢ Full Sequence

Displays all channels in sequence while in Live mode (single and split screen settings). In order to use the Full
Sequence feature, Full Sequence (Display Setup —M ain M onitor > Sequence) must first be enabled.

e.g.) Full Sequence in 2x2 split screen mode

112 5|6 9|10 13|14 112
= => = =>

3|4 708 1112 1516 314

* Cameo Sequence

In Cameo Sequence mode, only the bottomright screen in a split screen setup changes sequence. In order to use
the Cameo Sequence feature, Cameo Sequence (Display Setup - M ain M onitor > Sequence) must first be
enabled.

18



e.g.) Cameo Sequence in 2x2 split screen mode

-—

112 112 112 112 2 112
3|4 3|5 3|6 3115 3116 3|1

NOTE: If using the Full Sequence setting, page numbers appear on the system status area on the upper right
part of the screen, nextto the Sequence icon.
NOTE: Pages are skipped underthe followingcircumstances:
« Ifall camerasincludedin the page are deactivated.
 Ifthere are no videosignals.
 If the page contains "covert" cameras.
¢ Ifthe userdoes nothave permission to view feeds from the cameras.

(9 Status
Displays the status window for NVR's system and device.

Select Camera
Displays the selected camera in a single screen format.

@ Setup
Used to access the Setup menu.

Zoom

Right-click on the mouse to select a channel you wish to zoom in on while in live mode or time-lapse mode. When a
zoom frame appears on the selected channel, right-click on the mouse tozoom in. Use the arrow buttons to position
the frame. When Zoom is activated, icon is on the status bar located on the upper right corner of the system.

In Full Screen mode, activating Zoom automatically selects the current channel.
Torestore the channel to normal size, right-click on the mouse again.

Event Monitor

When an event occurs, the Recorder automatically changes to the camera screen linking event monitoring and shows
the & icon on the system status area on the upper right portion of the screen. To use the Event M onitoring feature,
navigate to DisplaySetup > Main Monitor and enable Event Monitoring. Event M onitoring remains in effect
throughout the entire Linked Time. After that, the Recorder will return to the previous screen if a new event does not
take place. Pressing the Layout or a Camera button before the end of the Linked Time reverts the systemto Live
mode.

Covert Camera

Use this feature to assign Covert Camera View permissions.
Navigate to Camera Setup > General and designate cameras as Covert 1 or Covert 2.

¢ Covert 1: Hides images from the camera in Live mode but does indicate the camera’s title and status via icons.
* Covert 2: The camera is indicated as being inactive. Images from the camera are not shown. Camera title and
status icons are not shown.

NOTE: Users thathave aCovertCameraView are able to view bothimages from and status icons forall
Covert1and Covert2 cameras.

Context Menu Access

While in Live mode, right-click on the mouse to access the Context menu.
e PTZ: Access PTZ controls.

19



e Multi Stream: Select the stream.

— Dynamic Stream: This function allows all streams supported by the camera to be converted to suit the system
situation.

— Stream1 Setup exclusion: This function operates the same as the Dynamic Stream, but excludes
Stream1.

* Dewarping(Camera): Enable/disable camera side dewarping function.

e Zoom: Zoomin.

¢ Audio: Enable/disable audio. (This function supportsonly insingle screen.)

* Color Control: Select a channel to display its Color Control window. Adjust the selected camera’s brightness,
contrast, saturation, and hue settings.

» Self Adjust Video Mode: Select a channel to display its Self Adjust Video M ode window. Select from Natural,
Vivid and Noise Reduction video modes. Select Custom to adjust Sharpness, Contrast, Colors and Brightness.
These settings can be applied for each Daytime and Nighttime setup.

¢ Information: Select a network channel to display information about the selected channel’s device.

e Edit Group: Rearrange the split screen layout.

* Login/Logout: Log into theaccount or log out of the account.

Edit Group
Edit Group lets you customize split screen pages in both Live and Search modes.

1. While displayinga split screen page, select the Edit Group option from the context menu. A yellow border is
drawn around the page. Usethe arrow buttons on the front panel or the mouse to select a different page.

2. Pressa Camera button orselect a camera after pressing the Menu button. Selected camera is then loaded on to
the selected page. Repeat to assign other channels to the page.

3. Pressthe Menu button and then select Exit Group Edit to exit.

NOTE: Edit Group will terminate automatically after 15 seconds of inactivity.
Video Recording

Video recording will only take place if all the connections are made correctly as per information contained in
Chapter 3 of this operation manual.
For more information on video recording settings, refer to the Record Setup of this chapter.

Select Live or Search menu’s Panic Recording icon to commence panic recording on all registered cameras.

To stop Panic Recording, select the Panic Recording icon again. If the Panic Recording Duration option under
Record Setup > General has been configured, Panic Recording will automatically terminate after the specified
duration of time has elapsed. For more information, refer to the Record Setup of this chapter.

NOTE: -« PanicRecordingtakesplace irrespective of any recordingschedule set up by the user.
* Panic Recording vide o profile from Record Setup — General applies to all Panic Recordingvideos.

CAUTION: Panic Recording will not take place ifre cordingmode is notset to Recycle and the HDD has reached
100% of its capacity.

sudio R i

If the Record Audio option under Record Setup > Audio has been enabled the camera will record audio along with
video. For more information, refer to the Audio and Record Setup of this chapter.

CAUTION: Checkyourlocal lawsandregulations onmaking audio recordings.
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PTZ Control

Speed

Auto Pan
Scan

Tour

Pattern

Move to Origin

One Push
Point Move
Exit PTZ

While in Live mode, right-click on the mouse and select PTZ from the context menu.

Select the camera you wish to control. The @ icon will begin to flash on the selected camera’s
OSD window. Drag the mouse to move the direction and wheel the mouse to zoom in/out.

NOTE: -+ Loggingin with an accountthat has PTZ Control Authorityis necessaryin
orderto control PTZ cameras.
* A message will promptif there is no PTZ camera displayed on the Live
screen.
e Zoom in/out and s hift focus using the PTZ Control (ZOOM, FOCUS) buttons
on the remote control.
To exit PTZ mode, press the PTZ button again.

While in PTZ mode, select the I icon to display the Set Preset window and assign the current
position as a desired preset number.

While in PTZ mode, select the © icon to display the Move to Presetwindow.
Select a preset number to move the current PTZ camera to the selected preset’s position.

In PTZ mode, selecting a camera and then right-clicking on the mouse loads the Advanced
PTZ screen as shown below. This menu lists Speed, Auto Pan, and other advanced PTZ
camera control options available for the camera. Also selecting Point M ove button moves
PTZ camera to the point that theuser clicks. Options that are not available for the selected
PTZ camera remain inactive.

NOTE: You can use the mouse to control PTZ cameras. Leftclick on the mouseand
drag to move the camerain the desired direction and use the mouse w heel to zoom
in/out.
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While in PTZ mode, place the mouse pointer close to the bottom edge of the screen
todisplay the PTZ Tools window.

B4R DO
. » @ @ NOTE: * The exact PTZ protocol supportedby the cameramustbe
2K 2R | (O specifiedin orderto use the NVR's PTZ controls.

* Drag and drop to reposition the PTZ Tools window.
* Select the Xicon to hide the PTZ Tools window.

B4 PaD P a |PTZCameraPanandTilt

®0O Zoom InOut

© © Focus Near / Far

@ IRIS Open / Close

o One Push

< Set / Move to Preset

° Device Menu supported
by the camera

Dewarping Control (Camera)
While in Live mode, right-click on the mouse and select Dewarping(camera) from the context menu.
The © icon will begin to flash on the selected camera’s OSD window. You can change the direction by dragging on

the mouse. In order to select the typeand mode of View Mode, Video (Camera - Advanced Setup) must first be
enabled.

NOTE: - This feature is supportedonly with Fis heye camera connected on the DirectlP protocol.
* Original mode does notsupport dewarping control feature.
* Configuringthis feature requires an authorized userlogin.

Camera Registration

Once Network S etup Wizard is comp lete, live mode screen ap pears. While in live mode, right-click on the mouse and

select Camera Registration to run the Camera Registration mode. It allows you toscan for the cameras connected to the
DVR.

Result : 15

DC-DA236HRX [41:80:58] 3 UNKNOWN [2F:EB:CT]

1M

DC-T3335HRX [32:35:F5] DC-DA537RXA [BB:E5:83]
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@® Camera Scan Button ® Camera View Menus
® Camera List Area @ Video Display Area
® Apply/Cancel Buttons

NOTE: You can also register cameras on the remote program. For more information on the remote camera
registration, refer to Registration on this manual.

Camera Scan Button

You can scan and search and register cameras that were not detected automatically or

Rescan third party cameras. Pressing the S can button displays the following sub-menu.

Third Party Scan
Go To Camera

Search Scope
Screen Auto. Assign  *
Camera List

Scan Refresh Interval »

Rescan

Scans for DirectIPT camera that were not scanned automatically .
Used to manually scan for third-party cameras that cannot be recognized by the auto scan feature.

NOTE: Som e functions may notbe supported for the third-party cameras depending on their protocol and model.
The device to be registered must have different IP addresses. Otherwise, the connection may fail.

hird Party Scan
Protocol  Hitron

Mode  Auto Scan(LAN)

Status

s ICTEI

Click Protocol to selectthe protocol used by the camera (orvideo encoder) you wish to search for.

NOTE: Some functions may notbe supported for the third-party cameras depending ontheir protocol and model.

Click Mode to selectthe scan mode. Selecting Auto Scan(LAN) lists camerasinaLAN environment. If
Auto Scan(LAN) fails to recognize a camera, try using IP Address Scan instead.

Select IP Address Scan to enter the IP address of a camera. The NVR scans for the camera matching the
specified address. If you enter IP address’range, the NVR scans for cameras falling under the specified
address’range. By specifying an IP address, you can also specifywhich port to use with the Remote
Admin feature. It is recommended thatthe camera notbe networked via DHCP (Dynamic Host
Configuration Protocol). If the camerais networked via DHCP, connection to the camera may not be made
properly depending on changes in the external network environment.

1. Select Scantocommence scanning.
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NOTE: Only cameras thatare connected tothe NVRvia VIDEO IN ports can be s canned andregistered.

2. Select a camera from thescan list and then select Add Camera. The device login window will appear.
3. Enter a User ID and a Password for the selected camera.

Login

Index 1/2
Model DC-T4831HRX
MAC Address 00:03:22:4F:4D:6E
IP Address  169.254.200.97
User
Password >

Apply to All Devices

sk o EECTTEE

Go To Camera
Moves the focus automatically to the camera using the M AC address and model of camera in the camera list.
Go To Camera
Mode MAC -
Value o
[ Cancel |

Search Scope

Filters the cameras in the camera list depending on the search scope such as specified IP address range.

Search Scope

(LT P Address =

0000 = ~ 0000 :

oK Cancel

Screen Auto. Assign

Assigns the detected cameras on the video display area.
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Camera List

M1 00:03:22:15:3A:6A | m

V4 00:03:22:18:F5:4F

Import . Export

By using the camera information file, .csv, the user can register the cameras
easily.

Selecting Export exports the list of camera information on USB as a .csv
file. Selecting Import imports a camera information file, .csv file. The user
can edit a csv file directly.

NOTE:

¢ A column indicates camera number, Bcolumn the camera MAC
address, C columnthe VideoIn port of the video encoderin the .csv
file. C column indicates only for video encoders. If camera
information displays as follows: 5,00:11:22:18:30:20,3, 5 = CAM 5,
5,00:11:22:18:30:20 = MAC address, 3 means video encoder.

* Before usingthis feature, the cameras mustbe scannedfirst. If the

oK [ cancel | cameras to be registered do not existin the list, the camera cannot

Scan Refresh Interval

be registered.
* This feature is not supportedforthe third-party cameras.

Configures the refresh interval to scan the camera. If the interval is short, camera scan results are refreshed more
frequently. However, if theinterval is long, it is advantageous to scan cameras on a wide network.

Camera View Buttons

¢ ALIGNMENT & button: Realigns camera screens displayed on the video display area in the order of Video In

port connections.
¢ RESET G button: Refreshes

the video display area and the camera list.

NOTE: Selecting RESET clears all scanned devices fromthe list.

* Bitrate () button: Displays the following window to change the bitrate allocation for each channel.

Bitr

ate Allocation
1 Required Min. : OM (Max. : 15M)
2. 11 Mbps 2| 3. 11.mbps 2| 4. 11 Mbps
5. 11 Mbps 2 6. 11 Mbps 2| 7. 11 Mbps 2| 8. 11 Mbps
9. 11 Mbps 2 10. 11 Mbps 2 11 11Mbps 2/ 12. 11 Mbps
13. 11 Mbps 2| 14. 11 Mbps 2 15. 11 Mbps 2 16. 11 Mbps
Total Bitrate :  176M (Max. : 180M)
Cancel

When registering the camera, you can set the stream as much as the performance (bitrate) assigned to the channel.

If high performance (bitrate) is
already registered, bitrates may

not allocated, Quailty, IPS and Resolution can be low. If a channel has a camera
not be lower than current stream settings. You can change the bitrate by pressing

the + - button at the bottom left. Only the bitrate of the registered camera can be changed by checking the

registered channel (*).

¢ Tool 1x button: Displays network camera tool window to run a camera-related actions. There are
Authentication, Screen Assignment and Camera Protocol Change for actions.

1. Select an Action to execute.

2. Select a camera from thelist and press the Apply button.
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Network Camera Tools
Action  Authentication -
Filter ANl v X
 No. Model [ 1P Address Protocol Result
2 & DC-S3283WHX 00:03:22:36:2B:D5 169.254.170.106 DirectiP 2.0 i
Close

Camera Registration Mode

While in Live mode, right-click and select Camera Registration.

P1Z
Mult Stream
Zoom

Color Control
Self-Adjusting Video Mode
Information

Edit Group

Camera Registration

Logout
Develop Log
Camera Log
Live Messages

Camera List Area

Result : l@ O Q @n
(D Model Title

2

3
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@ Screen Position/Registration Status: Identifies the camera’s position in the video display area. A blue
background indicates a camera that is available for registration. A gray background indicates an already registered
camera. Other registered cameras are shown in black background.

@ Model: Indicates the camera’s model.
® MAC: Displays the 12 digits of the camera’s M AC address.

@ Title : Indicates the camera’s name. Changing acamera’s name in the video display area updates the camera list as
well.

Following options can be accessed by right-clicking on a camera list entry:

* Add/Remove Camera: Adds or removes the selected camera. The Add Camera option is inactive if the camera
has already been added to the screen.

¢ Authentication: Enter the necessary camera login info.

e Multi-Selection Mode On/Off: Adds or removes cameras simultaneously by selecting multiple cameras from
the list.

Video Display Area

Left-click on the video display area to toggle between split screen and single screen modes.
Drag the camera screens around to rearrange them.

DC-D4537RXA [6B:E5:63] (2)

@ Camera Title: Indicates thecamera’s title. Left-click on thetitle to edit the camera’s title.
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o @ ® oK Cancel
@ MAC Address: Camera’s model and M AC address are shown if the camera has not been registered to the NVR.

® Screen Position/Registration Info: Flashes in orange if the camera has not been registered to the NVR.

NOTE: Information is not indicated on the bottom of the screen for cameras already registered to the NVR, and the
Screen Position/Registration Info icon is s hown with a black background.
Screen Position/Registration Info icon for cameras registered to another NVRis shownwitha steady
orange background ontop of a gray screen.

@ Bitrate Allocation: Indicates the performance (bitrate) allocated to the channel. Left-click on the upperright
corner of thescreen to change the bitrate.

Bitrate Allocation 1

11 Mbps
(Range : OM ~ 15M)

Camera Menu

Right-click on the video display area to bring up the camera menu.

* Remove Camera — Removes the registered camera.

Remove Camera Remove Device — Removes the registered encoder.

Remove Device ¢ Color Control — Adjuststhe camera’s color settings.
Color Control * Information — Displays the camera’s basic information.
¢ Title — Editsthe camera’stitle.
Information * Bitrates — Changes the bitrateallocated to thechannel.
Title * Remove All Cameras — Removes all registered cameras.
Bitrates NOTE: You can drag&dropto add or remove cameras.

Remove All Cameras

Apply/Cancel Buttons

While in Camera Registration mode, select Apply to register all changes. When selecting Apply, the following
message will be displayed. You can activate or deactivate Self-diagnosis.

E Do you really want to register cameras?

¥ Run self-diagnosis

o EECTEE
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Select Cancel to exit Camera Registration mode without applyingthe changes.
NOTE: Itis not possible to register acamerathathas already been registered to a different NVR.

Diagnosis Process

When the camera is registered to the NVR, Self-diagnosis runs automatically for the new registered and changed
cameras. If Self-diagnosis is processing, Diagnosis Processing message will be displayed.

0.00 mph 00°
LAT: 00° 00 0.0000" S
LON: 00° 00’ 0.0000" W

If Self-diagnosis has failed, Diagnosis Requirement message will be displayed. In this case, you can run
Self-diagnosis manually.

Initial Unit Setup

Before usingthe Recorder forthe first time, establish the initial settings. Install the IDIS Center Software Program on aPC
and connect to the Recorder remotely.

The IDIS Center program is provided with the product for remote operation. The Recorder can be accessed,
configured and managed by using IDIS Center. The recording system is connected remotely via network connection.

¢ IDIS Center Program: Allows set up of the Recorder, to monitor video of the Recorder and play back video recorded
on the system.

NOTE: Refertothe IDIS Center Software manualforinstructions on how toinstall the program and connectthe
Recorderremotely.

The following descriptionis for settingup the Recorder usingthe IDIS Center program.
1. Runthe IDIS Centerprogram,andlogin

2. Enter a Userand password
3. Enter the passwordwhen logging in the admin user
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4. In orderto registera Recorder, enter System > IDIS Center setup > Device

5. Usethe plussign (+)to add adevice
6. Once the Recorderis registered on the IDIS Center program, selectIDIS Center Setup from the

NOTE:

System menu, and then selectDevice
Refer tothe IDIS Center Software manual for instructions on how toregister the Recorder on the IDIS

Centersystem.
Monitoringvideo of the Recorder system and playing back video recorded on the Recorder will also
be supported usingIDIS Center. Referto the IDIS Center manual for details.

3
Remove 3
Boot..  CuhE
Pint..  CuleAlsP

IDIS Center Setup
Run 155 Clent
Run Cip Launcher

Logout...
Lock... ClrlsaltL

Ext...

Phyback

Instant Event.
Network
Phyback Map

ste

Select a device group in the Site panel and then selecta device (registered Recorder)in the Site List

panel.
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Device

W Always OnTop

Change the recorder’s settings remotelyby selecting the [4 button at the bottom ofthe Site List panel, or
click your right mouse button on the Remote Setup Device.

7

Ste DRIB_0120-284:003
e Serial Number
DatelTime Systam D @

Language  Engish Z
ol Version 200 Upgrade
Securty i p— 6
storage Show System Log

Power Management

SeltDiagnosis System Shutdown

Custom Value T et

While setting up the Recorder, there will be many opp ortunities to enter names and titles. When making these entries,
use a keyboard connected toa PC running IDIS Center.

Throughout certain screens, you will notice a Default button located on the left bottom corner. Selecting Default
provides the opportunity to reset the current screen to default settings. Select Apply or OK to apply the changes and
exit the screen in any setup. Select Cancel to exit the screen and no changes are saved.

ntomal 1 20018 Rocord 1 InUse

 Auto Format
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Menu Use

Information contained in this section (M enu Use) applies to all other instructions found throughout this chapter.
Login with an ID that has permission to access the Setup Menu in order to access and make changes to the Setup

Menu.

1. Select Live menu and click Setup

site
neral Serial Number
SystemID
Language

Version

DatefTime
User
Security sotup
Storage

Power Management

selt-Diagnosis

Custom Value

'DRI6_0120-244-003

English

‘Show System Log.

‘System Shutdown
Troubleshooting Reporting

Vehicle

About

2. Click the option to input or change
3. Change thesetting and then select Apply or OK to save the change

NOTE: To apply default settings, select the Default buttonlocated on the leftbottom corner of the setup

window.

Text | ia Virtual Kevt

Click on the key using the mouse.

g w|e|r|[t|y[u|[Tl oe][p]|L][1
als[d][ft[g[h[]) k]I
z[x|c|v][b[n|m I
space
o @ ® @ cancel
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System Setup
General

PATH: System menu > General

Site  DR16_0120-244-003
Serial Number
System ID o.@m
Language  English
Version 900 Upgrade

DatefTime

User

Security

setup Import Export
Storage ‘Show System Log

Power Management

Self-Diagnosis System Shutdown

Clratomm vakua Troubleshooting Reporting

Vehicle

About

oK Cancel

1. Select the box beside Site and entera Site Name.
2. Select the box beside Serial Number and enter the system serial number.

3. Select the box beside Language and a drop-down menu display s the available languages. Select the desired
language

Click Upgrade and select the USB Port. Selecting the USB port displays the USB search window. Select an up grade
package and up grade the system. Once the up grade is completed, the Recorder will reboot automatically.

Upgrade
Package

dr3516p-itg-mi-862-GRT8629.rui

s T

Setup: Imports existing settings or exports currentRecorder settings.

* Import: Decide whether to importnetwork settings as well. If you do not wish to change the current
network settings, do not selectInclude Network Setup.

NOTE: SelectingSetupImportdoesnot change the settings below.
 Site and Serial Number settings
* Time-related settings (Date/Time, Time Zone, and Us e Daylight Saving Time)
* Camera-related Advanced Settings
* Camera-related Stream settings
(Only if the resolutionis differentfrom the camerain exporting)

* Export: Exports the currentsystem settings to a storage device connected to the system’s USB port.
Designate a File Namefor the export file.

CAUTION:  For USB flash memory devices, the Re corder supports the FAT32 file format only.

Select Show System Log to display a searchable list of 50,000 most recent system log entries. For more
information on types of system log entries, refer to the System Log Notices under the Appendix of this
manual. The icon appears next to log entries originating from a remote source. To export the system log,
selectExportat the bottom ofthe screen and then designate a file name.
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12292021 AM 12:45:04 ‘Setup Begin

e T

12292021 AM 12:37:44 Panic Off

12292021 AM 12:37:30 ‘Some cameras were added. : (CH:1~3)

i S o A

12-29-2021 AM 12:15:39 Camera Registration mode is on

12-29-2021 AM 12:15:38 Login : admin

e =

FrcaT =

T =

sl

i e

i i

11 % Exot_ E5E
[ oo ]

In order to display the system_log.txt file, you must use the correct character encoding settings and use a
fixed-width font.

Selecting Clear All Data will clear all video data from the hard drive. Adialog boxis provided to confirm or
cancel this operation. Clear All Data will not clear the System Log.

Selecting System Shutdown shuts down the system. When prompted, select System Shutdown.

Selecting Troubleshooting Reporting generates reports for troubleshooting whenthere is a problem with
NVR system.

Troubleshooting Reporting
1 2021-12-29 00:50:04 NVR_000322586114...20211229_005004.dmp (1.3 MB) x
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Date/Time

PATH: System menu > Date/Time

Date 03-22-2024 - Format

General =
sy Time PM 04:06:50 = Format

DatefTime Time Zone GMT-08:00 Pacific Time (US § Canada) 3
User 3
Security
Storage

Power Management

Self-Diagnosis

Custom Value

x  Vehicle ¥ Use Daylight Saving Time

About =
ou Time Sync

Holiday

oK Cancel

1. Selectthe firstbox beside Date and the month, day, and year sections ofthe date will highlight

2. Usethe Up and Down arrows to change the number

3. Selectthe Formatbox beside Date and selectfrom the three available date formats to save
selected format

Select the firstbox beside Time and the individual sections ofthe time will highlight

Use the Up and Down arrows to change the number

Select the Formatbox beside Time and selectfrom the three available time formats to save
selected format

o0 kr

NOTE: The clock will not start running until the Apply button is selected.
Select the boxbeside Time Zone and selecttime zone from the list.

NOTE: The Time Zone can also be selected on the map be low by pressing the Left and Right buttons or scrolling
the mouse wheel up and down.

Selecting Use Daylight Saving Time toggles between On and Off.

Selecting the Time Sync box; time can be synchronized between the Recorder and standard time servers
that are available in mosttime zones and countries, orbetween the Recorder and another Recorder.

= Selecting the boxbeside Automatic Sync toggles
between On and Off.

Selectthe boxbeside Time Server and enterthe IP
address ordomain name ofthe time server. Or, select
[#]and then a time server from the time serverlist.

NOTE: Use the domain name instead of IP address if the
domain name is set up the DNS Server.

Automatic Sync.

Select the boxbeside Interval and setthe time interval for synchronization from 30 minutes to 1 day.

Last Sync-Time displays the lasttime the Recorderwas synchronized with the time server.

Select the Holiday box to set up holidays.
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Set up holidays by selecting +. The current date appears.

Holiday
Select the month and day and change them by using the Up and Down arrows.
No: Cats = Dates can be deleted by selecting the % beside the date.

NOTE: Holidays that do not fall on the same date each year shouldbe
updated once the currentyear’s holiday has passed.

PATH: System menu > User

General - Administrator

_ admin
Date/Time

User

Security

Storage

Power Management

Self-Diagnosis

Custom Value
+ Group N + User
Vehicle

Auto Login  Never

About

Auto Logout  Never

oK Cancel

The User screen displays the authorized groups and users which can be added, deleted and modified.
When adding a group, authority levels can be assigned. The +/- columnis used to collapse and expand
user groups. If there is a + or —in this column, itindicates the item is a Group Name. If there is a — in front
of the Group Name, itindicates that the group has been “expanded” and all of the User Names within that
group are displayed below the Group Name. If there is a + in front of the Group Name, it indicates that the
group has been “collapsed” and all of the User Names within thatgroup are hidden.

Selecting a Group Name allows changing the authoritylevels assigned to the group.

CAUTION: Write down the new password and save it ina secure place. Ifthe password is forgotten,
the unit must be reset using the Factory Reset Switch and all data settings will be lost.

Selecting a User Name allows adding or changing the password assigned to that user. The group to which

the useris assigned can also be changed.

The %] column can be used to delete a User Name oran entire Group. If the [x]is grayed out, that Group or
Usercannotbe deleted. Selectthe [x], a confirmation to delete the Useror Group is displayed. To delete
the User currentlylogged into the Recorderon a local system ora PC running IDIS Center, log the userout
of the system firstand then delete the user.

To add a Group, selectthe + Group boxand enterthe Group Name. Up to 15 characters including spaces
are allowed in the Group Name. Enterthe name and assign authoritylevels to the group.
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New Group

Authority
Authority (All)

 Shutdown =
 Upgrade I
 Color Control
 System Check
 PTZ(Dewarping) Control
 Alam-Out Control
 Covert Gamera View
Remote Connection Policy
Camerais Hidden Not Using
Schedule oft
¥ use
Auto Expiration 602 minutes
Waiting Period 202 minutes

Cancel

Selecting the Authority box will toggle between all authority levels
being turned On and Off. Selecting the individual authority level
boxes will toggle between that authority level being turned On and
Off. Theauthority levels that can be turned On and Off are:

Shutdow n — The user can shut down thehardware.

Upgrade — T he user can upgrade the software.

Color Control — The user can control brightness, contrast, hue and
saturation forcameras.

SystemCheck— The user can view theremote system status or check the
remote system status as a batch process.

PTZ(Dew arping) Control — The user can control PTZ and Dewarping
cameras.

Alarm-Out Control — The user can reset the Recorder’s outputs during an
alarm by selecting the alarm-out control button on the IDIS Center
program.

Covert Camera View — The user can view video from cameras set as Covert while in the Live Monitoring or Search mode.
Audio (Live) — The user can the camera audio onremote programand locals (NVR).
Factory Reset (NVR) — The user can reset the NVR to all its initial factory settings.

Search — The user can access the Search mode.
Clip-Copy — The user can copy video clips.

Setup — The user without Setup authority cannot establish any system settings excluding system shutdown and logout.
Camera Setup — The user can configure camera settings.

PTZ Setup — The user can configure PTZ settings.

System Time Change — The user can change the system dateand time.

Data Clear / Protection — The user can clear data stored in the system orprotect data from being deleted.
Data Clear — The user can clear all video data or format disks.

Alarm-Out Setup — The user can establish all Alarm-Out settings.

Covert Camera Setup — The user can establish all Covert Camera settings.

Record Setup — The user can establish all Record settings.

Setup Import — The user can import saved Recorder settings.

Setup Export — T he user can export the current Recorder settings.

Pow er Management — T he user can establish the Power Management settings.

DirectNDC Setup — T he user can establish all DirectNDC settings.

2

RTSPHTTP

user
Group  Administrator
confim

Password

To add a User, select the + User boxand enter the User Name. Enter
- the name and assign the Userto a Group and password. The

o i password can be up to 16 digits including characters, special

s characters and numbers. The password mustbe confirmed.

Configure Auto Login and Auto Logout settings.

When the systemstarts up, it will automatically log into theaccount designated under Auto Login.

The system will automatically log out of the account if the duration of inactivity specified under Auto Logout.

If you wish to use RTSP connection and HT TP API function, set the password. For security, it is recommended that
youset a different password for RTSP, HT TP and User.
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Security
PATH: System menu > Security

Network Security
General

Date/Time Host Certificates

User

Security

Storage

Power Management
Self-Diagnosis
Custom Value
Vehicle

About

staTUS

0K Cancel

Network Security is the certificate managementmenu for network securityaccess. It supports checking
the productcertificate information, creating the new certificate, exporting and importing certificates.

Host Certificates

Root CA
Centeate i
Da
Version:3(022)
‘Seial Number:3978271336286164083 (0X3739363333363933)
‘Signature lgorthn: sha2SeWRSAENCrypion
Issuer C=AP, 0-CCTV Manulactur, CN=Anonymous CCTV SellSighed Root CA, 0U=CCTV.
Valdy
Generate i Import Export

Host CA
Conteate

n
Version'3(02)
‘Serial Number: 245638706997 (DIS31353736)

Sgnature Algontim shaZSGWMRSAENCyDRON
lssuer G=AP, 0-CCTV Manulacurer, CN=Anonymous CCTV SelfSighed Root CA,0U-CCTV.
Vaidiy

Generate Import i Export i
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Storage

PATH: System menu > Storage

NOTIICATION

NETWORK

DISPLAY

[ 2

sTaTUS

General
Date/Time

User

Security

Storage

Power Management
Self-Diagnosis
Custom Value
Vehicle

About

e Capaciy
Internal 1 2.00 TB Record In Use
¥ Auto Format
oK Cancel

The informationin the Type column describes the storage device.

The capacity of the storage device is displayed in the Capacity column.

The Format column displays whether the device is used for recording (Record) or not (Not Using). Not
formatted indicates the device is not formatted.

Internal 1 (4.00 TB)

UseAs  Record

Format

Select the boxin the Formatcolumn for the desired storage device to
formatthe device for recording. When selecting NotUsing from Use As
and selecting the Formatbutton, the device is not used for recording.

The Information column displays whether the device is being used or not. Other indicates the device has been
used for another Recorder.

Select the box in the Information column for the desired storage device to check thetime information about

recorded data.

Internal 1(4.00 TB) - In Use

Information

Recorded Data

Ifthere is no formatted storage device,

Model
Serial
Group

From
T

WDC WD40PURX-84GVNYO
WD-WCCAEOTCTS15
ALL HDD

12:292021 AM 12:11:18
12:292021 AM 02:33:43

The HDD must be formated for normal recording.

Clear

Information displays the model name and serial number of the
selected device.

Recorded Data displays the time information about recorded
data of the device.

‘Storage devices marked 'In Use' can be used for both recording and searching, while storage devices
marked ‘Other’ can be searched but not recorded.

Selecting Auto Format toggles between On and Off. When set to On, the internal hard disk drive will be formatted
automatically when the systemboots if the internal hard disk drive is not formatted or used for another Recorder.

NOTE: CIFS HDD is not auto formatted.
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Power Management

PATH: System menu > Power Management

Key Off Timeout 00 min. 00 sec. -
General  Ignition off Timeout
Date/Time Power 00 hr. 20 min.

User Camera 00 hr. 05 min.

I Use 30 seconds Delayed Start

Security

¥ Record Voltage & Temperature

Storage
Voltage Range

Power Management 0 ja
Boot Up 9025~ 3607

AR Shutdown ~ 788>, 3664 %~

Custom Value 1) 1)

«  Vehicle [0} [0}

About

Boot Up Delay After Emergency 60 sec.

OK Cancel

Selecting Key off Timeout adjusts time until the shutdown when the Key on the front is turned to Off. HDD Hot
Plug can be performed by increasing the shutdown time.

NOTE: Set the time to 2 min. and turn the Key to Off. When the Record LED is turned to On, remove the HDD.
If the HDD is removed, the LEDblinks for 3 seconds. Whenanew HDD is connected, the LEDblinks
for 3seconds. Then turn the Key to On again to continue recordingwithoutthe s hutdown.

Selecting Ignition off Timeout toggles On and Off. When set to On, the Recorder will delay to shut down the
system or camera after the ignition switch is turned off. Set the delay time for Power to delay shutdown of the system
or for Camera to delay shutdown ofthe camera by using the Up and Down arrows.

Selecting Use 30 seconds Delayed Start toggles On and Off. When set to On, the Recorder will delay to start
the sy stem for 30 seconds after the ignition switch is turned on. This works only when the accessory power is applied
while the power On/Off switch is left in the On position.

CAUTION: Use 30 seconds Delayed Startwill not work if you turnon the ignition switch firstand
then power On/Off switch while the power On/Off switch is the Off position.

Selecting Record Voltage & Temperature toggles On and Off. When set to On, the Recorder saves its power
voltage and temp erature information on the hard disk drive every second. Vindicates a power voltageand T indicates
a temperature in the saved information.

Selecting the box beside Boot Up and changing the number by using the Up and Down arrows allows you to change
the range of the battery power voltage for powering up the Recorder. When the battery power voltage is out of the
Boot Up voltage range, the Recorder will not power up.

Selecting the box beside Shutdown and changing the number by using the Up and Down arrows allows changing
the range of the battery power voltage for the emergency shutdown. When the battery power voltage is lower or
higher than the Shutdown voltage and it lasts for 10 seconds, the Recorder will automatically shut down. Refer to
Turning off the Power for details about the emergency shutdown.

The first white bars from the left and right end in the slide bar indicate the Shutdown voltages, and the second white
bars from the left and right end in the slide bar indicate the Boot Up voltages. The black bar in the slide bar indicates
the current battery power voltage. The interval between the Shutdown and Boot Up voltage bars each in the left and
right of the current battery power voltage cannot be less than 1V.

Selecting the box beside Boot Up Delay After Emergency and changing the number by using the Up and Down
arrows changes the Boot Up Delay time. The Recorder will not turn on after the emergency shutdown if the battery
power voltage does not keep the range within the Boot Up voltages. Ifthe battery power voltage is in the boot voltage
range, therecorder turns on after the time set in Boot Up Delay After Emergency.
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SelfDi ,

PATH: System menu > Self-Diagnosis

Reports

General ENo. | Time View a Report

Date/Time

User

Security

Storage

Power Management
+ Setup

Self-Diagnosis

Custom Value Error Recovery

Vehicle Target Device NVR -
About Channels
Action

Run the Action

0K Cancel

NOTE This feature is also supported when connectedto the NVRfrom aremote program.

Select the No. box to select which report to export.

The Time column displays when you started the self-diagnosis.

The View a Report column briefly displays whether the report is “Good” or “Bad”.

Click the + icon at the bottom left corner of the screen to run the self-diagnosis.

Select Export... to save the reports to a storage device, such as the USB port, by converting them to HTM L format.

You can export more than one report at a time by selecting multiple reports.

Select Auto Generating Interval to set the interval to automatically generate self-diagnosis report.

NOTE: The reports are storedin up to 24files. If you have configured Auto Generating Interval as one-day
period, onlythe reports from the last24 hours can be viewed.

If the NVR is turned off, the reports will automatically turn off.
The reports are organized by recentdate and time.

Click the box beside Target Device to select which device to run the failover.

Click the box beside Channels to select the camera channel if a camera is set to the target device.

Click the box beside Action to select the type ofaction to run the failover.

Click the Run the Failover... button whena failure is detected on the target device to resolve the problem.

NOTE: Once Run the Failover has beenmade to the camera, the camera will rebootautomatically.
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Self-Diagnosis Report - 2025-07-21 00:18:09

1. System

A' 2. Network[1] - WAN
System Information: 3. Network[2] - Video-In
) 4. Network[3] - Wi-Fi
Device Name : NVR_WAN_0 5. Network[4] - FEN
A! B. Device Health Status
B 7. Storage Status
BIO: 8. Camera Status

MICOM : 2.0(0.7) 9. VA Box Status
Camera Count : 16

Close

Selecting System, Network, Device Health Status, Storage Status or Camera Status displays the brief results
of the self-diagnosis for the target device.

NOTE: The NVRself-diagnostic report can only be viewed in textform.

System Information:

e Device Name : NVR_WAN_00032278F403

e Site : DR-M216-P_0120-244-003

e Time : 2025-07-21 00:18:09

o SW Version : 9.0.0 CMO900TE (Jul 16 2025)
°© BIOS: 2.3
@ MICOM : 2.0 (0.7)

« Camera Count : 16

« Switch Port: 16

Device Health Status:

No. [t 23T a]s[e[7[s8]oJio]i
Camera Signal [oJoJoJoJoloJoJoJo]o]o
Recording Fail:Main 0 0 o] o] Q (] 0 0 o]

Recording Fail:Sub

Recording Status | Good
Recorded Video | 2023-11-01 18:38:33 ~ 2023-11-01 22:14:12
Record > Overwrite | On
Record > Schedule | On
HDD# Internal 1: In Use
Disk Bad Good (0 %)
HDD Temperature Good (44.0°C)
SMART Good
Fan Status | Good [0]

Good

Check Heater

This feature is also supported when connected to the NVR from a remote program.

Clicking the Export button at the bottom of the list allows youto view thereports on a PC web browser. Scanning
the self-diagnostic report on a remote program allows youto view the reports in HTM L format as shown above.
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Clicking on the SM.A .R.T status (e.g., 'Good') allows youto view detailed S.M.A.R.T attribute information.

Custom Value

S.M.AR.T Attributes #0
id [flags|cur raw name
1]15] 111 | 99 |136140,7,200| 6 Raw_Read_Error_Rate
33| 98 [ 9% | 000000 0 Spin_Up_Time
4| s0| 100 [ 100 ] 10920000 20 Start_Stop_Count
5] 50| 100 [100] 000000 10 Reallocated_Sector_Ct
7]15| 78 | 60 [153542243,00] 30 Seek_Error_Rate
9|50 94 | 94162220000 0 Power_On_Hours
10[ 19 | 100 [100] 000000 97 Spin_Retry_Count
12| 50 [ 100 [ 100 ] 22510000 20 Power_Cycle_Count
184] 50 | 100 | 100 99 End-to-End_Error
187) 50 | 100 | 100 0 Reported_Uncorrect
188] 50 | 100 | 100 0 Command_Timeout
189] 58 | 69 | 69 0 High_Fly_Writes
100] 34 | 64 | 49 45 |Airflow_Temperature_Cel
101] 50 | 100 | 100 | 000000 0 G-Sense_Error_Rate
192) 50 | 100 | 100 | 2151,0,0,0,0 0 |Power-0ff_Retract_Count
193] 50 | 100 | 100 | 114,2,00,00 0 Load_Cycle_Count
104 34| 36 | 51 0 Temperature_Celsius
197] 18 | 100 | 100 0 |current_pending_sector
198] 16 | 100 | 100 0 Offline_Uncorrectable
199 62 | 200 | 200 0 |UDMA_CRC_Error_Count

PATH: System menu > Custom Value

NOTICATION

DISPLAY

[ 2

Staus,

General

Date/Time

User

Security

Storage

Power Management
Self-Diagnosis
Custom Value
Vehicle

About

Cavo —hame e ]

OK

Cancel

Select the box under the Name column to set the name of system properties to be included in a JSON file on HTTP

notifications.

Select the box under the Value column to set the value of system properties to be included in a JSON file on HTTP

notifications.
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Vehicle

PATH: System menu > Vehicle

g

General

Date/Time

eiaq

User

2
H

Security

g

Storage

a
-
i

ce
n

Power Management

o8
&

Self-Diagnosis

-
&

=

TWORY
NOTICATION

DisPLAY

o
»
Tan

sTaTUS

* Custom Value

Configuration

0K Cancel

When the Vehicle Functionis enabled, it communicates with the CAN device connected to the CAN port using the
J1939 protocol. It triggers network alarm-in event based on pre-configured Triggers and Tasks or stores J1939

messages in NM EA format.

You can toggle the Vehicle function by checking the Use button.

Click the + icon at the bottom of the list to set up a rule.

New Rule

Title |RULE1
Trigger
[ Trigger

Task
No. Task

Vehicle

General
TalkerID  PIDG

SA 1D

Preset

Alarm-n S

TX (J1939)

[[Use

Alarm-Out ¥
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You can add Triggers or Tasks by clicking the + icon below
each section. Press the Setup button at the bottomto
configure the Vehicle-related settings.

* Title: Set the title of each rule.

* Trigger: Set conditions. If a Local Alarm-In event occurs
or aJ1939 message arrives and meets the Trigger
conditions, the Tasks will be executed as configured.

e Task: When a Local Alarm-In event that meets the
Trigger occurs, or a J1939 message arrives, it can trigger a
Network Alarm-In event or save the data in NM EA
format.

This function is asetting to change Alarm-In and Alarm-Out
events to easy settings touse in vehicles. The TX (J1939)
configuration parameters can be easily modified as needed.

* Talker ID: Set the Talker ID for NM EA data when saving
NMEA data.

* SA: Set the source address.

e Alarm-IN : Configure Alarm-In events.

e Alarm-Out % : Configure Alarm-Out settings.

* Use Hearbeat: Generate CAN communication messages
in accordance with the J1939 protocol for transmission.



About
PATH: System menu > About

General
DECTLT

User DireclP(TW) H.265 4K(UHD) NVR

Security Thisisa that

“IDIS
|

and playback of video fm network cameras (or video encoders).

Storage
USER'S CAUTION STATEMENT

Power Management

<< CAUTION >>

Self-Diagnosis

Custom Value
Vehicle

About
User Agreement

Legal Notices

Sign Up Agreement

oK Cancel

User agreement: User agreement for theuse of the FEN service. If you agree, we collect device information such as

IP address, port and router information to the FEN server.
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Camera Setup

Registrat

PATH: Camera menu > Registration

[No.| Tl | MACAddress Address Model Bitate | X |
Registration 1 CAML | 00:03:22:66:48:36 169.254.8.36 | DC-T4S3THRXA - x
-
General T
um
-
Stream | um o
|
T
K
|
T
I
|
T
I
|

Advanced Setup

Stream Il 1M
um
um
Maintenance um
um
um
um

Audio

um
um

Scan

You canregister cameras at remote locales. By selecting a number from the list, you can move the camera up or down
the list using the mouse wheel to reorder its position. The remaining cameras will move down the list automatically.

Select the box under the Title column to edit the camera’s name.

The MAC Address column displays the camera’s M AC address registered to the NVR.
The Address column displays the camera’s TP address registered to the NVR.

The Model column indicates the camera’s model.

Select the box under the Bitrate column to change the bitrate allocated to the channel.
Select Scan to scan and register the device connected to the NVR.

NOTE: This feature is supported onlywhen connected tothe NVRfrom a remote program.

Select the Protocol you wish to search for that was used by the

—_—— : camera (or encoder).

NOTE:

* Evenif the network device uses a protocol supported by the
NVR, the device itself may notbe visible for scanningand
registration by the NVR. For more information about supported
network devices and models, contactyour retailer.

* The supportedscanmodes may vary depending on protocol
selected.

Select the scan mode from Mode. Auto S can(LAN) lists any cameras in a LAN environment. If Auto Scan(LAN)

fails torecognize the camera, try using IP Address scan instead. Enter the IP address of a camera to use the IP

Address mode. The NVR scans for the camera that matches the specified address. If you enter an IP address range,

the N'VR scans for cameras falling under the specified address range. By specifying an IP address, you can also

specify which port to use with the Remote Admin feature. It is recommended that you do not network the camera via

DHCP (Dynamic Host Configuration Protocol). If the camera is networked via DHCP, the camera may not be

connected properly dependingon changes in the external network environment.

W No. | WAC Adiress

Select the box beside Filter and enter a keyword inthe MAC address / Address /M odel / Name / Status fields for the
selected camera. This allows the user to scan this camera easily.

NOTE: When configuring a port, the device may fail toscan if the portsele cted for the NVR and the port sele cted
for the camera differ. In this case, youmust register the camera to change its IP address.
The device to be registered must have differentIP addresses. Otherwise, the connection may fail.

46



Select the box under the column No. to select the registered camera number and click the Add Camera button to
register the camera.

The MAC Address displays the scanned camera’s M AC address.
The Address displays the scanned camera’s IP address.

The Model indicates the camera model.

The Protocol indicates the scanned camera’s protocol.

The Name displays the scanned camera’s IP name.

Under the Status column, Registeredindicates the camera is registered to theNVR and Not registered indicates
the camera is not registered to the NVR.

If the password is set or you want to register third-party cameras, registering a device requires an authorized user
login.

1. Select the desired device from the list and click the Add Camera button, then thelogin window will appear.
2. Select a user, enter the password, and then select OK.

,_
®

Index 1/2
Model DC-T4831HRX
MAC Address  00:03:22:4F:4D:6E
IP Address  169.254.200.97
User
Password . %

Apply to All Devices

skip LI Cancel |

NOTE: By selecting Apply to All Devices, you can apply the same authentication information to all of the network
devices in the list.
When you sele ct multiple network devices from the list and click the Add camera button, awindow for the
network device willappear. Select Skipto skip the authentication settings for the current network device
and to display the Authentication window of the next networkdevice.

General

PATH: Camera menu > General

No. | Title | Use | MACAddress
1 CAML _ Normal .| 00:03:22:4A:8D:31
2 CAM2 _ Normal | 00:03:22:62:70:E6

General

Advanced Setup

Stream |
Stream Il
Audio

Maintenance

Default OK Cancel

Select the box under the Title column to edit the camera’s name.
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Turn the camera number On or Off by checking the box in the No. column. Select the title to rename the camera. The
Use column determines which cameras will be displayed in IDIS Center by selecting Normal, Covert 1 or Covert
2 from a drop-down list. The MAC Address column displays the M AC address of each camera.

NOTE: When selectingthe Covert 1, the Recorderdisplays the cameratitle and status icons onthe covert video.
When selectingthe Covert 2, the Recorder displays only cam era title on the covert video.

A userwho does not have Covert Camera Viewauthority cannot view video from cameras setto
Covert 1or Covert 2in both the live monitoring and playback modes.

Advanced Setup

PATH: Camera menu > Advanced Setup

No. | Video | Privacy Masking PTZ | Reset |

General 2 - pnesets

Advanced Setup

Stream |
Stream Il
Audio

Maintenance

o« EECTEE

Configure thecamera’s security and other advanced camera settings.
Select the box under Video changes the video settings such as image sensor, white balance and exposure.

NOTE: Refer tothe network camera manual for more detailedinstructions on settingup the Video.

Image Sensor

Camera 1 - Video

Product : DC-TASSTHRXA
Image Sensor v Firmware Version : 1.0.0

Video style
Backlight Compensation
Auto Adjust
Sharpness
Noise Filter
3NR 4
Refocus Mode
White LED Mode
Pivot off
Defog Off
IR Strength  Auto (Smart IR)
Smart IR
Advanced AE Mode
Miror ] Horizontal
Vertical

* Video Style: Select between TV Colorand PC Color.

» Backlight Compensation: Set whether toenable or disable the backlight compensation.

* Auto Adjust: Select Auto to assess the lighting conditions and adjust the settingautomatically. Select Manual to
adjust the settingmanually .

* Sharpness: Set the sharpness of images.

* Noise Filter: Set the degree of the noise filtration.

* 3DNR: Set whether to enable or disable the 3DNR (3D Noise Reduction).
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* Refocus Mode: When therefocus mode is On, the focus of the camera is readjusted when changing daytime to
nighttime or nighttime to daytime.

— DN Mode Shift: When image of the camera is switched to daytime or nighttime, the focus ofthe camera will be
adjusted.
- IR A(Jjaptive Shift: Readjust the focus of the camera when IR is detected by the camera.

* White LED Mode: When the white LED mode is On, white LED lighting is enabled when motion is detected by
the PIR sensor. When the white LED mode is set to Auto, the system enables or disables the white LED mode
automatically.

* Pivot: Set thedirection of the pivot, and turn the image by 90 degrees in the clockwise or counterclockwise
direction.

NOTE: - If verticalresolutionis less than 320, this feature is notsupported.
* This feature is particularly effective whenm onitoring hallways, pas sages and other confined
spaces.

» Defog: Set the defog option to adjust an image with a fog,

¢ IR Strength: Select On for the camera to adjust the brightness level automatically (recommended setting). When
Off, set the brightness of the IR LED from 0 to 100%.

e Smart IR: Help solve the problem of infrared LEDs whiting out images, such as people’s faces, when they are too
close tothe IR LEDs of a night vision camera. In this case, theimage is adjusted through AE control.

¢ Advanced AE Mode: Select desired setup mode between Normal and Number-Identification. In

Number-Identification mode, when a certain area of images is too bright due to backlight under low lighting

conditions and it causes the other area to be too dark, this function provides the other area of images brightly and

clearly by blocking the backlight in the certain area. Dark parking lot entrances and gas station entrances at night,

for example (Local Exposure compensates for the bright light comingfrom incoming vehicle headlights and makes

it possible to see the license plate). When setting to the Number-ldentification mode, some option settings will be

adjusted automatically, and you cannot change them as long as the Setup M ode is not changed.

Switching Level: Controls the changing time of daytime/nighttime mode, depending on the Switching Level

from 1 to 10. Thehigher the value is, day/nighttime mode is changed under high-lighting conditions. Also, the

lower the value is, day/nighttime mode is changed under low-lighting conditions.

e Mirror: Check the Horizontal or Vertical box to flip images horizontally or vertically.

White Balance

Product : DC-TAS37HRXA
Firmware Version : 1.0.0

* Preset: Select the preset white balance value based
ot on the conditions.

= . ¢ Manual: Select to adjust the white balance
manually. Adjust the Red and Blue gain.

Manual
Red Gain = s—

Blue Gain m  —

Cancel
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Product : DC-TASITHRXA
Firmware Version: 100

AE Target Gain 0 (Normal)

Anti-Flicker  Off
‘Slow Shutter ~ Off

WOR Off

s Auto

Exposure Control
Auto
Manual

Cancel

Product: DC-TASITHRXA
Firmware Version : 10.0

Black & White Mode  Auto
IRMode  Auto

Switching Level
Daytime >> Nightine  sm— —

Exposure

» AE Target Gain: Set the target gain for the exposure
compensation.

* Local Exposure: Set the local exposure.

* Anti-Flicker: Set to the same frequency as the lighting when
the AC power is used for the lighting such as a fluorescent
lights.

* Slow Shutter: Set the slow shutter mode.

* Focus mode: Select the focus mode.

— WDR: Set the WDR option. When the very dark and very
bright areas exist simultaneously on the screen, WDR
allows youto recognize the both areas.

— IRIS: Select the lens IRIS type. Ifa manual IRIS lens is
mounted on the camera, select Manual. If a DC-type
auto IRIS lens is mounted, select DC IRIS. Also, if a
P-typeauto IRIS lens is mounted, select P IRIS.

* Exposure Control: Adjusts the shutter speed and gain. This
option s available only when Anti-Flicker and Slow
Shutter are both set to Off.

— Auto: The system will assess the lighting conditions and
adjust the shutter speed and gain automatically.

— Manual: Use the slider to select the desired shutter speed
and gain. Select the most suitable minimum and
maximum shutter speeds and gains for the lighting
conditions in the area where the camera is located.
(1/30 to 1/8000)

Day & Night

* Black & White Mode: Displays the images in grayscale for
greater clarity in low-lighting conditions.

— On/Off: Enable/disable Black & White M ode.

— Auto: Allow the systemto enable/disable Black & White
M ode automatically.

— Schedule: Set up the Black & White M ode schedule.
Black & White Modeis disabled for all days and times
that are designated as Daytimein the schedule and is
enabled at all other times.

* IR Mode: Blocks out the infrared spectrum. You can ensure
clear images at all times by blocking out the infrared spectrum
in high-lighting conditions and allowing the infrared spectrum
to pass through in low-lighting conditions.

— Daytime Mode/Nighttime Mode: Enable/disable TR
Mode.

— Auto: Allow the systemto enable/disable IR Mode
automatically .

— Schedule: Set up the IR Mode schedule. IR Mode s
disabled for all days and times that are designated as
Daytime in the schedule and is enabled at all other times.

NOTE: Some cameramodels may not supportthe
Schedulefunction.

* Switching Mode: Changes the switching mode of daytime and nighttime. In normal mode, daytime/ nighttime is
switched through the amount of light received by the ambient light sensor. In advanced mode, it is switched
through the amount of light and the analysis of the camera video.
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» Switching Level: Controls the changing time of daytime/nighttime mode, depending on the Switching Level. The
higher the value is, day/nighttime mode is changed under high-lighting conditions. Also the lower the value is,
day/nighttime mode is changed under low-lighting conditions.

Image Stabilizer
Video Out
Heater Mode
Video ot Wit

Record Original
Use Region

Product : DC-Y138WRX
iy 00

Use (Custom)

Region (Stream 2)

Cancel

Miscellaneous

* Image Stabilizer: Reduces blurring caused by camera shake
that results from external conditions such as the wind.

* Video Out: Select NTSC or PAL as the method of camera
analog video output.

¢ Heater Mode: Reduces Set whether to use the heater. If On,
the heater will operate if the camera’s temperature is lower than
the heater operating temperature. If Off, the heater will not
operateregardless of temperature.

* Video Out Mirror: If the video output is CVBS, the screen can
be inverted.

View Mode

* Type: Select thecamera view.

* Mode: Select between Original, O1R7 and R4.

* Record Original: Use When Mode s selected as a format
other than Original, the original Fisheye video is output as
stream 3.

* Use Region: When selecting a mode that includes a panorama
format such as P1R2 or R4, the system will be configured to
output only the panorama video through stream 2. (P1R2
mode: P1 video, R4 mode: R1)

NOTE: This feature is supported only for some fisheye
cameras.

NOTE: Select Apply after settingup acamerato see images from the selected camerain a preview window.
Selecting Apply or OK displays a popup screenthat indicates whetherthe camerahas beenset up
successfully or not.

Select the box under Privacy Masking allows privacy masking configuration for the camera.

Camera 1 - Privacy Masking

Privacy Masking

Selecting Privacy Masking toggles Onand Off. Select the
Name box and enter the name of the registered privacy masking
areas. Up to 15 characters are allowed, including spaces. The[x
box deletes a privacy masking area.

Once the Privacy Masking is set to On, set up the privacy masking
areas by selecting the Privacy Masking Setup. The Privacy
M asking Area screen displays.

NOTE: Up to 16 different areas can be registered.

Select the box under PTZ and if using a CAN-compliant camera, configure it for use in PTZ mode.

51



Camera1l-PTZ

PTZ Product / ID

None

Baud Rate 9600 >
Data Bit / Stop Bit 8 > 11 v
Parity None v
Cameral-PTZ
Scan Pattern Tour
0 3 3 3
PTZ Reset Reset
Home Position  Preset 2 (preset2)
Auto Run  Preset 1 (preset1) . Time(sec) @ 1%
Auto Pan  Counter Clockwise
Auto Flip |Digital
Tilt-Range 100 ~ 100
Restore [ Last Position & Function
Wiper ~ Run
Periodic Moving [ Use
Preset - Setup
1 presetL
2 preset2
3 preset3
) presetd.
5
[
7
8
Wen 5 &)=
LAk 3K} Zoom @ O Goto
P > Foous @) () Edit Remove
® | §u Speed 8 .
1 scani i 2
2 scan2 2 3
3 scand 3 4
4
L -
6 -
T -
8 o
1/1 -~
Test
Edit Remove

¢ PTZ Product: Choose to selectthe model of
installed PTZdevice.
* |ID: Choosetoassignan ID to each PTZ device.

Choose to set up Baud Rate, Data Bit, Stop Bit and Parity of
the connected device.

NOTE: Refer to the PTZ device manufacturer’s
instructions for the proper settings.

NOTE: Types of configuration options shownvary
depending on the PTZ functions supported by the
camera.

NOT E: Numbers shown below Preset, Scan, Pattern, and
Tour indicate the numbers of configured functions.

Preset

Use the buttons below to choose a preset position.

— Directional Buttons (" # & & % @ & &)
Used to tilt and panthe camera.

— Zoom (® ©): Zoomin and out.

- Focus (@ @): Adjust camera focus far or near.

— Speed: Specify the camera’s panning and tilting
speed.

Set: Choose a preset number and then enter a name.

This saves the current preset under the specified preset

number and name.

Go to: Select a preset from the list and then click Go

to to move the camera to the selected preset position.

Edit: Used to change the selected preset’s name.

Remove: Used to remove the selected preset.

Scan

Used to set up aprofile for moving the camera between
two points. At least two presets must be available in
order to use the scan feature.
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No.1
Name
Start (Preset)
Dwell Time (sec.)

Direction

1: presetl

Clockwise

Stop (Preset) 2: preset2
Speed 16

1 patterni
2 pattern2
3 pattern3
4
5
[
7
8
aa B P
L3E JE | Zoom @ © Test
« » Focus @@ Edit Remove
M Speed 8 .
Cancel
Tour - Setup
1 tourl J
2 tour2 i
3 tour3 ]
4 -
L -
s -
2 -
d =
171 -~
Edit Remove
BT GG

e Set: Usedto set up a scan profile.
— Name: Enter a name for the scan profile.
— Start/Stop: Specify which presets to use as start
and stop points.
— Dwell Time (sec.): Specify how long the camera
will dwell at start and stop positions.
— Speed/Direction: Specify scanning speed and
direction.
» Test: Select a scan profile and then click Test to test
it.
» Edit: Used to edit the selected scan profile.
* Remove: Used to remove the selected scan profile.

Pattern

Used to set up apattern profile for the camera to follow
along,

» Start recording: Select a pattern number, enter a
name for the pattern, and then click OK to save the
pattern. M ove the camera using directional, zoom,
and focus buttons and then click Stop recording to
save the pattern profile. You can record up to two
minutes of movement.

- Directional Buttons (® # # & % @ & &)
Used to tilt and pan the camera.
— Zoom (® ©): Zoomin and out.
- Focus (© @) Adjust camera focus far or near.
— Speed: Specify the camera’s panning and tilting
speed.
* Test: Select a scan profile and then click Test to test
it.
» Edit: Used to edit the selected scan profile.
* Remove: Used toremove the selected pattern
profile.

Tour

Used to set up a tour profile of multiple functions in a
designated sequence.

53



» Set: Usedto set up a tour profile.
e — Name: Enter a name for the tour profile.
S I e 0o o o e — Function: Indicates the order ofthe function in the
1 | None 1218 tour sequence.
2 ‘ — Dwell Time (sec.): Specify how long to perform
i the selected function for.
j — Speed: Specify the preset speed.
|

No.1

* Test: Select a tour profile and then click Test to test
1 it.

s % -~ e Edit: Used to edit the selected tour profile.

| cancel | * Remove: Used to remove the selected tour profile.

E| M 162 G lo? 2

NOTE: Select Apply after settingup a preset, scan,
pattern, or tour profile to see images from the
concerned cameraon the leftside of the screen.
Selecting Apply or OKdisplays a popup screenthat
indicates w hether the profile has been setup
successfully.

* PTZ Reset: Reboots the camera’s panning / tilting and zoom settings.
* Home Position: Specify the camera’s home position.
— Default: Uses the factory-default position as the camera’s home position.
— Custom: Uses the user-defined position as the home position.
— Select Set to change the home position.
¢ Auto Run: Specify which action to take if the camera has not been controlled for the specified duration of time.
* Auto Pan: Specify the camera’s panning direction. When Auto Pan is selected from a remote program, the camera
pans in the direction selected here.
¢ Auto Flip: Automatically flips theimage when the camera tilts past 90° to prevent the objects from appearing
upside down.
— Digital: Flips theimage left toright or top to bottom.
— Mechanical: Automatically pans or tilts the camera.
— Off: Disables Auto Flip.
* Tilt-Range: Specify the camera’s tilting range.
* Restore: Specify whether to restore the camera to its last position or function. Enabling this option restores the
camera to its last position or function after being restarted.
* Wiper: Operate the wipers connected to the camera (stop after three round trips).
* Periodic Moving: Operatethe PTZ camera at each operation cycle for the specified schedule period.

Select the box under Reset to reset the port or cameras.

» Factory Reset: Control the PoE Switch’s port. This option is available when connecting to Video In PoE port or
using a DirectIP PoE Switch (optional). Select PoE Reset to reboot the camera. It is not supported by video
encoders.

* Soft Reset: Reboots the camera.

* Factory Reset: Resets the NVR to all its initial factory settings. It is supported by Direct]P™ cameras only.
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Stream |

PATH: Camera menu > Stream|

Camera Channels : 1.CAM1 v > [ Zsl
General

Advanced Setup

Bitrate Status : 6.4Mbps. (Allocation : 11Mbps) Setup
Stream |

Video Profile
Stream Il

Codec Resolution | Quality | ips
Audio

Stream 1 H.265 | 3840x2160 _ 6.4Mbps (Very High) 15
Maalnbendnce. Stream 2 H.265 _ 1520x1080 _ 6.0Mbps (Very High) BEY)

Stream 3 H.265 _| 640x360 | 1.5Mbps (Very High) 130

Record Video Profile
| Video Profile | Codec |  Resolution Quality | ips |

Profile 1 Stream 1

Profile 2 Stream 2

Profile 3 Stream 3

Profile 4 Stream 3

Use Dual Track Recording (Sub Stream : Profile 4)
0K Cancel

Configure thecamera’s live and recording resolution, codec, picture quality, transfer speed, and ips speed settings.

Select the box beside Camera Channel and select the camera number to configure a unique video profile. Click
< /!» buttonstochange the camera channel. Selecting the | ®@  box applies the video profile settings of the
camera selected under Camera Channel to the selected camera.

Bitrate Status displays the highest value of stream. Click the Setupbutton to change the allocation for each
channel.

Under the Video Profile settings, you can check the current Live video picture quality and edit remote video profile
settings, and under the Record Video Profile settings, you can set up four recording quality profiles.

Select the boxunder Codec to selectbetween H.264 and H.265.

Select the boxunder Resolution and selecta resolution supported bythe camera. Maximum available
resolution is chosen automaticallybased on the selected video profile.

Select the boxunder Quality and selectfrom Very High, High, Standard, or Manual. Assign different
Quality settings to differentcameras.

Select the boxunderips (images persecond) and selectbetween 1 and 30. Maximum ips available is
determined automaticallybased on the selected video profile.

Select Use Dual Track Recording toset torecord with the video profile value (main stream) set in the schedule
and record with the profile 4 value (sub stream) at the same time.

NOTE: Itdisplays as below whenrecording on anetwork videorecorder.
— If the screen layout is less then 3x3, video profile (main stream) is displayed and if itis larger than
3x3, profile 4 (sub stream)is dis played.
— Ifthe channelis largerthan 3x3 size on the screen layoutsuchas 1+7 and 1+12, the vide o profile
(main stream) is displayedfirstbut otherwise,the profile 4 (substream) is displayed first.
This function is supported only for cameras supporting dual recording function.
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Stream |l

PATH: Camera menu > Streamll

No. Failover Profile | Intelligent Codec
1 | Profilel J on
2 | Profile1 ] on

General

Advanced Setup

Stream |
Stream Il
Audio

Maintenance

0K

MAT | Sensor Mode _

28

Cancel

Configure thecamera’s failover profile, intelligent codec and M AT settings.

Select the box under Failover Profile and select a video profile for the smart failover recording.

Select the box under Intelligent Codec and toggle on theintelligent codec to lower bitrate.

NOTE: Some cameramodels may not supportthe Intelligent Codec function.
When usingthe intelligent codec function, the start of some functions, suchas clip copy or clip
attachment can be changed to an earlier pointthan the selected point.

Select the box under MAT and select the M AP setup option to usethe MAT (M otion Adaptive Transmission)

function during video transmission and recording.

NOTE: Whenthe MAT (Motion Adaptive Transmission) function is active, the associated VA device may not

work properly.

Itis recommendedthat you do notuse the MAT function of the as sociated camera to increase the

accuracy of the image analysis.
Some camera models may not supportthe MAT function.

Camera 4 - MAT

Inactivity Period s ee——

Frame Rate Stream 1

MAT function reduces bandwidth overload and saves storage
capacity by reducing the frame rate of the video during periods of
MAT inactivity . The user can select the period of sustained inactivity
which triggers this function by adjusting Inactivity Period.

* Sensitivity: Set the motion detection sensitivity. Higher values

Stream 2 - / o - .
Stream 3 will result in more sensitive motion detection.
Custon * Inactivity Period: Set the inactivity period. If motion is not

detected for the duration of time specified, video is transmitted
and recorded using the frame rate designated below until

movement is detected again.

Select the box under Sensor Mode and set the camera resolution to 16:9 or 4:3.Depending on the mode you have

set, the resolution that can be set in the stream section changes.
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PATH: Camera menu > Audio

General

Advanced Setup

Stream |

Stream Il

Audio

Maintenance

No. Audio
ADPCM 16KHz / Audio In (Auto, Line-In) / Audio Out (8)

OK Cancel

Selecting thebox under Audio allows configuration of audio settings for each channel.

Camera - Audio

Audio Codec

Associated Audio In

¥ Audio In

Device
Auto Detection
Volume Control
Volume
Noise Filter

¥ Audio Out
Volume

ADPCM 16KHz

Line-in

Use
Manual

off

Select the box beside Audio Codec and select the audio codec between
G.711 u-Law, G.711 a-Law, G.722, ADPCM 16KHz, G.726,and OPUS
16KHz.

Select the box beside Associated Audio In to associate the selected
audio channel with the camera. It is supported by video encoders only.

Select Audio In to enable or disable audio for that camera.

Select the box beside Device and select an audio input source
(microphone, line-in or HDMI) and then adjust the volume. Select the
box beside Auto Detection and to detect the audio input and
automatically select the audio-in device. Select the box beside Volume
Control and select how to control the volume. Selecting Manual allows
youto adjust the volume manually by using the slider. Selecting Auto
sets the Recorder to adjust the volume automatically depending on the
surrounding circumstances. Select the box beside Noise Filter to reduce
the environmental noise and enhance the voice. If you turn on the noise
filter, the sound may be distorted. It is recommended not to use this
function in a loud place because it may degrade performance.

Select Audio Out to adjust the volume.

NOTE: Cameras do not feature built-in audio am plifier units and therefore require the userto purchase a
speaker systemwith a built-in amplifier separately.
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Maintenance

PATH: Camera menu > Maintenance

[— 0] No. Product Version | import Export Firmware Upgrade | x

s1E

- e 1 | DC-T4S37HRXA 100
2 | DC-Y1385WRX 200

Advanced Setup

Stream |

Stream Il

Audio

Maintenance

0K Cancel

Selecting the USB port displays USB search window. Select the corresponding up grade package from the storage
device connected tothe NVR’s USB port. After selecting an up grade package, select Apply to upgrade the camera.
Camera settings can be imported or exported.

NOTE: If an upgrade attempt fails, an upgrade failure message will be displayed.
The camerawillreboot after the upgrade and thenreconnectautomatically.
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Record Setup
General

PATH: Record menu > General

¥ Recycle

General
¥ Record Audio

Advanced Setup

Event Record Dwell 5 sec.
Sotiadule Auto Deletion
Pre-Event Dl E—EE Never

Statistics

¥ Recording Failover Service

¥ Use Panic Recording

Panic Recording Duration  No Limit

Video Profile  Profile 1

Recording Protection

Default 0K Cancel

Selecting Overwrite toggles between On and Off. In the Overwrite mode, the Recorder records over the oldest
video data (on a first-in, first-out basis) once all available storage space has been used. When Overwrite is turned off,
the Recorder stops recording once all available storage space has been used.

Selecting Record Audio toggles between On and Off. Selectingthis option allows the camerato record audio along
with video.

Highlight the Event Record Dwellbox and set the length of time you would like to record for the associated event.
You can set the dwell from 5 seconds to 30 minutes.

Select the slide bar beside Auto Deletion, and adjust the length of time recorded data will be kept from 1 to 999
days. The Recorder automatically deletes video recorded earlier than the user-defined period under three conditions:
at midnight, whenever the system reboots or whenever the user changes the Auto Deletion settings. Selecting Never
will disable the Auto Deletion function.

Select the Recording Failover Service torecord the videos stored on the camera SD memory card on the NVR
when a network failure is restored.

NOTE: Data from the camera SDmemory card cannot be recorded on the NVRif the recording failover
service function is notselected.

The Recorder can do panic record. Selecting Use Panic Recording toggles between Onand Off. When Use
Panic Recording is turned on, the Recorder will start panic recording when panic recording is initiated on a remote
program. Setting the Panic Recording Duration time terminates panic recording automatically. Select between 5
mins and 1 hr. Select No Limit to disable auto-termination. Select a recording profile value for panic recording from
Panic Recording Duration.

Select the Recording Protection box to protect a specific period of data.

Recording Data Protection Select the + toadd a schedule item. To delete a storage protection
No. = otare schedule, check the [x/.

Recording Data Protection Add

Data Source Record
From 12-29-2021 AM 03:37:34
To 12-29-2021 AM 03:37:34
Channels 1-16

Close

o EECTEE
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Select the number to change and use the Up and Down arrows to
increase or decrease.

Advanced Setup

PATH: Record menu > Advanced Setup

Quota Based Time

Quota based Time
General
R Sotup Limit Time-Lapss Recording | e——— 0 Never
Schedule VA Data Protect Duration s s— 30 0 days
Pre-Event
Statistics
Default OK Cancel

Configure Limit Time-Lapse Recording setting to store event recording data for a longer period of time. To not
use this function, select Never. It is activated when data has been stored for longer than as configured because the
recording disk has sufficient capacity and saves new data by overwriting Time-Lapse Recording data that are older
than as specified under the Recycle mode.

NOTE: Ifthe recording storedon the disk is shorter than the duration s pecified under Limit Time-Lapse
Recording, the older data of Event Recording or Time Recording is deleted first.
The system’s recording time may change de pending on recording quality, resolution, motion, and
other configuration made by the user. The duration s pecified under Limit Time-Lapse Recording may
not be guaranteed in certain situations.

Configure VA DATA Protect Duration setting to select the data protection period. Select between 1 day and 90

days.

60



Quota Based Size

Quota based Size -
General
QISOELSSEN [ Camera Group Camera Information x
Schedule | | %
[x
Pre-Event [ | | x
! ! i
Statistics l
+
No. | Storage Group Ratio Total | X
1 !
| |
| (5%
| e
Default Apply oK Cancel

Cameras and disks are grouped to enable recording according to the set ratio.

= Click the+ icon at the bottom left corner of the Camera Group list table to
o group the cameras by specifyingthe camera numbers.
Cancel

New Group

[T STORAGE GROUP2 |

Storage Group Ratio

Click the+ icon at the bottom left corner of the Storage Group list
table to create a separate storage group by settingtherecording
storage space of each camera group.
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Schedule

PATH: Record menu > Schedule

Simple Mode

# Schedule On

General z
Simple Mode

Advanced Setup

No. | Day Range | Mode Channels Settings X
Schedule 1A 00:00 ~ 24:00 leg | 1~16 x

Pre-Event

Statistics

+ Default _
Default Apply 0K Cancel
Advanced Mode
 Schedule On
Ge |
e Advanced Mode -
Advanced Setup
No. | Day | Range Settings x
Schedule 1A 00:00 ~ 24:00 g Camera: 1~16 %
Pre-Event
Statistics
+ Default
Default Apply 0K Cancel

Selecting Schedule On toggles between On and Off. In the Schedule On mode, the Recorder records video based
on the schedule established in the Schedule screen. Turning Schedule recording Off suspends schedule recording
regardless of the schedule and displays the @ icon on the upper left corner of each camera screen. Pressing the Panic
Record button displays the @ icon and starts panic recording.

Select record Schedule mode between Simple Mode or Advanced Mode. Advanced Mode allows youto
configure a unique recording schedule for each event.

NOTE: Changingtherecordingschedule mode suspends all active event-linked actions.
Select|_+ | to add aschedule item. Select Day to s pecify the Day setting or select All. Select Scope to
specify the time frame.
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Simple Mode Options

Select the box under the Mode heading to change the recording mode that will be used. Choose from: No Record,
Time, Event, and Time & Event. When the Recorder is in the No Record mode, it will not record during the preset
day and time range. Usethe No Record mode to disable recording during certain times. When the Recorder is in the
Event mode, the Recorder will record when any event occurs.

Unless the Panic Record butionis pressed, no recording w lltake place during the
scheduled time frames on the scheduled days.

The ©icon appears on the upper left corner of the screen. The ®icon appears at
scheduled times to indicate recordingis in progress.

The ¥ icon appears on the upper left corner of the screen. The ® icon appears w hen the
specified event occurs toindicate recording is in progress.

No Record

Time

Event NOTE: If Pre-Eventis enabled, the @ and ® icons appearw henrecording is notin

progress, orthe & and @ icons appearwhenan eventoccurs and recording is in
progress.

The ©icon appears on the upper left corner of the screen and recording commences as
Time & Event per the video profile selected for time under Setup. When an event occurs, the icon

changes into # icon and recording commences as per the video profile selected for events
under Setup.

Select the box under the Channels heading to select which cameras will be recorded. High Quality and Long-Term

settings are selected as separate channels. In order torecord both streams add both High Quality and Long-Term
channels to the schedule.

Select the box under the Settings heading to configure default recording profile values for Time-Lapse and Event
Recording modes.

- If a camera supportingthe Dual Track Recording function (M ain and Sub
stream) is in use, the following icon will be displayed.
Video Profile

() Recording both mainstream and substream
() Recording one of the mainstream and substream
Default [ Cancel | @ Failed to record both mainstream and substream

Profile 1

Advanced Mode Options

Select to configure event types and video profiles.
The event-specific and time recording icons are as follows:

€© Time-Lapse(Time) [ Network Alarm m  Tampering

B Aarm-In & Recording Fail = TextIn

& Motion Detection g Tripzone =# Video Loss

ko] Loitering @&: VA Loss @ Exceed Occupancy Limit
® Mask Rule Violation &8 social Distancing Violation & Queue Congestion
Object Detection & Line Crossing % Intrusion

1 Face Detection & Exceed Vehicle Count & Crowd Detection

Select Video Profile to configure the profile to use for recording,

Select Dwell to specify for how long torecord after a corresponding event occurs.

NOTE: Upper-tier schedule’s settings apply to channels yetto be configured.
If multiple events take place on a s pecific channel and different Video Profile and Dwell Time settings
apply, highest settings applyto all event-linked recordings.

Select the box under the ¥ heading to delete therecording settings. Please confirm to delete the settings.
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Pre-Event

PATH: Record menu > Pre-Event

M No. Video Profile _| Dwell
1.CAM1
2.CAM2

Advanced Setup 3.CAM3

4. CAM4

5.CAMS5

General

Schedule

e vont 6.CAMG
7. CAM7.
Statistics 8.CAM8
9. CAM9
10. CAM10
11 CAMLL
12. CAM12
13. CAM13
14. CAM14
15. CAM15
16. CAM16

‘There is no event mode scheduled in record schedule lst.

Default Apply 0K Cancel

When the Recorder is in the Event Record mode it is possible tohave it record images before the event occurs. The
Pre-Eventscreen allows you to define how to handle pre-event recording. Ifyou do not have Event set up in the Record
Schedule, a message will display alerting you to this fact.

You can turn individual cameras On or Off for pre-event recording.

You can set the amount of time to record prior to the event by adjustingthe Dwell.

NOTE: When the Recorder is in the Time or Time & Event mode, it ignores the pre-event settings and follows
the time settings.

Statisti

PATH: Record menu > Statistics

Statistics [AVG. (minute)]

General
eneis CameraGroup |  Throughput Capacity Recordable Time

Advanced Setup ALL CAM 28kBlsec. 40078 | About 45 years
Schedule

Pre-Event

F Reset
Statistics

Note: Results may vary depending on camera settings or video conditions.

Storage Calculator

Camera Group Throughput Capacity Recordable Time
ALL CAM 160 MBjsec. - 2078
Calculate
Apply oK Cancel

Statistics displays the throughput and recordable time that is being recorded dep ending on the camera and storage
capacity by each group setinthe DVR.
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Statistics

Camera Group indicates the name of the camera group.

Throughput indicates thethroughput of all cameras in the camera group. It is based onthe longest accumulatedtime unit.
Clicking the ... icon under Throughput disp lays the throughput that accumulates data by camera group, showingdata

throughputin terms of average duration.

AVG. (1minute) AVG. (1hour) AVG. (1day) AVG. (1week)
Total 11 MBise. L0 MBise. 5 2 =
Luain) | 69 kjse. 703 kBjse. 3 -

2 (Main) 160 kBsec. 158 kB/sec. - =

3 (Main) 23 kBJsec. 23kBJsec. E =

4 (Main) 257 kBlsec. 121 kBsec.

5 (Main) = -

6 (Main)

7 Main)

8 (Main)

— [ close |

Capacity indicates the sum of all storage capacity in the camera group. Clickthe

... icon under Capacityto calculate the

capacity and throughput by each group and display the remainingtime for recording,

Capacity Free Space Thioughput | Time remainin g (Untl overwritten)
Total 20018, 19978 LoMBsec. ‘About 229 days

Recordable Time calculates the throughp ut and capacity of the camera group and displays the recordable time.

Select Reset to initialize all accumulated throughput data used by statistics.

NOTE: Results may vary depending on camerasettings or video conditions.

Storage Calculator

Check recordable time by settingthe throughput and capacity by each camera group. Click the Calculate button to
calculate the cap acity and throughp ut by camera group of storage calculator and display the recordable time.
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Event Setup
System Event

PATH: Event menu > System Event

Event Settings Actions
System Never
Boot Up
Camera System Restart

Shutdown
Panic Record
LA Check Recording off
Check Alarm-In off
Additional Event Disk Almost Full 0%

Disk Full
Disk Partially Almost Full 0%
Disk Partially Full
Disk Bad 50%
Disk Temperature ~10°C/70°C~
Disk SMART.
Fan Error
Storage Disconnected
Disk Config Change
No Storage Found
GPS Bad
Consecutive Invalid PW

o m

Video-Analytics

i® a8

3
H

s
2

VA Box

(I T T Y " " " O T Y

DDDDDDDDDDDODDEM@m @O

Default 0K Cancel

Select the box under the Settings to configure conditions which the system should monitor.

Select the box under the Actions to configure alarm-out (N'VR alarm-out channel, NVR beep, camera alarm-out
channel) and notification (email, LAN1~5, push, HTTP, alert window) settings.

Camera System

PATH: Event menu > Camera System

List of events that occur in camera except video analysis
_c}
T System Event 3k Video Loss ©  Recording Fail
- vt crs when o g s nput becaus of camera. e s, e Evenharcurswhen recoringcanntreceed because ol camers.nework sy, e
cuea | Camera System
®  VideoLoss
Recording Fail
Video-Analytics
a
- DA
oevece
£ Additional Event
&
o
VABox
vomsesnon
-
=Y
[ .2
smans
oK Cancel
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Video Loss

PATH: Event menu > Camera System > Video Loss

System Event
Camera System

Video Loss

Recording Fail

Video-Analytics
IDLA
Additional Event

VABox

Activation Time _ Actions
20 sec.

B EEREB e ~oasw~~H

0K Cancel

Select the box under the Activation Time to specify how long video loss has to last in order for it to be considered

as an event. When the video loss is not detected for the specified duration of time, it will not be considered as an

event.

Select the box under the Actions to specify which actions to take when a Video Loss event occurs.

* Record: Specify which cameras to begin linked recording onwhen an event occurs. f the schedule is set to Event or

Time & Event mode, the selected cameras w ill begin linked recording w hen an eventoccurs.
Alarm-Out: Designate event-triggered alarm-out channels (each for the NVRand camera) and beeps.
Notify: Configure to be notified of events by Mail, LAN1~5, Push, HTTP, FTP, and/or Alert Window .
PTZ: Moves the PTZ camera to a specific preset position when an event occurs.

Event Monitoring: Selects the cameras to monitor w hen an eventoccurs.

NOTE: Inorder to usethe Callbackfeature,the NVNRmustbe registered on the remote program.
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R ling Eail

PATH: Event menu > Camera System > Recording Fail

- No. Activation Time _ Actions
System Event o b
v2  30sec.
Camera System v3  30sec.
V4 30 sec.
Video Loss e
Recording Fail ¥6  30sec.
V7 30sec.
Video-Analytics 90 [s0sec.
i v9  30sec.
V10 30sec.
Additional Event  ~ v |30sec.
v12  30sec.
4 Box V13 30sec.
V14 30sec.
V15 30sec.
V18 30sec.

Default oK Cancel

Select the box under the Activation Time to specify how long recording fail has to last in order for it to be
considered as an event. When the recording fail is not detected for the specified duration of time, it will not be
considered as an event.

Select the box under the Actions to specify which actions to take when a Recording Fail event occurs.
* Record: Specify which cameras to begin linked recording onwhen an event occurs. If the schedule is set to Event or
Time & Event mode, the selected cameras w ill begin linked recording w hen an eventoccurs.

¢ Alarm-Out: Designate event-triggered alarm-out channels (each for the NVRand camera) and beeps.
* Notify: Configure to be notified of events by Mail, LAN1~5, Push, HTTP, FTP, and/or Alert Window .

* PTZ: Moves the PTZ camera to a specific preset position when an event occurs.

* Event Monitoring: Selects the cameras to monitor w hen an eventoccurs.

NOTE: Inorderto usethe Callbackfeature,the NVNRmustbe registered on the remote program.

Video Analvti

PATH: Event menu > Video Analytics

List of events that occur during video analysis

System Event W wotion B Tipzone

Event hatoecurs when moton s deteced

Camera System -

Video-Analytics -
L& Tampering
Motion

TripZone

Tampering

Additional Event -

OK Cancel
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Motion

PATH: Event menu > Video Analytics > Motion

System Event
Camera System
Video-Analytics

Motion

TripZone

Tampering
IDLA
Additional Event

w  VABoX

Zone Settings _| Condition _| Actions

0K Cancel

Select the box under No. to choose which cameras to apply Motion Detection to.

Select the box under Zone to define the motion detection block.

=]
o

o[o
0

Select
Clear
Reverse
Select All

Clear All
Reverse All
0K

Cancel

o|o

0

o|o[o]ofo]o]o]

6[o[o[ofo]o]o
0

Use theremote control’s arrow buttons to move theblock selection
window up, down, left and right. The selection window consists of 8
blocks per row. Select/deselect individual blocks using the Camera
buttons. You can use the mouse to drag the zone and then select, clear, or
reverse the selection.

From the zone selection screen, press the[<] button on the remote control
or right-click on the mouse to open up the Zone Setup menu.

Select— Activates highlighted blocks to detect motion.

Clear — Deactivates highlighted blocks so that they will not detect motion.

Reverse — Activates inactive highlighted blocks and deactivates active highlighted blocks.
Select All— Activates all blocks to detect motion.

Clear All — Deactivates all blocks so that they will not detect motion.

Reverse All — Activates inactive blocks and deactivates active blocks.

OK — Accepts changes and closes Zone setup.

Cancel — Exits Zonesetup without saving changes.

Motion - Setup

Sensitivity

Min. Blocks

Ignoring Interval

Daytime Setup

Daytime 3 -
Nighttime 3 v
Daytime =
Nighttime =

2 sec. -
09:00 ~ 18:00 —

 Detecting motion in PTZ movement

* Sensitivity: Set daytime and nighttime sensitivity settings betw een 1
(Low ) ~5 (High).

* Min. Blocks: Motion needs to be detected in more than the specified
number of blocks in order to trigger a Motion Detection event. You may
select avalue between 1 and the number of blocks selected under Zone
for each daytime and nighttime.

¢ Ignoring Interval: The systemdoes not produce eventlog entries or
remote notifications for motion detected w ithin a certain period of time
after the motion of the camera channels is detected. Set the value
betw een 1 sec. ~5 sec. or choose Never.

NOTE: Ignoring interval does notaffect motion detection
recording.

* Daytime Setup: Specify w hen daytime starts and ends. Adjust the time
frame in 15-minute increments. Times outside the specified range will be
assumed as nighttime by the system.

* Detecting motion in PTZ movement: It can be set to detect events during
PTZ operation.

Select the box under the Actions to specify which actions to take when a motion detection event occurs.
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NOTE:

Record: Specify which cameras to begin linked recording onwhen an event occurs. If the schedule is set to Event or
Time & Event mode, the selected cameras w ill begin linked recordingw hen an eventoccurs.

Alarm-Out: Designate event-triggered alarm-out channels (each for the NVRand camera) and beeps.

Notify: Configure to be notified of events by Mail, LAN1~5, Push, HTTP, FTP, and/or Alert Window .

PTZ: Moves the PTZ camera to a specific preset position when an event occurs.

Event Monitoring: Selects the cameras to monitor w hen an eventoccurs.

TripZone

In order to use the Callback feature,the NVRmustbe registered on the remote program.

PATH: Event menu > Video Analytics > Tripzone

o No. Zone Settings _| Condition_ Actions
System Event

Camera System

Video-Analytics )

Motion

TripZone

Tampering

IDLA
Additional Event

VA Box

Default 0K Cancel

Select the box under No. to choose which cameras to apply Tripzoneto.

Select the box under Zone to define the motion detection block.
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Select
Clear
Reverse
Select All
Clear All
Reverse All

Trip Direction »
0]
Cancel

3lo|ojol

Use the remote control’s arrow buttons to move the block selection
window up, down, left and right. The selection window consists of 8
blocks per row. Select/deselect individual blocks using the Camera
buttons. You can use the mouse to drag the zone and then select, clear, or
reverse the selection.

From the zone selection screen, press the[«] button on the remote control
or right-click on the mouse to open up the Zone Setup menu.
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Select— Activates highlighted blocks to detect motion.

Clear — Deactivates highlighted blocks so that they will not detect motion.

Reverse — Activates inactive highlighted blocks and deactivates active highlighted blocks.

Select All— Activates all blocks to detect motion.

Clear All — Deactivates all blocks so that they will not detect motion.

Reverse All — Activates inactive blocks and deactivates active blocks.

Trip Direction — Define in which direction themotion has to occur in order for it to be considered an event.
Select In for movements from outside the selection area in, or Out formovements from inside the selection area
out.

OK — Accepts changes and closes Zone setup.

Cancel — Exits Zonesetup without saving changes.



* Sensitivity: Set daytime and nighttime sensitivity settings betw een 1

TripZone 1 - Setup (Low)~5(High).
— — * Min. Blocks: Motion needs to be detected in more than the specified
Nightime 3 number of blocks in order to trigger a Motion Detection event. Y ou may

select avalue between 1 and the number of blocks selected under Zone

for each daytime and nighttime.

Ignoring Interval: The systemdoes not produce eventlog entries or

remote notifications for motion detected w ithin a certain period of time
after the motion of the camera channels is detected. Set the value

[Mosssa betw een 1 sec. ~5 sec. or choose Never.

Ignoring Interval 2 sec. -

Daytime Setup 09:00 ~ 18:00 —

NOTE: Ignoring interval does notaffect motion detection
recording.

* Daytime Setup: Specify w hen daytime starts and ends. Adjust the time
frame in 15-minute increments. Times outside the specified range will be
assumed as nighttime by the system.

Select the box under the Actions to specify which actions to take when a Tripzone detection event occurs.

* Record: Specify which cameras to begin linked recording onwhen an event occurs. If the schedule i set to Event or
Time & Event mode, the selected cameras wi ill begin linked recordingw hen an eventoccurs.

¢ Alarm-Out: Designate event-triggered alarm-out channels (each for the NVRand camera) and beeps.

* Notify: Configure to be notified of events by Mail, LAN1~5, Push, HTTP, FTP, and/or Alert Window .

* PTZ: Moves the PTZ camera to a specific preset position when an event occurs.

¢ Event Monitoring: Selects the cameras to monitor w hen an eventoccurs.

NOTE: Inorderto usethe Callback feature,the NVNRmustbe registered on the remote program.

Tampering

PATH: Event menu > Video Analytics > Tampering

Sensitivity | _Activation Time _ :| _Ignore Condition _ Actions

System Event
Camera System
Video-Analytics
Motion

TripZone

Tampering

IDLA

Additional Event

VA Box

Default oK Cancel

Video tampering detection can be turned On or Off for each camera.

Selecting the box under the Sensitivity heading allows adjustment ofthe Recorder’s sensitivity totampering. There are
five settings with 1 being the least sensitive and 5 being the most sensitive.

Selecting the box under the Activation Time heading allows settingthe duration before the Recorder reportsa
tampering. The Recorder will not detect a tampering of less than the Activation Time set.

Selecting Ignore Condition toggles between On and Off. When set to
On, the Recorder ignores tapering events occurring during the preset

Use Ignoring Time period. Selecting Time Setup allows set up of the event ignoring time.

ampering 1 - Ignore Condition

NOTE: The recordaction fortamperingevents is not affected by the
Tampering Ignoring function.
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Select the box under the Actions to specify which actions to take when a Tampering detection event occurs.

* Record: Specify which cameras to begin linked recording onwhen an event occurs. If the schedule i set to Event or
Time & Event mode, the selected cameras w ill begin linked recordingw hen an eventoccurs.

¢ Alarm-Out: Designate event-triggered alarm-out channels (each for the NVRand camera) and beeps.

* Notify: Configure to be notified of events by Mail, LAN1~5, Push, HTTP, FTP, and/or Alert Window .

* PTZ: Moves the PTZ camera to a specific preset position when an event occurs.

¢ Event Monitoring: Selects the cameras to monitor w hen an eventoccurs.

NOTE: Inorderto usethe Callback feature,the NVNRmustbe registered on the remote program.

IDLA
PATH: Event menu > IDLA

This lists the events that take place during Al video analysis.

List of events that occur during Al video analysis

® Object Detection % Intrusion

System Event

rchon e by reckon pton (1, Ou WO
Camera System o s d

Video-Analytics

IDLA
Setup

Additional Event

i Loitering

< Line Crossing

esetme

KT Face Detection

by he nusio

n iecion opson (1, Out WO

Crowd Detection

— A
VA Box
0K Cancel
IDLA_Setup
PATH: Event menu > IDLA > Setup
Event Settings Actions x
System Event
Camera System
Video-Analytics
IDLA
Setup
Additional Event
VA Box
.
Time-Lapse or
Otherwise, Y
This event requires VA Engine(or VABox) setup.
0K Cancel

IDLA events can be added via the IDLA settings. However, the event must be enabled in the camera's
video analytics engine.

Select the box under the Event column to display the types of events that have been added.

Select the box under the Settings column to configure conditions for ignoring events, enable PTZ Al tracking, and
define tracking zones.
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Select the box under the Actions to specify which actions to take when an event occurs.

* Record: Specify which cameras to begin linked recording onwhen an event occurs. If the schedule s set to Event or
Time & Event mode, the selected cameras w ill begin linked recording w hen an eventoccurs.

Alarm-Out: Designate event-triggered alarm-out channels (each for the NVRand camera) and beeps.

Notify: Configure to be notified of events by Mail, LAN1~5, Push, HTTP, FTP, and/or Alert Window .

PTZ: Moves the PTZ camera to a specific preset position when an event occurs.

Event Monitoring: Selects the cameras to monitor w hen an eventoccurs.

NOTE: Inorderto usethe Callbackfeature,the NVNRmustbe registered on the remote program.

Object Detection

Select the + button at the bottom left of the IDLA Setup window to add an object detection event.

Select the box under the Settinqs column in the IDLA Setug window to conﬁ%ére the object detection event.

Object Detection 2 - Settings

Zone Setup

Ignoring Interval 2 sec. -

Selecting Zone Setup allows youto set a detection zone in poly gonal shape.

You can set a zone using the mouse. The zone is displayed transparently. Drag and drop the vertices to modify the
zone.
Right-click on the Zone Setup screen to open the Object Detection menu.

Zone Title: Select the zone to change the settings. When selectingthe zone, a check mark appears to
b HOE the left.

i Clear: Clear the selected zone.

Undo: Remove the last point of a line.

Edit Name: Change thename of the zone.

Object: Select an object to detect.

Al Add: Add a zone.

Delete: Delete the selected zone.

Delete All: Delete all zones.

Save: Save the changes and exit the menu.

Cancel : Exit the setup screen without saving the changes.

Edit Name
Object ’

Save
Cancel
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¢ Ignoring Interval: The system does not produce event log entries or issue remote notifications regarding event for the
specified time after the initial eventw as detected. Set the value betw een 1sec and 5 secs or choose Never. Ignore
Condition does not affect Object Detection recording.

Intrusion

Select the + button at the bottom left of the IDLA Setup window to add an intrusion event.

Select the box under the Settings column in the IDLA Setug window to conﬁ%ére the intrusion detection event.

Intrusion 2 - Settings

Zone Setup

Ignoring Interval 2 sec. v

Selecting Zone Setup allows youto set a detection zone in poly gonal shape.

You can set a zone using the mouse. The zone is displayed transparently. Drag and drop the vertices to modify the

zone.

Right-click on the Zone Setup screen to open the Intrusion menu.

v 1lZonel
Clear

Edit Name
Object v
Direction »

Add

Save
Cancel

Zone Title: Select the zoneto change the settings. When selecting the zone, a check mark appears
to the left.

Clear: Clear the selected zone.

Undo: Remove the last point of a line.

Edit Name: Change the name of the zone.

Object: Select an object to detect.

Direction: Select the direction of the object to detect.
Add: Add a zone.

Delete: Delete the selected zone.

Delete All: Delete all zones.

Save: Save the changes and exit the menu.

Cancel : Exit thesetup screen without saving the changes.

* Ignoring Interval: The system does not produce event log entries or issue remote notifications regarding event for the
specified time after the initial eventw as detected. Set the value betw een 1sec and 5 secs or choose Never. Ignore
Condition does not affect Object Detection recording.
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Loitering
Select the + button at the bottom left of the IDLA Setup window to add a loitering event.

Select the box under the Settings column in the IDLA Setug window to conﬁg_gre the loitering event.

Loitering 2 - Settings

Zone Setup
Ignoring Interval 2 sec. -

Selecting Zone Setup allows youto set a detection zone in poly gonal shape.

You can set a zone using the mouse. The zone is displayed transparently. Drag and drop the vertices to modify the
zone.
Right-click on the Zone Setup screen to open the Intrusion menu.

Zone Ttitle: Select the zoneto change the settings. When selecting the zone, a check mark
appears to the left.

Clear: Clear the selected zone.

Undo: Remove the last point of a line.

Edit Name Edit Name: Change the name of the zone.

Object ? Object: Select an object to detect.

Activation Time: Set thetime when the function is activated.
Add: Add a zone.

Delete: Delete the selected zone.

Delete All: Delete all zones.

Save: Save the changes and exit the menu.

Save Cancel : Exit thesetup screen without saving the changes.

Activation Time »
Add

Cancel

* Ignoring Interval: The system does not produce event log entries or issue remote notifications regarding event for the
specified time after the initial eventw as detected. Set the value betw een 1sec and 5 secs or choose Never. Ignore
Condition does not affect Object Detection recording.

Line Crossing

Select the + button at the bottom left of the IDLA Setup window to add a line crossing event.

Select the box under the Settings column in the IDLA Setup window to configure the line crossing event.
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_—
Line Crossing 2 - Settings

Line Setup

Ignoring Interval 2 sec. -

Selecting Line Setup allows youto set a detection zone in poly gonal shape.

You can set a line using the mouse. The line is displayed transparently. Right-click on the Line Setup screen to open
the Line Crossing menu.

Line Title: Select the line to change the settings. When selecting the line, a check mark

appears to the left.

Clear: Clear the selected line.

Edit Name: Change the name of the line.

Object: Select an object to detect.

Direction: Select the direction of the obejct to detect.

Crossing Position Settings: Set the crossing position of the object.

Add: Add aline.

Delete Al Delete: Delete the selected line.

cave Delete All: Delete all lines.

Dancet Save: Save the changes and exit the menu.

Cancel : Exit thesetup screen without saving the changes.

* Ignoring Interval: The system does not produce event log entries or issue remote notifications regarding event for the
specified time after the initial eventw as detected. Set the value betw een 1sec and 5 secs or choose Never. Ignore
Condition does not affect Object Detection recording.

v 1llnel
Clear
Edit Name
Object v
Direction v

Crossing Position Settings »
Add

Face Detection

Select the + button at the bottom left of the IDLA Setup window to add a face detection event.

Select the box under the Settings column in the IDLA Setug window to conﬁ%ére the face detection event.

Face Detection 2 - Settings

Zone Setup

Ignoring Interval 2 sec. -

Selecting Zone Setup allows youto set a detection zone in poly gonal shape.
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You can set a zone using the mouse. The zone is displayed transparently. Drag and drop the vertices to modify the
zone.
Right-click on the Zone Setup screen to open the Face Detection menu.

Zone Title: Select the zone to change the settings. When selecting the zone, a check mark
v 1 Zonel appears to the left.
Clear Clear: Clear the selected zone.
Undo: Remove the last point of a line.
Edit Name: Change thename of the zone.
: Add: Add a zone.
Edit Name Delete: Delete the selected zone.
Add Delete All: Delete all zones.
Save: Save the changes and exit the menu.
Cancel : Exit thesetup screen without saving the changes.

Save
Cancel

¢ Ignoring Interval: The system does not produce event log entries or issue remote notifications regarding event for the
specified time after the initial eventw as detected. Set the value betw een 1sec and 5 secs or choose Never. Ignore
Condition does not affect Object Detection recording.

Crowd Detection

Select the + button at the bottom left of the IDLA Setup window to add a crowd detection event.

Select the box under the Settings column in the IDLA Setup window to configure the crowd detection event.

Crowd Detection 1 - Settings

Zone Setup

Selecting Zone Setup allows youto set a detection zone in poly gonal shape.
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You can set a zone using the mouse. The zone is displayed transparently. Drag and drop the vertices to modify the

zone.

Right-click on the Zone Setup screen to open the Crowd Detection menu.

Clear

Max People
Min. Dwell Time »

Delete All

Save
Cancel
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Clear: Clear the selected zone.

Undo: Remove the last point of a line.

Max People: Sets the maximum number of people allowed within the area. An event
is triggered if this number is exceeded.

Min. Dwell Time: Sets the minimum amount of time people must stay in the area to
be detected as a crowd.

Add: Add a zone.

Delete: Delete the selected zone.

Delete All: Delete all zones.

Save: Save the changes and exit the menu.

Cancel : Exit the setup screen without saving the changes.



Additional E

PATH: Event menu > Additional Event

List of events that occur in camera, system, or other devices

M Alamin o Network Alarm

A Eventin camerals)and system Network Alarm Eventin o devices

System Event

Camera System
Video-Analytics

IDLA

0K Cancel
Additional Event Setup
PATH: Event Menu > Additional Event > Setup
- Event Settings Condition Actions x
e System Event
:A:n Camera System
®  videoAnalytics
.Zn IDLA
. Additional Event
a
Setup
VA Box
Panic Record None
Default 0K Cancel

Select the box under the Event column to display the types of added events.
Select the box under the Settings column to display the event configuration window.

Select the box under the Condition column to configure whether an action will be performed when a specific event
occurs, based on the status of other events.

Select the box under the Actions to specify which actions to take when an event occurs.

* Record: Specify which cameras to begin linked recording onwhen an event occurs. If the schedule i set to Event or
Time & Event mode, the selected cameras w ill begin linked recordingw hen an eventoccurs.

¢ Alarm-Out: Designate event-triggered alarm-out channels (each for the NVRand camera) and beeps.

* Notify: Configure to be notified of events by Mail, LAN1~5, Push, HTTP, FTP, and/or Alert Window .

* PTZ: Moves the PTZ camera to a specific preset position when an event occurs.

¢ Event Monitoring: Selects the cameras to monitor w hen an eventoccurs.

NOTE: Inorderto usethe Callback feature,the NVNRmustbe registered on the remote program.

Select Panic Record to s pecify w hich alarm-in channels to use. Panic Record commencesw hen the
corresponding alarm-inoccurs and terminates whenthe alarm-in is deactivated.
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Alarm-In

Clicking the + button at the bottom left of the Additional Event Setup window opens the following window.

Add

Event Alarm-n
Channel 1

0K

1 Accept All

Event: Select the Alarm-In event.
Channel: Select the event channel to add.
Accept All: Select all channels.

Select the box under the Settings column in the Additional Setup window to configure thealarm-in event.

Alarm-in 1
Source None
Channel
Sub Channel
Title All
Type NC

Source: Specify the device to use for the alarm-in
event.

Channel: Set the channel of thesource you set.

Sub Channel: Set the sub channel of the source you set.
Title: Use the virtual keyboard to enter titles.

Type: Change the alarm-in type. Each input can be set
as NO (normally open)or NC (normally closed).

Select the box under the Settings column in the Additional Setup window to configure the alarm-in event. When a
specific event occurs, you can set the condition that determines whether to operate motion according to the status of

other events.

Alarm-In - Condition

Event

[ Reference Only
None

Reference Only: Set the event to be the subject of a
reference.

Event: Set thereference event.

Channel: Set thereference channel.

NOTE: Alarm -in channel 3 can be set as NO (normally open), NC (normally closed)or Internal Acceleration.
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Network Alarm

Clicking the + button at the bottom left of the Additional Event Setup window opens the following window.\

dd Event: Select the Network Alarm event.
) Channel: Select the event channel to add.
T : Accept All: Select all channels.
Channel 1 v Accept All
[ oc [

In the Setup window of the Additional Event, select the box under the Settings column to set thetitle of the network
alarm event.

In the Setup window of the Additional Event, select the box under the Condition column to configure the network
alarm event. When a specific event occurs, you can set the condition that determines whether to operate motion
according to thestatus of other events.

Reference Only: Set the event to be the subject of a
Network Alarm - Condition

reference.
Event: Set thereference event.

"] Reference Only Channel: Set thereference channel.
Event None v

Text-In

The Recorder can be set toreact to text input from devices such as accelerometer or other onboard systems. This
screen allows configuration of the Recorder for each text-in device.

Clicking the + button at the bottom left of the Additional Event_Setup window opens the following window.

Event: Select the Network Alarm event.
Channel: Select the event channel to add.
Accept All: Select all channels.

Add

Event Text-In -
Channel 1 - Accept All

[ o e

NOTE: The system performance might be affected when a large quantity of text inputs are detected from several
channels at the same time.

In the Setup window of the Additional Event, select the box under the Settings column to configure the text-in event.
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Select the box beside Title and enter a name for the
text-in device.

Text-in1

Title | Text-n1

Source  None

Select the box beside Source and select from None,
RS232 (1~2), CAN, USB-Serial (1~8) and LAN
(1~16).

Port indicates text-in device connected in the Connector
tab.

NOTE: If the Sourceis setto None, no changes to
the screenare possible.

NOTE: When using a USB toserial text-in device, do
NOT remove the USB cable from the port while the
system is running.

NOTE: Text-in data might be lostw hen the text-in
bufferis filled by simultaneous text-in data from all
16 LAN channels.

Select the box beside Transaction Startand enter the Transaction Start string. Refer to the device manufacturer’s
documentation for the text string that the device first sends when a transaction starts.

Select Any Characterto toggle between On and Off.
NOTE: If Any Characteris turnedOn, textin the Transaction Startbox cannotbe entered.

Select the box beside Transaction End and enter the Transaction End string. Refer to the device manufacturer’s
documentation for the text string that the device sends when a transaction ends.

Select the more line(s) box, and select the number of additional lines of text to record. Choose from 0 to 10.

Select the box beside Line Delimiter and enter the character(s) the device uses to indicate the end of a line. Special
characters can be entered using ” and a capital letter; e.g., *J for NL (New Line), "M for CR (Carriage Return). Refer
to the device manufacturer’s documentation for line delimiter character(s).

Select the box beside Ignore String and enter any strings of text to be ignored. Refer to the device manufacturer’s
documentation for text strings that the device sends during transactions that need to be ignored.

Select the Case Sensitive box to toggle between On and Off. Refer to the device manufacturer’s documentation to
determine if the text strings are Case Sensitive. If the device distinguishes between upper and lower case letters, make
certain the Case Sensitive box is turned On.

Select the box beside Time Out, and set the length of time to wait for a new text string. The Recorder will consider
a transaction comp lete if no new text strings are entered between the last text input and the dwell time out. Adjust the
Time Out dwell from 5 seconds to 15 minutes.
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VA Box

PATH: Event menu > VA Box

List of events that occurs on VA devices
System Event JJ  exceed occupancy Limit = Exceed Vehicle Count
Poopie 2 detnadin ExcoodVeicke

Castora Systen Counng:exceeds et number Coun, exceeds et
Video-Analytics

« |, Social Distancing Violation GO Mask Rule Violation
IDLA o

sogsance
Additional Event
VABox L. Queue Congestion MR VA Loss

Eventhtcars whon congesion s ughwitina dened rea Eventht s when VA Faod o cperl normaly
Setup
VALoss

Apply oK Cancel

VA BOX_ Setup

PATH: Event Menu > VA Box > Setup

You can add a specific event through this setup; however, the event must be enabled in the VA BOX setup under the
Device tab.

Event Settings Condition Actions x
System Event

Camera System
Video-Analytics
IDLA
Additional Event
Setup

VABox

ocvee
@&
b

erwor

5
H

s

;3

Panic Record  None

Default oK Cancel

Select the box under the Event column to display the types of additional events.

Select the box under the Settings column to configure the event

Select the box under Actions to specify which actions to take when an event occurs.

* Record: Specify which cameras to begin linked recording onwhen an event occurs. If the schedule s set to Event or
Time & Event mode, the selected cameras w ill begin linked recordingw hen an eventoccurs.

¢ Alarm-Out: Designate event-triggered alarm-out channels (each for the NVRand camera) and beeps.
* Notify: Configure to be notified of events by Mail, LAN1~5, Push, HTTP, FTP, and/or Alert Window .

* PTZ: Moves the PTZ camera to a specific preset position when an event occurs.

* Event Monitoring: Selects the cameras to monitor w hen an eventoccurs.

NOTE: Inorder to usethe Callbackfeature,the NVNRmustbe registered on the remote program.
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Exceed Occupancy Limit

Event occurs when the In/Out coefficient is detected and the coefficient of the relevant VA Box channel is added in

real time to exceed the specified conditions.

Clicking the + button at the bottom left of the VA Box_Setup window opens the following window.

Add

Event Exceed Occupancy Limit .

Channel 1 - Accept All

ok I

Event: Select the Exceed Occupancy Limit event.
Channel: Select theevent channel to add.
Accept All: Select all channels.

In the VA BOX_Setup window, select the box under the Settings column to configure the Exceed Occupancy Limit

event.

Exceed Occupancy Limit 1 - Settings

>

Max People 50 .

Social Distancing Violation

Max People : An event occurs when a person in the
area in excess of thenumber of peopleset by a
person.

NOTE: Touse the Exceed Occupancy Limit
function, setDV-1304’s People Counting
with Main on the
channel.

Event occurs when the distance is less than the interval that is set by estimating the distance between people by

human detection.

Clicking the + button at the bottom left of the VA Box Setup window opens the following window.

Add

Event Social Distancing Violation .

Channel 4 - I Accept All

ok T
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Event: Select the Social Distancing Violation event.
Channel: Select theevent channel to add.
Accept All: Select all channels.



In the VA BOX_Setup window, select the box under the Settings column to configure the Social Distancing
Violation event.

Sensitivity : The higher the sensitivity value, the
Social Distancing Violation 2 - Settings greater the probability of being detected as an event,
if the distance between people is equal to the step
relative value of the distance between people.
Sensitivity e
10° sec. Ignoring Interval : Event log and remote notification
are not performed for Social Distancing Violation
[ cancel | events detected withina certain period of time after
the event was detected.
NOTE: To use the Social DistancingViolation,
the Social Distancing Violation mustbe
seton that channel.

Ignoring Interval

Mask Rule Violation
The camera detects a face, and events are triggered according to the Mask Rule Violation settings.

Clicking the + button at the bottom left of the VA Box_Setup window opens the following window.
Event: Select the Mask Rule Violation event.

Add Channel: Select theevent channel to add.
vt [ERRIESRET . Accept All: Select all channels.
Channel 1 - Accept All
ok I

Inthe VA BOX_Setup window, select the box under the Settings column to configure the M ask Rule Violation event.
This allows you to set rules for detecting whether a person is wearing a mask, and to trigger an event when a violation
is detected.

— Detection Type : Set the rule type (e.g, Mask or
Mask Rule Violation 1 - Settings Non-Mask)

Ignoring Interval : Event log and remote notification
are not performed for mask rule violation events
Detection Type  Non-Mask - detected within a certain period of time after the event

s

Ignoring Interval 10 . sec. was detected.

m NOTE: Touse the maskruleviolation, the
maskrule violation mustbe set on that

channel.

Queue Congestion
The camera detects queue congestion, and events are triggered according to the Queue Congestion settings.

Clicking the + button at the bottom left of the VA Box Setup window opens the following window.
Event: Select the Queue Congestion event.
Channel: Select theevent channel to add.
Accept All: Select all channels.

Add

Event Queue Congestion -
Channel 4 - Accept All
ok I
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In the VA BOX_Setup window, select the box under the Settings column to configure the Queue Congestion event.
Set the congestion level to trigger alerts based on real-time queue detection.
High Congestion: Set a high congestion level for each

Queue Congestion 4 - Settings selected area. You can check the information analyzed
based on values that exceed the set level in the remote
program.

High Congestion > 4° ) ) ) )
] A = Mid Congestion: Set a mid congestion level for each
Mid Congestion > 25 . .
b selected area. You can check the information analyzed
Min. Dwell Time 0, sec.

based on values that exceed the set level in the remote
program.
When queue exceeds 'High Congestion', the event triggers.
[ cancel | Min. Dwell Time: Sets the minimum dwell time
required for an event to occur in a designated area. An
event will only be triggered when both the specified
number of people and the minimum dwell time are met.
Brief stops or transient movements will not be
considered in the event-triggering conditions.

NOTE: The event occurs only when the High
Congestion function is enabled.

Exceed Vehicle Count

The system detects vehicles and counts their In/Out numbers. An event is triggered when the total count, calculated in
real time by summing the counts from the related VA BOX channels, exceeds the defined threshold.

Clicking the + button at the bottom left of the VA Box Setup window opens the following window.
Event: Select the Exceed Vehicle Count event.
Channel: Select theevent channel to add.
Accept All: Select all channels.

Add

Event  Exceed Vehicle Count -
Channel 2 + [JAcceptAll
ok T

In the VA BOX_Setup window, select the box under the Settings column to configure the Exceed Vehicle Count
event.

e — Max Number of Vehicles: An event is triggered when
Exceed Vehicle Count 2 - Settings the number of vehicles in the area exceeds the
configured limit.

NOTE: Touse the Exceed Vehicle Count
function, setDV-1304’s Exceed Vehicle
Count to Main on the channel.

>

Max Number of Vehicles 50

4

86



VA BOX VA loss
PATH: Event Menu > VA Box > VA Loss

System Event L - -
2 |20sec.
Camera System 3 |20sec.
1 4 20sec.
Video-Analytics IR
DLA 6 20sec.
7 |20sec.
Additional Event 8 20sec.
VABox O
10 |20sec.
setup n20sec.
12 20sec.
VA Loss TR
1 20sec.
15 20sec.
16 20sec.

Default Apply oK Cancel

Select the box under the Activation Time column to specify how long the VA loss must last for it to be considered an
event. If the VA loss does not persist for the specified duration, it will not be considered an event.

Select the box under Actions to specify which actions to take when an event occurs.

* Record: Specify which cameras to begin linked recording onwhen an event occurs. If the schedule s set to Event or
Time & Event mode, the selected cameras w ill begin linked recording w hen an eventoccurs.

¢ Alarm-Out: Designate event-triggered alarm-out channels (each for the NVRand camera) and beeps.

* Notify: Configure to be notified of events by Mail, LAN1~5, Push, HTTP, FTP, and/or Alert Window .

* PTZ: Moves the PTZ camera to a specific preset position when an event occurs.

¢ Event Monitoring: Selects the cameras to monitor w hen an event occurs.

NOTE: Inorderto usethe Callbackfeature,the NVNRmustbe registered on the remote program.

Device Setup

Alarm-Out

PATH: Device menu > Alarm-Out

Alarm-Out
set the alarm-out signal output method and schedule

Alarm-Out
Setup Required or inital setup
Schedule Step 1l Setup
i i Tite and source settings for lam out oo
F N
Connector
aPs .
Acceleration
Etc. Devices
VA Box Step 2. Schedule

Alarm Out acton schedule seting

0K Cancel
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Setup
PATH: Device menu > Setup

No. Source Title A Reverse Relay
Alarm-Out . Lyttt - C
2 NVRAO 2 A
Setup
Schedule
Local Audio
Connector
GPS
Acceleration
Ete. Devices
VA Box
Default OK Cancel

Select the box under the Source column to specify the device to use for Alarm-In event.

Each alarm output can be given its own title by selecting the box under the Title heading. Enter the title of each
alarm output.

Select the box under the Reverse Relay column to reverse the alarm-out type of the device set at the source.
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Schedule

PATH: Device menu > Schedule

Dwell Time 5 sec. v

Alarm-Out
Setup No. Day | Range Mode Channels x

1 (Al J 00:00 ~ 24:00 % Event J AO (1, 2), LED (3, 8) | »
Schedule
Local Audio
Connector
GPS
Acceleration
Etc. Devices
VA Box

+

Default 0K Cancel

Click the + icon at the bottom left corner of the screen to add a schedule. You can apply different schedules for
different Days of the week. To delete schedules, check the [xI.

Selecting the box beside Dwell Time allows setting the dwell time of thealarm output. Dwell times range from 5
seconds to 15 minutes.

Select the box under the Title column to designate a name for the alarm-out.
Select the box under the Range column to change the schedule time frame.

Select the box under the Mode column to set the Alarm-out mode.
* Event: Generates an alarm-out w hen an eventoccurs.

* On: Alarm-outis alw ays on.

¢ Off: Alarm-outis alw ays off.

Select the box under the Channels column to configure alarm-out port and beep settings.
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Local Audio

PATH: Device menu > Local Audio

No. Associated Camera

Alarm-Out

Setup

Schedule
Local Audio
Connector
GPS
Acceleration
Etc. Devices

VABoX

Default 0K Cancel

Local audio can be recorded. Select associated cameras toplay.

Connector

PATH: Device menu > Connector

Alarm-Out - No. Connection (Port) x
1 GPS | VIRTUAL | Internal GPS iR
) 2 Acceleration | VIRTUAL | Internal Acceleration T x
Schedule
Local Audio
Acceleration
Etc. Devices
VA Box
+
Default oK Cancel

Click the + icon at the bottom left corner of the screen to add a connection device.

Connection (Port) 3

Device None

Port None

* Device: Selecta connection device supported by the recorder.
¢ Port: Selectthe ports supported by the selected device.

B Depending on the port, you can set the port speed, data, stop,
parity value or LAN port.

NOTE: If the same LANportis being used, awarning
message window will appear: "Same Port Num ber".

NOTE: If you setthe device to internal GPS, internal GPS
datais transmitted to the selected port.
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PATH: Device menu > GPS

Port  Internal GPS
Alarm-Out Type GPRMC
Setup
 Enable Recording
Schedule ¥ Use GPS Time Sync.
Speed Unit  mph
Local Audio > "
Check GPS
Connector
Interval 5 min.
GPS
Acceleration Geofence
Etc. Devices
VABox
Default OK Cancel

The port indicates the remote control device connected in the previous Connector tab. Select the box beside Type.
Internal GPS data typecan be selected from GPRMC and GNRMC.

Select the box beside Product and select from NM EA and TAIP.

Selecting Enable Recording toggles On and Off. When set to On, the Recorder will record the GPS information.

Selecting Use GPS Time Sync toggles On and Off. When set to On, the Recorder will synchronize the time to the
GPS satellite every hour.

Select the box beside Check GPS - Interval to define GPS loss detection time. The Recorder will log and notify
GPS loss if the GPS receiver does not receive any GPS data during the set interval.

Select Geofence... to configure the geofence settings.

ppr— Enter the title under the Title box.
“j‘% Select the square range between Top Left Lat. & Long. and Bottom
2 @ummel (00-00 J Right Lat. & Long. under the Range box.
3 Geofence 3 _ {0.0, 0.0} ~ {0.0, 0.0} .
fe . {00,003~{0.0,00} .
B G e NOTE: This feature can be usedfrom Record >Control and
6 | Geofence6 |  {0.0,0.0}~{0.0,0.0} _ -
7 G::I::Zz7 | {00,00)-{0.0,005 Netw ork >Wi-Fi> Mode.
8 | Geofence8 |  {0.0,0.0}~{0.0,00} |-
| cancel |
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Acceleration

PATH: Device menu > Acceleration

Alarm-Out

Setup

Schedule

Local Audio

Connector

GPS

Acceleration

Etc. Devices

VA Box

Orientation

Port  Internal Acceleration

Use Armows to match the orientation of the installed

Recorder

Threshold

Default

X (Front)
Y

Z(Down)

0620 ;
0620 ©
1620 -

fia= : Vehicle

Etc.

Talker D  PIDG

oK Cancel

The port indicates the remote control device connected in the previous Connector tab.

Configure theorientation of the installed Recorder.

Configure the Threshold for X, Y, and Z of an acceleration sensor which is built in the Recorder.
and Z exceeds thedefined threshold, the Recorder will trigger an event.

Select Alarm-in No. to react when the acceleration event occurs.

Title and Action can be set in Alarm-in page.

NOTE: For the Notify action to work, the Recorder shouldbe registeredin the IDIS Center.

. When the X, Y,



PATH: Device menu > Etc. Devices

uPs
Alarm-Out
Port
Setup
Schedule
Local Audio
Connector
GPS
Acceleration
Etc. Devices
VABox
Default OK Cancel

¢ Port: Indicates the ups device connected in the previous Connectors tab.
¢ UPS Product: Select ups products.
¢ Netw ork Alarm: A network alarmevent is triggered when a UPS fault occurs.

YA Box
PATH: Device menu > VA Box

VA Box

Alarm-Out ‘You can analyze images and check the real time analysis results on the client.

Local Audio Required for initial setup

Connector Step 1. Registration

= Scanand g VA Box e
Acceleration r— Q

Etc. Devices

VABox

Registration

Setup Step?. Setup

Regiser the camera foranalyze and check the schedule
Schedule

Maintenance L 4

oK Cancel

By analyzing camera images, y ou can check real-time analysis results from a client program such as the IDIS Center.

NOTE: VA Box can only analyze the video from the camera using H.264 and H.265.
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VA Box_Registration

No. Title | MACAddress. Address Model x
Aaeou 1 VABOX1 _ 00:: C:84 | 169.254.208.251 DVI3M4 | X
2 VABOX2 2 169.254.208.251 DV-1304 x
Local Audio 3 VABOX3 169.254.208.251 Ov:1304 | X
4 VABOX4 i 169.254.208.251 Dvass | X
Connector 1
aps
Acceleration
Etc. Devices
VABox l
Registration
Setwp
Schedule
Maintenance cen)
oK Cancel

e Title: Edit the VA Box’sname.

e MAC Address: Displays the VA Box’s MAC address registered to the NVR.
¢ Address: Displays the VA Box’s IP address registered to the NVR.

¢ Model: Indicates the VA Box's model.

* Scan: Select to scan andregisterthe device connected to the NVR.

Device Scan
PATH: Device menu > VA Box > Registration > Scanbutton
VA Box - Device Scan
Protacol
Hode
L LN MAC Address Address Model Registered Device MAC Address Status

Add VA Box Cancel

* No.: Select the number of the registered VA Box and click the Add Box buttontoregister the camera.

e MAC Address: Displays the scanned device’s MAC address.

¢ Address: Displays the scanned device's IP address.

* Model: Indicates the devicemodel.

¢ Registered Device MAC Address: Displays the MAC address of the NVR to have registered VA Box.

¢ Status: “Registered” indicates the VA Box isregistered to the NVR and “Not registered” indicatesthe VA Box is not registered
tothe NVR.



VA Box_Setup

Alarm-Out

Local Audio

Connector

@PS

Acceleration

Etc. Devices

VABox

Registration

Setup
Schedule

Maintenance

No. |

¥
2
3
4

Title
VABOX1
VABOX2
VABOX3
VABOX4

| Model
DV-1304
DV-1304
DV-1304
DV-1304

Camera

L CAML(IDLA Ca..

3.CAMS (DLA Ca..

2.cAM2(DLACR..
Lcamoiaca.. |

Analytic Type Configuration | Reset |
People Counting>1 _ | Reset _
| Social Distancing Violation_

Mask Rule Violation

Vehicle Counting >4 _

Total VA Throughput : 1.0 (Max. : 16.0)

OK Cancel

¢ Title: Displaysthe name ofa VA Box.

* Model: Indicates the VA Box’s model. The video analytics may not be supported depending on the model.

* Camera: Select the camera to analyze the video. Only one cameracan be set foreach VA Box channel.

* Reset: Resetsthe port or VA Box.
— PoEReset: Controlthe PoE Switch’s port. This option is available when connectingto Video In/PoE port or using a DirectIP

PoE Switch (optional). Select PoE Reset toreboot VA Box.

— Soft Reset: Reboots VA Box. Use a client program such as IDIS Centerto check theanalysis results.

¢ Analytic Type:

-DV-1304 : Select one among People Counting, Vehicle Counting, HeatMap, Social Distancing Violation, Mask Rule Violation
and Queue Monitoring.
-DV-1304-A : Select one among Object Detection, Intrusion, Loitering, Line Crossing, Face Detection and Crowd Detection.

<Types of Video Analytics >

People Counting

Count the number of people passing through the line on thelive screen.

People Counting
Main  VABOX1

VA Box 1 - Analytic Type

OK Cancel

Right-click on the Line Setup screen to bring up the People Counting
Menu.
* Main : Aggregate the total number of people by sending the counts to the

desired channel. A channel designated as Main canuse the Exceed
Occupancy Limit event.

* Boundary: Set a virtual border to count the floating population.

NOTE: Depending on the location of the boundary, the number of
people may be incorrectly calculated.

* Save: Save the changes and exit the menu.
* Cancel: Exit thesetup screen without saving the changes.
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Configuration 1 Click the box under the Configuration column to set the
environment of People Counting. Youcan select People
Btiosls:sobisct ity Countingas the video analysis type, and then select Settings.
* Motionless Object Filter: Detect a specific fixed
object in an indoor space. However, it is
recommended to use this setting only in
environments with minimal movement, and it is not

Threshold: You can set a reference value that can be recoanized as a person in the image, recommended when People Counting events are
Counting Position Settings: Count when the set object’s position passes the crossing line, enabled

* Threshold : Set the reference value that can be

People Counting

Threshold = ——— 30 . %

Counting Position Settings Lower side of object

recognized as a person in the image.

Counting positionsetting: Set the position of the
reference point ofa person to count the number of
peoplepassing through the boundary.

Vehicle Counting
Count the number of vehicles passing through the line on the live screen.

Right-click on the Line Setup screen to bring up the Vehicle Counting

- Analytic Type

menu.

¢ Main : Aggregate the total number of vehicles by sending the counts tothe
desired channel. A channel designated as Main canuse the Vehicle
Countingevent.

¢ Boundary:Set a virtual border to count the number of passing vehicles.

NOTE: Depending on the location of the boundary, the number of
passing vehicles may be incorrectly calculated.

Vehicle Counting -+ [ Linesetup | * Save: Save the changes and exit the menu.
Main [VABOX2 . * Cancel: Exit thesetup screen without saving the changes.
OK Cancel
Configuration 2 Click the box under the Configuration column to set
the environment of Vehicle Counting. Select Vehicle
LTS e Counting as the video analysis type, and then select
Settings.

Vehicle Counting

Threshold = s——— 30

Gounting Positon Sottings  Lower sideofobject  + * Motionless Object Filter: Detect aspecific fixed
object in an indoor space. However, it is
B e A P T T recommended to use this setting only in

environments with minimal movement, and it is not

[ cancel | . .
recommended when Vehicle Counting events are
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enabled.

Threshold : Set the reference value that can be
recognized as a vehicle in the image.

Counting Position Setting: Set the position of the
reference point ofa vehicle to count the number of
vehicles passing through the boundary.



HeatMap

Analyze the movement frequency in the zone of the live screen. Use the left mouse button to define the zone.
Drag and drop the vertex to modify a previously set zone or click on the left mouse button to reset the zone.

HeatMap - Zone Setup

Right-click on the Zone Setup screen to bring up the HeatM ap menu.
® Undo : Return to the previously set zone.

* Save: Save the changes and exit themenu.

¢ Cancel : Exit thesetup screen without saving the changes.

NOTE: Lines cannot cross when setting the zone.

Motionless Object Filter

HeatMap
¥ Cooldown 60 minute .
Record Duration 10 minute

Threshold e e—————— 30 . %

You can set a reference value that can be recognized as a person in the image.

Social Distancing Violation

Click the box under the Configuration column to set the

environment of HeatM ap. Select HeatM ap as the video
analysis ty pe, and then select Settings.

Motionless Object Filter: Detect a specific fixed
object in an indoor space. However, it is
recommended to use this setting only in environments
with minimal movement, and it is not recommended
when Loitering events are enabled.

Cooldown : Indicate on the screen the HeatM ap
information recorded before Cooldown.

Record Duration : Set the recording interval to save
the HeatM ap data.

Threshold : Set the reference value that can be
recognized as a person in the image.

Violation event occurs when the distance between detected people in the set area of the image is estimated and
analyzed, and the distance is less than the set interval. Use the left mouse button to define the zone. Drag and drop the
vertex to modify a previously set zone, or click the left mouse button to reset the zone.

Social Distancing Violation . Zone Setup

OK Cancel

Right-click on the Zone Setup screen to bring up the Social
Distancing Violation menu.

® Undo : Return to the previously set zone.
* Save: Save the changes and exit themenu.
¢ Cancel : Exit thesetup screen without saving the changes.

NOTE: Lines cannot cross when setting the zone.
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Configuration 3

[IMotionless Object Filter

Social Distancing Violation

Threshold s

30,

%

You can set a reference value to be used for identifying an object in the image.

Mask Rule Violation

Click the box under the Configuration column to set the
environment of Social Distancing Violation. Select Social
Distancing Violation as the video analysis type, and then select
Settings.

* Motionless Object Filter : Detect a specific fixed object in an
indoor space. However, it is recommended to use this setting
only in environments with minimal movement, and it is not
recommended when Social Distancing Violation events are
enabled.

* Threshold : Set the reference value that can be recognized as
a person in the image.

The camera detects the face, and events occur according to the mask-wearing rule set on the face. Use the left mouse

button to define the zone. Drag and drop the vertex to modify apreviously set zone, or click the left mouse button to

reset the zone.

VA Box 3 - Analytic Type

Mask Rule Violation .

0K

Cancel

Configuration 4

Motionless Object Filter

Mask Rule Violation

Threshold se— — 50 *

%

You can set a reference value to be used for identifying an object in the image.
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Right-click on the Zone Setup screen to bring up the M ask Rule
Violation menu.

® Undo : Return to the previously set zone.
® Save: Save the changes and exit themenu.
¢ Cancel : Exit thesetup screen without saving the changes.

NOTE: Lines cannot cross when setting the zone.

Click the box under the Configuration column to set the
environment of M ask Rule Violation. Select M ask Rule
Violation as the video analysis type, and then select Settings.

Motionless Object Filter : Detect a specific fixed object in an
indoor space. However, it is recommended to use this setting
only in environments with minimal movement, and it is not
recommended when M ask Rule Violation events are enabled.
Threshold : Set thereference value that can be recognized as a
person in the image.



Queue Monitoring

Congestion for each zoneis determined by monitoring peoplein the queue within the zone on the live screen.

Use the left mouse button to define the zone. Drag and drop the vertex to modify a previously set zone, or click the
left mouse button to reset the zone.

Right-click on the Zone Setup screen to bring up the Queue
M onitoringmenu.

® Delete : Delete the zone selected in theimage.

* Undo : Return to the previously set zone.

¢ Edit name: Set the nameof the zone.

® Save: Savethe changes and exit the menu.

¢ Cancel : Exit thesetup screen without saving the changes.

VA Box 4 - Analytic Type

NOTE: Lines cannot cross when setting the zone.

Queue Monitoring Zone Setup
[ cancel |
Configuration 4 Click the box under the Configuration column to set the
environment of Queue M onitoring Violation. Select Queue
Hoterless Ot e M onitoringas the video analysis ty pe, and then select Settings.
Queue Monitoring
Threshold| e R % * Motionless Object Filter : Detect a specific fixed object in an

indoor space. However, it is recommended to use this setting

only in environments with minimal movement, and it is not
recommended when Queue M onitoringevents are enabled.
Threshold : Set thereference value that can be recognized as a
person in the image.

You can set a reference value to be used for identifying an object in the image.

Object Detection
Object Detection technology detects an object (human, vehicle) in thezone set by the user.

Drag and drop the vertex to modify a previously set zone or click on the left mouse button to reset the zone

Right-click on the Zone Setup screen to bring up the
Object Detection menu.

NOTE: Lines cannot cross when setting the zone.

Object Detection - Zone Setup
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Configuration 2

[IMotionless Object Filter

Intrusion

Threshold = e———— 30 . %

You can set a reference value to be used for identifying an object in the image.

Cancel

Intrusion

Click the box under the Configuration column to set
the environment of Object Detection. Select Object
Detection as the video analysis type, and then select
Settings.

* Motionless Object Filter : Detect a specific fixed
object in an indoor space. However, it is
recommended to use this settingonly in
environments with minimal movement, and it is not
recommended when Loitering events are enabled.

* Threshold : Set the reference value that can be
recognized as an object in the image.

Set direction options (In, Out, In/Out) to detect an object (human, vehicle) entering or leaving the zone.

Drag and drop the vertex to modify a previously set zone or click on the left mouse button to reset the zone.

Intrusion = Zone Setup

Configuration 2

[IMotionless Object Filter

Intrusion
Threshold e s— 30 = %

You can set a reference value to be used for identifying an object in the image.

Cancel
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Right-click on the Zone Setup screen to bring up the
Intrusion menu.

NOTE: Lines cannot cross when setting the zone.

Click the box under the Configuration column to set the
environment of Intrusion. Select Intrusion as the video
analysis type, and then select Settings.

* Motionless Object Filter : Detect a specific fixed object
in an indoor space. However, it is recommended to use
this settingonly in environments with minimal
movement, and it is not recommended when Intrusion
events are enabled.

¢ Threshold : Set the reference value that can be
recognized as an object in the image.



Loitering

Loitering detection technology detects an object (human, vehicle) that stays longer than the set time.

Drag and drop the vertex to modify a previously set zone or click on the left mouse button to reset the zone.

Loitering < Zone Setup

Configuration 3

[ Motionless Object Filter

Loitering

Threshold = — 30 [ %

You can set a reference value to be used for identifying an object in the image.

Line Crossing

Right-click on the Zone Setup screen to bring up the
Loitering menu.

NOTE: Lines cannot cross when setting the zone.

Click the box under the Configuration column to set the
environment of Loitering. Select Loitering as the video
analysis type, and then select Settings.

* Motionless Object Filter : Detect a specific fixed object
in an indoor space. However, it is recommended to use
this settingonly in environments with minimal
movement, and it is not recommended when Loitering
events are enabled.

* Threshold : Set the reference value that can be
recognized as an object in the image.

Set direction options (In, Out, In/Out) to detect an object (human or vehicle) that crosses a pre-defined line.

Click the left mouse button to reset the line

Loitering - Zone Setup

Right-click on the Zone Setup screen to bring up the Line
Crossingmenu.

NOTE: Lines cannot cross when setting the zone.
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Configuration 4 Click the box under the Configuration column to set the
environment of Line Crossing. Select Line Crossing as the
Motionless Object Fitter video analysis type, and then select Settings.

kel * Motionless Object Filter : Detect a specific fixed object
in an indoor space. However, it is recommended to use
You can set  rfarence vlus to be used far danifing an object i the image. this settingonly in environments with minimal
movement, and it is not recommended when Line
Crossingevents are enabled.
* Threshold : Set the reference value that can be
recognized as an object in the image.

Threshold =  s— 30 . %

Face Detection
Face detection technology analyzes faces in an image. Drag and drop the vertex to modify a previously set zone, or
click the left mouse button to reset the zone

Right-click on the Zone Setup screen to bring up the Face
Detection menu.

NOTE: Lines cannot cross when setting the zone.

Face Detection - Zone Setup
[ cancel |
Configuration 4 Click the box under the Configuration column to set the
environment of Face Detection. Select Face Detection as
I Motionless Obiect Fiter the video analysis type, and then select Settings.

Face Detection

* Motionless Object Filter : Detect a specific fixed object
Threshold e s 505 % in an indoor space. However, it is recommended to use
this settingonly in environments with minimal
movement, and it is not recommended when Face
Detection events are enabled.

* Threshold : Set thereference value that can be
recognized as a person in the image.

You can set a reference value to be used for identifying an object in the image.
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Crowd Detection
Detects crowding within the defined area of the video.
Drag and drop a vertex to modify an existing zone, or click the left mouse button to reset the zone.

Right-click on the Zone Setup screen to bring up the
Crowd Detection menu.

NOTE: Lines cannot cross when setting the zone.

LZonel

Crowd Detection .

OK Cancel

guration 1 Click the box under the Configuration column to set the
environment of Crowd Detection. Select Crowd
Detection as the video analysis ty pe, and then select

Motionless Object Filter

Settings.

* Motionless Object Filter : Detect a specific fixed
object in an indoorspace. However, it is recommended
to usethis settingonly in environments with minimal
movement, and it is not recommended when Crowd
Detection events are enabled.

VA Box_Schedule

Configure theschedule of the VA Box. Select the+ button on the bottom left of the screen to add a schedule. Select
Day to specify the Day setting or select All. Select Scope to specify the time frame.

No. | Day Range VA Box x
1A 00:00 ~ 24:00 B VABoX: 1-16 x

Alarm-Out
Local Audio
Connector
@PS
Acceleration
Etc. Devices
VABox

Registration

setup

Schedule

Maintenance

Default oK Cancel

NOTE: Deleting the schedules stops the real-time video analysis.
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VA Box_Maintenance

When using NetFS, select Firmware Upgrade. You can select USB storage or NetFS. If not using NetFS, you can
select USB storage only. Select USB storage to display USB search window and then select the corresponding

upgrade package from the storage device connected tothe NVR’s USB port. After selecting an up grade package,
select Apply toupgrade the VA Box.

No. Product Version Firmware Upgrade | x
Alarm-Out 1 DV-1304 280 BETA i
2 DV-1304 28.0BETA
Local Audio 3 DV-1304 28.0BETA
4 DV-1304 280BETA

Connector

GPS

Acceleration

Etc. Devices

VABox

Registration

Setup
Schedule

Maintenance

OK Cancel

NOTE: if an upgrade attempt fails, an upgrade failure message will be displayed. Referto Error Code
Types for more details

The VA Box willrebootafterthe upgrade and then reconnect automatically.
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Network Setup
General

PATH: Network menu > General

Remote Audio Channel ~ Select From Client
General ] Enable SSL for Transfering Data
IDIS Web .
Network Bandwidth Limit

WAN

Bilrate 50.0 Mbps
VIN Burst 200000 5 [ (200.00 kB)
Latency 50 - B (50 ms)

MTU 1500 - = (1500 B)
FEN

NelFsS DirectNDC

RISE [ Use DirectNDC

Firewall

NAT

a
a
S
oy
&
@
&,
b
=

g
5

:a

OK Cancel

The Recorder supportstwo-way audio communication between a local systemand a PC running IDIS Center.
Selecting the box beside Remote Audio Channel selects the audio channel that sends audio to the remote site.
Selecting Select From Client will send audio of the channel selected from IDIS Center.

NOTE: Dependingon network conditions, audio mightbe interrupted or outof synchronizationduring
transmission.

Select Enable SSL for Transferring Data to toggle between Onand Off. When it is On, the security of data
except video and audio transmitted for remote monitoring or remote recording can be enhanced by using the SSL
(Secure Sockets Layer) authentication. When using the SSL function, the Recorder cannot be connected with a remote
program which does not support the SSL function.

CAUTION: * The remote connection will be disconnected temporarily after changing the SSL
settings.
* If using the SSL feature, it will not be possible to connect tothe NVR from a remote
program or a network keyboard that does not support SSL.

NOTE: This product includes s oftware developedby the OpenSSL Project for use in the OpenSSL Toolkit
(http://lwww.openssl.org/).

Select Network Bandwidth Limit to configure the network bandwidth sent to the remote locale.
* Bitrate: Set the size of the bandw idth.

¢ Burst: Set the burst-byte or buffer byte size.

¢ Latency: Setthe latency.

* MTU: Set the maximum transmission unit (MTU).

NOTE: If you configured Network Bandwidth Limit, the live videomaynot display smoothly in aremote
program.

Select Use DirectNDC(Direct Network Display Control) button to toggle between On and Off. You can change the
settings if Use DirectNDC is enabled. Direct NDC service allows you to access the NVR and control it remotely using
a PC or mobile devices via Ethernet.

¢ Port: Configure the port number of the DirectNDC server.

* Passw ord: Configure the Password to connect to the NVR froma remote locale.
NOTE: Up tothreeusersatatime can access aNVRremotely via DirectNDC service.

105


http://www.openssl.org/

IDIS Web

PATH: Network menu > IDIS Web

¥ Use IDIS Web Service

General IDIS Web Port 12088 ; (= (1024 ~ 65535)

IDIS Web Expose HTTP server's banner

WAN SSLITLS

VIN Use

FEN

NetFS

RTSP

Firewall

NAT

0K Cancel

Select Use IDIS Web Service to toggle between On and Off. When on, IDIS Web server is enabled.

Select the box beside IDIS Web Port and set a port number between 1024 and 65535 by using the Up and Down
arrow. The port number can also be entered using the virtual keyboard.

Select Expose HTTP server’s banner to toggle between On and Off. When on, Expose server information in
HTTP headers.

Select Use to toggle between On and Off. When connecting to IDIS Web Service, the way of HT TPS communication
is enabled.
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WAN

Designate the IP address type as IPv4_None, IPv4_ IPv4_Manual, IPv4_DHCP, IPv6_None or
IPv6_Linklocal.

PATH: Network menu> WAN > Ipv4 > None

® IPV4 1Pve
General Pv4
IDIS Web Type
N
Test
NetFS
RTSP
Firewall Remote Port 8200 . ) (1024~ 65535)
NAT Use UPnP
Ping Test 1
Trace Route Test il
Apply 0K Cancel
Select None and then save to disable IPv4 mode.
PATH: Network menu > WAN > Ipv4 > Manual
@ 1Pva 1Pv6
General 1PV
IDIS Web Type Manual
WAN MAC Address 4C:CC:6A:2B:F4:B1
- IP Address 192.168.1.129 =l =]
Subnet Mask 265.255.255.0 i@
Gateway 192.168.1.254 g
FEN DNS Server 8888 @ Test
NelFs
RTSP
el Remote Port 8200 5 B (1024~ 65535)
o L] Use UPRP
Ping Test
Trace Route Test
oK Cancel

Set Typeto Manual.

NOTE: Manuallets you configure related settings manually. Configure IP Address, Gateway, and
Subnet M ask s ettings manually usingthe remote control's arrow buttons or the virtual keyboard.

When registering NVRw ith the IDIS mobile application, you can easily enter the IP address using the
QR code.

Select theboxbeside DNS Server and set the IP address of the DNS server by usingthe Up and Down arrow. Select
the keyboard symbol tochange the settings.
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Select the box beside Remote Port and set the port number by using the Up and Down arrow. Select the keyboard
symbol to change thesettings. Choose a value between 1024 and 65535. The port number can also be entered
using the virtual keyboard.

Select Ping Test to test the current WAN settings y ou made.

Network Address 192.168.1.254 Default
Test Count 52 Run

Test Result

See More

Transmission Status
Round-Trip Status

1. Enter the IP address of the DVR.
2. Adjust the frequency of the ping test.
3. Select Run to do the test. Thetest resultis displayed.

4. Select Close to exit.

NOTE: Ifusingafirewall, select Change Portto change the portnumberto one that is permitted by the
firewall.

Changing the port temporarily severs the DVR's remote connection.

CAUTION: Remote point IP and port settings on the remote program must also be changed in
order for it to connect to the NVR.

Use UPNnP: To use the UPnP (Universal Plug and Play) feature, select Use UPnP. If using an IP router (or NAT),
UPnP service allows the device to automatically forward the port tothe DVR.

NOTE: This portis usedto access aportthathas aprivate IP address.

In order to use the UPnP service, the IP router (or NAT) must support UPnP port forwarding and have
the relevant options enabled.

Port number cannotbe changed with Use UPnP selected.

Select the Status box to display the port numbers forwarded from the by the IP router (or NAT) to the NVR via
UPnP service..
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Select Trace Route Test. The DVR tries to trace a network path to its destination.

e Route Test
Network Address 192.168.1.254 Default

Max Hop Count 10 o Run

Result

1. Set the network address of the destination.

HwD

Set the maximum number of hops.
Select Run to do the test. The test resultis displayed.

Select Close to exit.

PATH: Network menu > WAN > IPv4 > DHCP

IPv4 1PV

General

IDIS Web Type DHCP

WAN

VIN

1
O]

FEN Test ¥ Auto

NetFs
RTSP
Firowall Remote Port 8200 ;[ (1024 ~ 65535)

NAT Use UPRP.

Ping Test

‘Trace Route Test

ok T

Select DHCP and then Save to retrieve IP address and other network settings automatically from the DHCP server.
Once the network settings have been retrieved, the NVR’s current IP address is displayed in the IP

Address field.

NOTE:

CAUTION:

It may not be possible to retrieve the IP address if there is no DHCP server. If this is the case,
contact

your network administrator.

With DHCP, the NVR's IP address mightchange with each startup.

When registering NVRw ith the IDIS mobile application, you can easily enterthe IP address
using the QRcode.

There is a limit to the number of users allowed to connect remotely at the same time. Contact the
service center for more information.
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PATH: Network menu > WAN > IPv6 > None

IPv4 ®IPV6
General IPV6
IDIS Web Type None v
WAN
VIN Not ready
FEN
NetFS
RTSP
Firewall Remote Port 8200 . 1 (1024 ~ 65535)
NAT Use UPnP
Ping Test o
Trace Route Test o
0K Cancel
Select None and then save to disable IPv6 mode.
PATH: Network menu > WAN > Ipv6 > Manual
IPv4 »IPVe
General IPv6
o wep i
WAN MAC Address 00:03:22:78:F4: 08
IP Address o
VIN = Not ready
Prefix Length 6 2@ (0~128)
Gateway -
FEN DNS Server  2001:4860:4860::8888 2
NetFS
RTSP
Firewall Remote Port 8200 - (1024 ~ 65535)
NAT [ Use UPnP
Ping Test o
Trace Route Test a
Apply oK Cancel

Set Typeto Manual.

NOTE: Manuallets you configure related settings manually. Configure IP Address, Gateway, and
Subnet M ask s ettings manually usingthe remote control's arrow buttons or the virtual keyboard.

When registeringNVRw th the IDIS mobile application, you can easily enter the IP address using the
QR code.
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PATH: Network menu> WAN > Ipv6 > Link-local

1Pv4 IPvé
General IPvé
1DIS Web Pl nkcocal |
WAN
VIN Not ready
FEN DNS Server  fe80::53
NetFS
RTSP
Firewall Remote Port 8200 ; E (1024 ~ 65535)
NAT Use UPnP

Ping Test
Trace Route Test
Apply oK Cancel

Set Typeto Link-local. Configure the Link-local address. It is used by nodes when communicating with neighboring
nodes on the same link.

VIN

PATH: Network menu > VIN

If the camera is networked but not scanned, use this setup. This setup allows you to change the network settingof the
NVR’s VIDEO IN port which is camera’s network environment. Check the camera’s network setting first before y ou
use this setup.

NOTE: Check the camera’s network settingfirstbefore you use this setup
Make sure that this setting does not conflict withthe WAN setting.

IP Settings
General

[ Type Link-local address >

WAN

NetFS
RTSP

Firewall

NAT

Apply 0K Cancel

Selecting Link-local address indicates the default IP address of VIDEO IN port.
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IP Settings
General
1DIS Web L el |
IP Address 192.168.2.129 =
WAN
MAC Address 00:03:22:78:F4:0C
VIN
Gateway 255.255.255.0 =
Subnet Mask 192.168.2.254 .=
i Use NAT(ROUTERIVPN/ETC)
NetFS
RTSP
Firewall
NAT
Apply OK Cancel

Select Manual to enter the IP address and other network settings manually .

IP Settings
General
DIS Web LU orcelient ]
WAN
VIN
FEN ["1 Use NAT(ROUTER/VPN/ETC)

NetFS
RTSP
Firewall

NAT

Apply 0K Cancel

Select DHCP Client to retrieve an IP address and other network settings automatically from a DHCP server.

IP Settings
General
g R ovopserver |
WAN
FEN DHCP Server Duplication Check
NetFS Server Status

RTSP

Firewall

NAT

Apply 0K Cancel
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Select DHCP Server to make the NVR run as a DHCP server. Check if there is another DHCP server on the same

network. If there is no DHCP server, this option is enabled. The NVR allocates an IP address automatically in the
range of 10.10.0.128 to 10.10.254.254 by using DHCP to the camera connected to theNVR’s VIDEO IN port.

Select Server Status to show client's M AC address, IP address, and expiration period.

NOTE:

When several NVRs exist in the same network, only one of NVRs has to berunas aDHCP server. If

several DHCP servers are running, the redundant IP may be allocated to the camera.

PATH: Network menu > Wi-Fi

¥ Use (Atheros QCA988X)
General Status  Mode: Not In Use
IDIS Web @ Access Point
WAN Frequency 5GHz

SSID  DR16_0120-244-011

| Hide

Security WPA/WPA2-PSK
FEN Cipher Type  AES

VIN

NetFs Password

RTSP
Advanced Setup

Firewall

NAT

Apply 0K

If the Wi-Fi M odule is not connected, the entire entry is disabled.

Select Use touse the Wi-Fi function. The connected Wi-Fi module information is displayed beside.

* Access Point Setup

NOTE:

Frequency: Choose 2.4GHz or SGHz.

SSID: Choose SSID to be displayed.

Hide: Check to hide when searching,

Security/Cipher: Choose the encryption method.
Setup: Set the RADIUS server connection information.
Password: Set the password.

Advanced Setup: Set the network.

Client

_ [1Show

Cancel

Initially, it operates in AccessPoint mode. When it is setto Geofence, it operates in Client mode.
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I Use (Atheros QCA988X)
General Status  Mode: Not In Use

IDIS Web Access Point @ Client

WAN
ssiD _ sean

VIN

Security WPA/WPA2-PSK
FEN Cipher Type  AES
NetFS Password - [ show

RTSP
Advanced Setup

Firewall

NAT

Apply 0K Cancel

* ClientSetup
— SSID: Select SSID for the AP (Access Point) connection.
Security/Cipher Type: Choose the encry ption method for the AP connection.
— Setup: Set the RADIUS server connection information.
Password: Set the password for the AP connection.
Advanced Setup: Set the network.

Click Scan to search and display thelist of available access points. Select one from the list, then SSID, Security
and Cipher are automatically determined.

« Status: Displays the current operation mode and connection status.

NOTE: Initially, it operatesin AccessPoint mode. When itis setto Geofence, it operates in Client mode.

EEN

PATH: Network menu > FEN

Use FEN

General

IDIS Web

Not Using
WAN

VIN

FEN
NetFS

RTSP

Firewall

NAT

Apply 0K Cancel

Select Use FEN to toggle between On and Off.

NOTE: FENis the technology that automatically sets up Recorder to work seamlessly for remote viewing via
the network internet connection. For FEN to work, namingthe Recorder will be required.

Select the box beside FEN Server enter the IP address or domain name of the FEN server.

NOTE: Obtain the IP Addressor domainname of the FEN Server from the network administrator.
Use the domainname instead of IP address if alreadyset up the DNS Server.

114



Select the box beside Port and set the port number of the FEN server using the Up and Down arrow buttonsto increase
or decrease the numbers. Select the keyboard symbol to change the settings. The factory default port setting is 10088.

Select the box beside FEN Name and enter the Recorder name to be registered on the FEN server.

Select the Check box to check whether or not the name entered can be used.

NetFS

PATH: Network menu > NetFS

It allows youtoregister NetFS sites for the following functions:

¢ Upload or download of files for up grade, import/export of a setup file, or log export on an FTP site or from an FTP
site. Related settings are as follows:
2 (Setup) in the live monitoring mode > System menu > General tab > Upgrade, Import, Export, or System
Log - Self-Diagnosis Exportsetting,
(Setup) in the live monitoring mode > System menu > Self-Diagnosis Exportsetting

NOTE: FileZillaand smallFtp serversare currently s upported.
This featureis s upported onlyin the passive mode ofan FTP site.

Use NetFS
General

IDIS Web No. | Title Use ] Site X

WAN

VIN

RTSP

Firewall

NAT

Apply 0K Cancel

Highlight Use NetFS to toggle between On and Off. Click the icon at the bottom of the list to add up to 16 FTP
sites.

The Title box displays the NetFS site name. Usethe virtual keyboard to enter the name.

The Use box allows youto select the usage of the NetFS function.

e N/A — Tt disables the NetFS function.

e ALL —TItenables all NetFS functions.

* Upgrade —1It allows youto use the up grade file uploaded on the NetFS site.

» Setup — It allows youto import or export a setup file uploaded on the NetFS site.
» System Log — It allows youto save system log on the NetFS site.

The Site box displays the NetFS site information.

The ® box allows you to delete a NetFS site.

NOTE: When youdelete an FTP site inthe NetFS setup screen onthe Network menu, the FTP site inthe FTPsetup
screenonthe Notification menu will be deleted, too.
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When you change the usage to other than ALL, an FTP notification functionwill be disabled.

er Enter information about the NetFS site using the virtual keyboard and
e 1P . then click the Testbutton to test the current NetFS site.

Title  SITEL
Address
Port 208 (1~655%)
Remote path

: Type: Select the NetFS type.

pums « Title: Enter the NetFSsite name using the virtual keyboard.

me—m ° Address:Enterthe NetFS address using the virtual keyboard.

» Port: Configure the port to connect to the NetFS site.

* Remote path: Enter a folder path to the NetFS siteusing the virtual
keyboard.

» User/Password: Enter theuser and password to access the NetFS
site using the virtual keyboard.

» Test: Test the current NetFS site settings you have entered.

PATH: Network menu > RTSP

¥ Use RTSP

General a
RTSP Port 554 - & (1~ 65535)

IDIS Web Max Session Count 10 .=

WAN RTP Port

RTP Start Port 16001 , =

VIN 4
RTPEndPort 17000 5 E

(1024 ~ 65535)

RTSP

Firewall

NAT

Apply 0K Cancel

Select Use RTSP (Real-Time Streaming Protocol) to toggle between On and Off. You will be able to change the
settings if Enable RTSP is enabled.

Select the box beside RTSP Port. Set the port number of the RTSP server obtained from y our sy stem administrator.

Select the box beside RTP StartPort. Set the start port number of the RTP server obtained from your sy stem
administrator.

Select thebox beside RTP End Port. Set the end port number of the RTP server obtained from your system
administrator.

NOTE When using NAT (Network Address Translation) or firewall services, opening all UDP ports allows you

to access aRecorderusing iOS and Android devices.

You can access aremote Recorder and monitor live videoimages using media players, suchas VLC
Player, supporting RTSP service. Startthe media player on yourlocal PC and enter

“rtsp://ID:Pas sword@IP address:RTSP port number/trackiD=‘channel number’”,or start Internet
Explorer on your mobile devices and enter “http://IP address:Webguard port number/”.

Some media players mightplay vide o properly depending on network conditions.
RTSP service mightnot be supported, dependingon the type of media player.
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Eirewall

PATH: Network menu > Firewall

[T Use Firewall
General

— T 2

0K Cancel

Setting up a customized firewall rule set, it allows or denies access such as specific M AC address, IP address and
receiving network port ofthe NVR.

Select Use Firewall to activate firewall function. Click the + icon at the bottom of the list to set up a firewall rule.

o .| « Title: Edit the name of'the rule.
m.‘}E %wmnm .| « Type: Set theIP address, the M AC address or the network port.
: ~| < Action: Select which actions to apply this firewall rule to.
Pl -Drop: Discard the packet that matches all the specified conditions.

-Reject: Deny the packet that matches all the specified conditions and send
back an ACK packet telling it that the "packet was dropped” to the
sender.

-Accept: Allow the packet that matches all the specified conditions.

» Interface: Specify the ethernet interface. It refers to a WAN (Network
Client) or VIN (Video-In)..

e |P: If the type of the rule is set to [Pv4 or within the IPv4 scope, enter the
sending IP address.

e Port: If the type of the rule is set to port or within the port scope, enter the
receiving network port number of NVR.
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PATH: Network menu > NAT

[l Use NAT
General

M No. Rule s | x
IDIS Web

WAN

VIN

FEN

NetFS

RTSP

Firewall

NAT

OK Cancel

NAT function is to connect to the camera which is internal VIN network from the physically divided WAN
network PC (WebSetup / IDIS Web / IDIS Center program / RTSP).

To connect to the camera WebSetup / IDIS Web / IDIS Center program / RTSP function, youneed to configure the
NAT rule to forward ports from NVR port number to the camera port number.

Select Use NAT to activate NAT function. Click the+ icon at the bottom of the list to set up a NAT rule.

i .+ Title: Edit the name ofthe rule.

g —— .+ Type: Set theIP address, the M AC address or the network port.
- -« Action: Select which actions to apply this NAT rule to.

& i -Port FORWARD: Allow the access by combining an external TCP/UDP

port with an internal port

* Protocol: Set the network protocolto apply therule to.

* Interface: Specify the ethernet interface. It refers to a WAN (Network
Client) or VIN (Video-In)..

e |P: If the type of the rule is set to IPv4 or within the IPv4 scope, enter the
sending IP address.

e Port: If the type of the rule is set to port or within the port scope, enter the
receiving network port number of NVR.

NOTE: Itis notpossible to setan interface from VIN to WAN direction.
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Notification Setup

Schedule

PATH: Notification menu > Schedule

Schedule

Callback

[ ]
<
e

HTTP

No. | Day Range Notify x
1Al | 00:00-24:00 21/1), &1-5 0212, &
+ Summary Email Interval - Never
Default oK Cancel

Select the toadd a schedule. Selecting theboxes under the Column heading allows editing the information in

those boxes.

The Day box allows selection of the days that the notification schedule will be active. The choices are: Sun, Mon,
Tue, Wed, Thu, Fri, Sat, M~F, Hol and All.

The Range box allows setting the time that the notification schedule will be active in 15-minute increments from

00:00 to 24:00.

Select the desired box under the Notify heading, and the Schedule Notify menu appears.

Schedule 1 : Notification

m Notfcation |
i Mail (1/1)

VILAN1: <None>

VILAN2: <None>

VILAN3: <None>

¥ LAN4: <None>

VILANS : <None>

VIHTTP (2/2)

I Summary

Toggle the entire list On and Off by selecting Notification. Toggle the individual
items On and Off by selecting that item. Select OK to accept the changes.

NOTE: For the Notify action, the notify item selected shouldbe enabled in
the Notification setupscreenand the Recorder shouldbe registeredin the
IDIS Center.

NOTE: The Notify actionfor system events made in the System - M onitoring
setup screenonthe System menu is not affected by the Notification Schedule
settings.

Highlight the box beside Summary Email Interval and select the interval for the Recorder to send a summary email.
The Recorder sends an email containing a summary of events detected during the preset interval.
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Callback

PATH: Notification menu > Callback

Schedule M No. Title Address Port

Callback

Mail

o sl N e

HTTP

Default 0K Cancel

Select the title to set the name of Action.
Enter the IP address of the receiving server and set Retry to between 1 and 10 in case of connection failure.

Select the Setup... button at the lower right corner of the screen to configure Callback Retry Policy.

Callback - Setup

Short-Term Retry Policy

Retry 8
Dwell 3> sec.
Long-Term Retry Policy
Use
Max. Queue Size 500 ©

eShort-Term Retry Policy: Configure short-term policy to retry a callback event.
— Retry: Number of times to retry a callback event.

— Dwell: Wait time (in seconds) between retry attempts.

eLong-Term Retry Policy

— Use: Configure long-term policy to retry acallback event.

— Retry: Number of times to retry a callback event.

— Dwell: Wait time (in minutes) between retry attempts.

— Check Interval: Interval time (in minutes) to check failover.

NOTE: Ina general wired network communication environment, notawireless (mobile) / satellite
communication environment where communications failures are frequent, long-termretry policies
(LTRPs) are notrequired, except for particular cases.

*Max. Queue Size: Determine the maximum number that can be processingevents. You can limit from 300 to
1000 queues.
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PATH: Notification menu > Mail

Schedule - |m Recipient Attach Type
J Default Group . None
Callback
Group o + Mail o SMTP Setup
Attach Type Setup_
Default 0K Cancel
Select the Group . toadd arecipient group and select theimage file format attached to an email.

A virtual keyboard appears allowing you to enter the Group name. You can
select between CBF and M P4. When selecting CBF, the NVR will attach an
event detected video clip to an email. When selecting M P4, the NVR will

New Group

LT mai g ]

Sl o attach the event detected image file (M P4 format) to an email.
0K Cancel

NOTE: Be careful when interconnecting with 3rd-party solutions and
systems, since email notification is a Best-effortservice, not a Guarantee
service.
NOTE: Email notification does not guarantee realtime due to SMTP
protocol.

Select the +Mail - toadd a mail recipient.

—— Select the group name and then assign the Group to Recipient. Enter the
roup it Grovp - recipient's e-mail address and mail server provider. Select the * icon to
ane . select the mail server provider from a list of registered SM TP mail server
st o -*  providers.

[ coco |

NOTE: The e-mail address must include the “@” character to be a valid
address.

Select the Attach Type to attach event recordings to outgoing mails to an
account that belongs to that group.
Select the X icon to remove the account and added group.
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Select the SMTP Setup...

box, and the SMTP Setup screen appears.

SMTP Setup

Type
SMTP Server
Port 257
Use SSLTLS  None
Authentication  <None>

Sender

Default

Test _

Select the box beside Type and select between Manual and listed SMTP
mail server providers.

Select the box beside SMTP Server, enter the IP address or domain
name of the SM TP server.

NOTE: If you have configured the DNS Server setting under
Network - WAN, you can enter the STMP server's domain name
insteadof its IP address in the SMTP Serverfield.

NOTE: Address entered under Sender must be in the correct email
formatand include the @ symbol.

Select the box beside Port and enter the SM TP Server port number by using the Up and Down arrows. The default

port number is 25.

Select Use SSL/TLS to toggle between On and Off. When On, the Recorder can send an email via an SM TP server
requiring SSL (Secure Sockets Layer) authentication.

Select the box beside Authentication and an Authentication screen appears. Select Use
to toggle between On and Off. Select the box beside User/Password and enter the user
ID and password.

Select OK to apply and exit.

NOTE: This product contains content developed by OpenSSL Projectfor use in Open SSL Toolkit
(http://www.openssl.org/).

Select the Attach Type Setup... box, and the Attach Type Setup screen appears.

General
Encoding (File name) BASE64

Priority ~ Sub Stream

MP4 Clip

Duration Time 5 sec.

Default

+ (Max2 MiB)
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Select the box beside Encoding (File name) and set the encoding for the
name of the attached files to BASE64 or PLAIN-TEXT.

Select the box beside Priority, Set the stream video for email and FTP
attached files to Main Stream or Sub Stream.

When sending an e-mail, event recordings will be attached and you can
set the time to record M P4 clips.

NOTE: Event recordings are attached only for the event that the
cameragenerates.



PATH: Notification menu > HTTP

Schedule

Callback

HTTP

Default

x x

oK. Cancel

Notify or forward the events on remote HTTP servers. The event and NVR information are sent to HTTP servers in a

JSON format.

Select the  *

HTTP Notification

Title
Type
Address

SITE1

POST

0000 7
Default

9080 - G (1- 65535)
Path  apilvi/device(0/status
User | admin 2|
Password s =
Data Format  Standard
Include Status System, Device, Date/Time ]

icon, and the HTTP Notification information screen appears.

* Title: Enter the name of the HT TP site.

* Type: Select the request method of an HT TP message.

 Address: Enter the address of HT TP notifications.

« Path: Enter the path of HT TP server address.

» User / Password: Enter the user and password to access the HTTP
site.

 Data Format: Set the data format of transmitted messages.

* Include Status: Select some options for status to include in an HTTP
notifications.

Select the Setup... box, and the HT TP Notification Setup screen appears.

HTTP Notification Setup

+

HTTP Request Parameters
Timeout

Retry

Delay Time (Retry)

_.....
LI

HTTP Notification Attribute

Type STRING
Name
Value

An attribute and parameters must be included when sending the http
requests. When the following window appears, click the + button to set
the HTTP attributes such as the type, name and value.

* HTTP Request Parameters: Set a specific responseto an HTTP
request.
— Timeout: Set the maximum time allowed for connection.
— Retry: Set the number of times to reconnect when a connection
fails.
— Delay Time (Retry): Configure the time interval between each
retry attempt (initial delay between retry attempts)

» Type: Select the corresponding typesuch as BOOL, INT32,
FLOAT32and STRING.

¢ Name: Enter the name of HT TP notification attribute.

¢ Value: Enter the value of HT TP notification attribute.

123



Display Setup
Device
PATH: Display menu > Device

Resolution

Device

Manual Configuration
Resolution 3840 x 2160

Screen
Event Monitoring
Sequence

0sD

* Manual Configuration: Set the resolution manually regardless of the resolution supported by the monitor.
* Resolution: Select from 3840 x 2160, 1920 x 1200, 1920 x 1080, 1680 x 1050 and 1600 x 1200.

Screen
PATH: Display menu > Screen

- Live
svsren =

Device
4 Use BRP (Boost Remote Performance) Mode
cauERs Screen

Priority  Resolution
@  EventMonitoring
Recom
% Sequence Screen Format
B 03D . -
H Skip Blank Group(s) (Live)
o Screen Format(s) to include  1x1, 1x2, 2X1, 1X3, 2X2, 195, 2X3, 197, 3X3, 1p12, 4X4, Setup...
Blank
Default oK Cancel

* Use BRP(BoostRemote Performance) mode : With BRP mode on, the camera full screen does not display in
live mode and the network bandwidth can limit to 100M bps.

* Priority : Select the camera's live stream priority, either resolution or frame rate.

» Skip Blank Groups(s) (Live): Skip theunregistered blank channel groups on thelive screen.

* Screen Format(s)to include: Click the Setup...button to select the screen format to be displayed on the live and
search mode.
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E Monitori
PATH: Display menu > Event Monitoring

Event Monitoring
Device

Mode  Off
Screen

Event Monitoring

Sequence Event Alert

0sD
[luse

Show Event Status - Camera

z
s

&l R

Type x

Default OK Cancel

* Mode: Set the M ode for Event M onitoring, Select 1x1 layout to display the event monitoring in a single screen
sequentially. Select Auto mode to set the event monitoring format automatically

* DisplayDwell: Set the amount of time that the event monitoring is output.

* Suppression Dwell: When a new event monitoring occurs, set the waiting time until the existing monitoring ends
When the time is set to 0, new event monitoring is immediately. When a value of 1 or more, event monitoring
operates after waiting for the specified time.

* Event Alert: With Event Alert selected, the red line appears on the top of the camera screen linking event
monitoring when an event occurs.

* Show Event Status — Camera: Add camera events displayed on the Status > Camera page.

Sequence
PATH: Display menu > Sequence

Sequence
Device

lod
Soreen Mode  Full Sequence
Interval 5 sec.

S ol

Event Monitoring

2
H

i

Default 0K Cancel

* Mode: Select Full Sequence or Cameo Sequence.
¢ Interval: Select between 3 secs and 2 mins.
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PATH: Display menu > OSD

0sD
Device
¥INo. vIPTZ
Screen i e
Event Monitoring I Date Audio
M Time PTZ Zoom
Sequence I Resolution Zoom
0sD I Codec I Network
¥l Freeze & Sequence
¥ Text-In I Screen Group
Display Dwell 107 sec. IFree Space
v User Name
I Background Panel
v GPS
Default 0K Cancel

Set the OSD (On Screen Display) options. The selected information is displayed on the bottom of the screen.

* No.: Display the camera number on the upper left corner of the camera screen.

¢ Title: Display the camera name on the upper left corner of the camera screen.

* Date and Time: Display the date and time.

* PTZ: Displays the @ icon on PTZ cameras.

* Record: Display recording and schedule icons.

* Audio: Display theicon on channels generating audio.

* Text-In: Display strings received from text-in devices.

* Display Dwell: Specify how long to display thetext-in string. Text-in strings are shown on the single screen only.

* PTZ Zoom: Displays thezoom magnification (e.g. x2, x3, etc.)

* Zoom: Display a zoomed in state.

* Network: Display theicon when the unit is connected to a network via Ethernet.

* Freeze & Sequence: Display freeze and sequence icons.

* Screen Group: Display the current screen's group.

* Free Space: Display whether or not the DVR is in the recy cle mode, and displays the available storage space when
not in therecycle mode.

* User Name:Display the current user logged in.

* Background Panel: Display background panel at the bottom of the screen in black.

* GPS: Display GPSinformation on theright side of the screen.
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Status Setup
Camera

PATH: Status menu > Camera

Camera
Device
VABox

System

Storage

Network

BMI¥HFAREDRDR

Close

This screen displays an overview of camera events. When an event occurs, the corresponding channel flashes for 5

seconds.

29 Motion Detection & Trip-Zone

=y Video Loss n Face Detection
& Line Crossing Object Detection

dh Crowd Detection
Device
PATH: Status menu > Device

Camera
Device

VABox
System
Storage

Network

DDD’QE‘:

Close

This screen displays an overview of device events. When an event occurs, the corresponding channel flashes for 5

seconds.

Recording Fail of & Recording Fail of
Main Stream Sub Stream

L] Alarm-In [} Check Alarm-In

NOTE: The twoevents are supportedby someproducts only.

Network Alarm
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VA Box
PATH: Status menu > VA Box

Camera @
Device &
88
VA Box
®
system Py

Storage ® 1]2|3]4

Network

Close

This screen displays an overview of VA Box events. When an event occurs, the corresponding channel flashes for 5
seconds.

@ Exceed Occupancy 28 Social Distancing Violation &> Mask Rule Violation
Limit
[} VA Loss &3 Queue Congestion = Exceed Vehicle Count

System

PATH: Status menu > System

Camera Panic Record

Device

VABox

System Disk Config Change No Storage Found
Storage Storage Disconnected Fan Error

GPS Bad Geofence
Check Heater

Network

Close.

This screen displays an overview of systemevents. When an event occurs, the corresponding channel flashes for 5
seconds.

* Panic Record: Displays event status based on current Panic Record status.

* Check Recording: Displays event status based on System M onitoringsettings. For more information, refer to
the Motion menu under Video Analytics.

* Disk Almost Full/Disk Full: If the storage device is not in Recycle status, event status is displayed when the
amount of disk space specified under System M onitoring is reached and when the disk becomes 100% full.
For more information, refer tothe Motion menu under Video Analytics.

* Disk Partially Almost Full / Disk Partially Full: If the storage device is not in Recycle status, event status is
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displayed when a disk in one of multiple quota groups reaches a specified capacity or disk usage reaches a
specified capacity under System - Monitoring.

Disk Config Change: It will be highlighted when the NVR reboots after the hard disk drive has been
rep laced.

No Storage Found: It will be highlighted when no recordable storage device has been found.

Fan Error: Event is indicated when the cooling fan cannot reach a certain RPM or fails for longer than 50
seconds.

GPS Bad: It will be highlighted when invalid GPS data comes in.

Geofence: It will be highlighted when entering the set geofence area.

Check Heater: It will be highlighted when an issue related to the heater occurs.
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Storage
PATH: Status menu > Storage

Camera

Device

VABox

System

Storage
Network

Type

Internal 1

Recorded Data

Disk Bad Temperature | SMART.
Good (0%) Good (32 °C) Good
From 07-10-2025 AM 12:32:59
To 07-13-2025 PM 10:21:53
Close

Select Monitoring from the System menu under Setup to configure Disk Bad and Disk Temperature settings.

NOTE:

Not Formatted A disk that has never been used before.
* Disk performing normally.
Good * |fthe HDD is partially damaged, indicates the bad sector
Disk Bad percentage.
* |f the HDD’s bad sectorratiois higherthan as
Error designated bythe user.
* Generates asystem event.
N/A Unable to detect the disk’s temperature.
Temperature Good Operating within normal temperature range.
Bad * Disk temperature higher than as designated by the user.
* Generates asystem event.
N/A A diskthat does not supportS.MAR.T.
SMAR.T. Good A diskwith normal SMAR.T. status.
Bad A diskwith abnormal S.MAAR.T. status.Possibilityof

damage within 24 hours.

SMAR.T.- Internal 1

BlEE el~|als]o -

orst name

| 2 | 200 0,0,0,0,0,0 51 Raw_Read_Error Rate

3 | 18 | 1% 152,26,0,0,0,0 2 Spin_Up_Time

0 | ® | w 20,4,0,0,0,0 [ Start_Stop_Count

s | 20 | 20 0,0,0,0,0,0 190 | Reallocated_Sector_Ct

w20 | 20 0,0,0,0,0,0 0

00 | o | & 2,21,0,0,0,0 [ Power_On_Hours

s | 100 | 100 0,0,0,0,0,0 0 Spin_Retry_Count

50 | 100 | 100 0,0,0,0,0,0 0| Calibration_Retry_Count

s | 100 | 100 167,3,0,0,0,0 [ Power_Cycle_Count

50 | 19 | 199 124,3,0,0,0,0 0| PowerOff_Retract_Count

50 | 200 | 200 184,0,0,0,0,0 [ Load_Cycle_Count

EECAN) 43,0,0,0,0,0 0 Temperature_Celsius .
[ cioss |
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Check eachdisk's data storage timeinformation under Re cording Data.

Click on the SM.A.R.T sectionto view the SSM.A .R.T information.




Network

PATH: Status menu > Network

Camera

Device

VABox

System

Storage

Network

Wounps
Who

¥ ¥ 9V 9V 9V VOV ©

Close

This screen provides a complete overview of the network status.

Information shown include camera connection status, LAN port link status, number of connected clients, and

network connection info.

Camera Connection

@ indicates the camerais connected. @ indicates the camerais not
connected. Clicking the image displays satus information ofthe device
connected to the NVR.

Network Switch

= i\ dicates a network switch is connected to the LAN port and shows

how many cameras are connected. Clicking the image displays status
information ofthe device connected to the NVR.

Video Encoder

,- indicates a video encoderis connected to the LAN portand shows
how many cameras are connected. Clicking the image displays status
information ofthe device connected to the NVR.

LAN Port Link

@ indicates acamera ora network swich is connected. W indicates
neitheris connected.

LAN Port Speed

@ indicates 10/100Mbps and M indicates 1Gbps.

Total Bitrate

The Max Bitrate that can be registered at maximum and the total bitrate
of the currently registered cameras are shown.

Number of Connected Clients

Indicates whether there are clients connected to the NVR via an external
I
network and how many clients are connected. E ¥ indicates atleast

one clientis connected. indicates no clientis connected.

Network Connection Info

Indicates network connection statuses (connected, connecting,
disconnected, warning, and connection error) using following lines:

—— CONNECTED

=== CONNECTING
DISCONNECTED
WARNING

— ERROR
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Appendix

NAT Function Example

NAT function is to connect to the camera which is internal VIN network from the physically divided WAN network
PC(WebSetup / IDIS Web /IDIS Center program / RTSP).

To connect tothe camera WebSetup / IDIS Web / IDIS Center program / RTSP function, you need to configure the
NAT rule to forward ports from NVR port number to the camera port number.

NAT Configuration Gui

NOTE: Imagesshown are forillustrationpurposes only and may not matchthe product.

VIDEO IN (Ethernet 1)
IP Address: 169.254.123.72

WAN (Ethernet 0)
IP Address: 10.0.125.211
Getway: 10.0.0.1

PC (WEB Setup / IDIS Web / IDIS
Center program / RTSP)

NOTE: Touse NAT function, the camera gateway address mustbe set to the VINnetwork IP addressof the
NVR.
For more information on the IP address of the camera and port number, refer to the WebSetup page of
the cameramanual. Also, check the IP address of the camera in the NVR or default port number on the
cameramanual.
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Camera WebSetup Connection

Access the WebSetup of the camera which is internal VIN network from the PC.

Eth 0: WAN Port : 16001

Rule - "CAM2_HTTP"

S ~ Eth 1: VIN IP : IP address of the camera
oll - Eth 1: VIN Port : HTTP port number of the camera

Action | PORT_FORWARD
Protocol  TCP

Interface eth0 : WAN (NETWORK CLIENT) . ->  ethi: VIN (Video-In) -
0.0.0.0 (N 169.254.66.51 L@

P 0o _m >
Port 6001 1@ > EE=]

Approach

You can access the Web Setup page throu gh the following address.: http:/NVR IP address: HTTP Port Number of

the Camera/setup/setup.htmi

Enter the HTTP port number of the camera 16001 to have port forwarded.

(€]

& /0012820971400 Dv & £ P Camen Remote Setup ¥

Quick Setup / Overview

System
Language Engish
Name

Date/Time.
Time Zone GMT+09:00 Seoul

Tyee  Manual
1P Address 169.254.66.51 (255.255255.0)
DNS Server 0000

Minoiing  None
Stream  Default Record Strear | On |&n
Compression H264 |H264 |H26a
Resoltion  1920x10680 | 64360 | 640360
Quality  6666Kbps | 3000kbps | 1426xbps
Bitrate Control VER |VeR |VeR
frame Rate 30 ips |30ips | sips

intelligent Codec  On

Audio Codec  ADPOM 16Kz
input Off
Output Off

IDIS Web Connection through IDIS Camera

Access the IDIS Web of the camera which is internal VIN network from the PC.

Eth 0: WAN Port : 16001

Rule - "CAM2_HTTP"

Eth 1: VIN IP : IP address of the camera

Title CAM2_HTTP |

e o Eth 1: VIN Port : HT TP port number of the camera
Protocol  TCP -
Interface  eth0 : WAN (NETWORK CLIENT) « -> ethl:VIN (Video-In) -
P 0000(N N > 169.254.66.51 =
Port 6001 1@ > 80
[ cancel ]
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BT

Eth 0: WAN Port : 11002
Eth 1: VIN IP : The IP address of the camera

Rule - "CAM2_REMOTE"

Title | CAM2_REMOTE

o | Eth 1: VIN Port : Remote port number of the camera
Protocol  TCP -
Interface  eth0 : WAN (NETWORK CLIENT) « -> ethl: VIN(Video-In) .
o 2 wsmas 2| NOTE EthO port number and the remote port number of the camera

mustbe same.
o IECITEE

Approach

You can monitor live videos through the following address.: http://NVR IP Address:HTTP Port Numberofthe
Camera

Enter the HT TP port number of the camera 16001 to have port forwarded.

© Lve-ntemet Exploer %

IDIS e 2019-12.08 M2
A —

00w

IDIS Center Program Connection through IDIS Camera

Connect to view the video of the camera which is internal VIN network from the clients such as the IDIS Center
program.

Eth 0: WAN Port : 11002

Rule - "CAM2_REMOTE"

e (ARG .| Eth1: VIN IP : The IP address of the camera
o R - | Eth 1: VIN Port : Remote port number of the camera
M:'; mmf"mm::xi o R ngj NOTE: Eth0 port number and the remote port number of the camera

mustbe same.
U c |




Approach

You can monitoring live videos by using the IDIS Center program.

Enter the remote port number of the camera 11002 to have port forwarded.

0.0 .125.219 (IS

M select Al D

Name ik Address

[l <no name>

Port... |(11002)

Description

RTSP Connection through IDIS Camera

Connect the video of the camera which is internal VIN network by using the RTSP player from the PC.

Rule - "CAM2_RTSP"

Tilo |CAMZ RTSP

Type 1PvA

Action  PORT_FORWARD

Protocol  TCP

Interface oth0: WAN (NETWORK CLIENT) . > 6thi: VIN (Video-n) .
P 00,00 (NVR) _m > 169.254.66.51 oL
Port 16003 S > 564 @

Approach

Eth 0: WAN Port : 16003
Eth 1: VIN IP : IP address of the camera
Eth 1: VIN Port : Remote port number of the camera

Access RTSP function using media players, such as VLC Player. You can monitor live video images through the
following address.: rtsp://NVR IP Address: RTSP Port Numberofthe Camera/tracklD=channel number

Enter the RTSP port number of the camera 16003 to have port forwarded.
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A o /1001252106003 cackiD=1 -VLC medis layer - o x
Meds Plaback A

00:00 00:00

0 weompn W =ex [ |

Troubleshooting

Problem Possible Solution

* Check power cable connections.

No Power ¢ Confirm that there is power at the connection terminals.

* Check camera video cable and connections.
No Live Video ¢ Confirm that the camera has power.
* Check camera lens settings.

The Recorder has stopped If hard disk drive is full, delete video or set the Recorder to the Overwrite Mode.
recording If there is a hard disk error, swap thehard disk.

While upgrading the system, | If the current system version is higher than the up grade package file version, reset
the Recorder keeps rebooting | the Recorder first using the Factory Reset. When using the Factory Reset, saved
and the up grade fails. settings are lost.
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System Log Notices

Boot Up Schedule On Clip-Copy Duration of Video:
Shutdown Schedule Off Clip-Copy Camera:
Restart No Storage Found Callback Fail
Upgrade Storage Wrong Format Factory Reset
Upgrade Fail Storage Formatted ACC: On
Power Failure Clear All Data ACC: Off
Time Change Clear Disk Key: On
Time Zone Change Format Disk Key: Off
Time Sync Disk Full Heater On: Local
Time Sync Fail Disk Config Change Heater On: Boot Up
Disk Bad Disk ‘No.’ : ‘serial number’ Shutdown: Low Voltage
Login Disk ‘No.” : Removed Shutdown: High Voltage
Logout Auto Deletion Shutdown: Low Temperature
Setup Begin Search Begin Shutdown: ACC
Setup End Search End Recover fromvzﬁ\;v; Failure: Low
Remote Setup Change Clip-Copy Begin Recover fromvlz)(l)tv:; Failure: High
Remote Setup Fail Clip-Copy End

Setup Imported

Camera Upgrade Begin

Setup Import Failure

Clip-Copy Cancel

Camera Upgrade End

Clip-Copy Fail

Camera Upgrade Failure

Setup Exported
Setup Export Failure

Clip-Copy User:

Camera Upgrade User:

Clip-Copy From:

Camera Upgrade Camera:

Setup Export Cancel

Clip-Copy To:
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Error Code Notices

System Upgrade Related

Clip Copy Related

No. Description No. Description
0 Unknown error. 0 Unknown error.
1 File version error. 1 Device error.
2 Operatingsystem version error. 2 Mounting failed.
3 Software version error. 3 No media.
4 Kernel version error. 4 Invalid media.
100 Upgrade device mounting failed. 5 File already existed.
101 Package is not found. 6 Not enough space.
102 Extracting package failed. 7 Creating temporary file failed.
103 LILO failed. 8 Opening disk failed.
104 Rebooting failed. 9 Formatting disk failed.
105 Invalid package. 10 Database has been changed.
300 Remote connection failed. 11 Appending failed.
301 Remote network error. 12 Bad sector.
302 Remote upgrade is not authorized. 13 No executable file.
303 Saving remote package failed. 14 Opening executable file failed.
304 Remote upgrade is cancelled by the user. 15 Writing executable file failed.
400 USB device mounting failed. 16 Creating image failed.
401 Reading upgrade package on the USB device failed. 17 Burning failed.
402 Copyingupgrade package on the USB device failed. 18 Burning is out of time.
403 USB device is not connected. 19 Connectingdevice failed.
404 USB device is being used. 20 Device is busy.
405 Unsupported file system. 21 Unsupported file system.
500 System is busy clip copying. 22 Verify failed.
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Specifications

VIDEO

Video Input

Ethernet: 16 network cameras

Video Resolution

3840x2160, 1920x1200, 1920x1080, 1680x1050, 1600x1200

Record Speed
(images per second)

Dual Stream: 480ips @ 4K + 480ips @ nHD

INPUTS/OUTPUTS

Alarm Input

Programmable as NC or NO,
Threshold: <= 2.4V =< for NC and >= 2.8V === for NO, 0~50V ===

Alarm Output

2 relay output, programmable as NC or NO, 1A@125V ~, 1A@30V ===

LED Output Event connector (Heartbeat, Recording and Alarm Status), S0OmA@12V ===
Network Connectivity 10/100/1000 Mbps Ethernet (RJ-45)
Audio Input 2 Line In
Text Input Accelerometer and other customized text data
GPS Input GPS Interface
CANT/O 1 CANFD
STORAGE
Primary Storage SATA hard disk drive (Removable)
External Storage eSATA hard disk drive
GENERAL

Dimensions (W x Hx D)

11.22" x 3.95" x 12.6" (285mm x 100.37mm x 320.2mm)

Unit Weight

11.051bs. (5.01kg)

32°F to 122°F (0°C to 50°C)

Operating Temperature 222°F to 122°F (-30°C to 50°C) with heater
Operating Humidity 0% t0 90%

Power 9to36 V=

Heater Power 12V 5, 9A / 24V T 4.5A

Power Consumption Max. 36A

Heater Power Consumption | Max. 110W

Approvals

CE, FCC, MIL-STD-810G (Shock&Vibration only)

V9.0

Specifications are subject to change w ithout notice.
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